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Data security on the internet is synonymous with a website and a computer network that connects to one anather. In the context of computer networks, any existing data on a computer that is connected to another computer, is
unsafe, so need to do some way to secure the data so that can not be accessed by other computer. Each website is created using a series of codes to be able to display data that is public and accessible or accessible to
everyone. However, usually on the server computer where the website is stored, there are also data that are confidential or private so it is not allowed to be accessed by the public. This research is conducted to analyze various
techniques and ways of attack that is usually done on the internet website, in order 1o be implemented various ways of handiing so that the existing website can be more secure against the attack so that the data contained in
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