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Series Preface

While the literature on police and allied subjects is growing exponentially, its 
impact upon day-to-day policing remains small. The two worlds of research 
and practice of policing remain disconnected even though cooperation 
between the two is growing. A major reason is that the two groups speak in 
different languages. The research work is published in hard-to-access journals 
and presented in a manner that is difficult to comprehend for a lay person. 
On the other hand the police practitioners tend not to mix with researchers 
and remain secretive about their work. Consequently, there is little dialogue 
between the two and almost no attempt to learn from one another. Dialog 
across the globe, amongst researchers and practitioners situated in different 
continents, are of course even more limited. 

I attempted to address this problem by starting the IPES, www.ipes.info, 
where a common platform has brought the two together. IPES is now in its 
15th year. The annual meetings which constitute most major annual event of 
the organization have been hosted in all parts of the world. Several publica-
tions have come out of these deliberations and a new collaborative commu-
nity of scholars and police officers has been created whose membership runs 
into several hundreds.

Another attempt was to begin a new journal, aptly called Police Practice 
and Research: An International Journal, PPR, that has opened the gate to 
practitioners to share their work and experiences. The journal has attempted 
to focus upon issues that help bring the two on a single platform. PPR is 
completing its 10 years in 2009. It is certainly an evidence of growing col-
laboration between police research and practice that PPR which began with 
four issues a year, expanded into five issues in its fourth year and, now, it is 
issued six times a year.

Clearly, these attempts, despite their success, remain limited. Conferences 
and journal publications do help create a body of knowledge and an associa-
tion of police activists but cannot address substantial issues in depth. The 
limitations of time and space preclude larger discussions and more authori-
tative expositions that can provide stronger and broader linkages between 
the two worlds.

It is this realization of the increasing dialogue between police research 
and practice that has encouraged many of us- my close colleagues and myself 
connected closely with IPES and PPR across the world- to conceive and 



x Series Preface

implement a new attempt in this direction. I am now embarking on a book 
series, Advances in Police ἀ eory and Practice, that seeks to attract writers 
from all parts of the world. Further, the attempt is to find practitioner con-
tributors. The objective is to make the series a serious contribution to our 
knowledge of the police as well as to improve police practices. The focus is 
not only in work that describes the best and successful police practices but 
also one that challenges current paradigms and breaks new ground to pre-
pare a police for the twenty-first century. The series seeks for comparative 
analysis that highlights achievements in distant parts of the world as well as 
one that encourages an in-depth examination of specific problems confront-
ing a particular police force.

It is hoped that through this series it will be possible to accelerate the pro-
cess of building knowledge about policing and help bridge the gap between 
the two worlds-the world of police research and police practice. This is an 
invitation to police scholars and practitioners across the world to come and 
join in this venture. 

Dilip K. Das Ph.D.
Founding President, International Police Executive Symposium

IPES, www.ipes.info
Founding Editor-in-Chief, Police Practice and Research:

An International Journal
PPR, www.tandf.co.uk/journals
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Introduction

Policing organized crime remains problematic. In the United Kingdom, 
Harfield (2008) argues that organized crime challenges long-held paradigms 
concerning policing infrastructure and operations. He argues that organized 
crime has developed to become an issue beyond the competence of conven-
tional policing. In the United States and Canada, Beare and Martens (1998) 
pointed this out more than a decade ago. But Harfield (2008, 72) found that 
government “response will be based on trying to adapt a policing infrastruc-
ture intended for other policing functions rather than dealing with the prob-
lem of organized crime on its own.”

An important element of dealing with the problem of organized crime is 
the interface between organized crime groups and the legitimate environment 
in society, which is of vital importance to the existence of organized crime. 
Contacts, relationships, and exchanges between criminal organizations and 
legal organizations are a threat to the legitimate environment, but they also 
offer opportunities for organized crime prevention. In The Netherlands, 
Bunt and Schoot (2003) identified three kinds of interfaces between orga-
nized crime groups and the legitimate environment. Firstly, the demand 
from the licit environment for illegal products and services forms a breeding 
ground for organized crime groups. Secondly, persons with the knowledge or 
skill can enable organized crime groups to carry out their criminal activities. 
Thirdly, criminal groups make use of other opportunities or tools present in 
the licit environment.

Policing criminal business enterprises requires police intelligence 
and police investigations. Police intelligence has to be based on an imple-
mented intelligence strategy, which is important because failure to carry 
out strategy can cause lost opportunities and leave police officers reluc-
tant to do strategic planning. Lack of implementation creates problems 
in maintaining priorities and reaching organizational goals. The strategy 
execution task is commonly the most complicated and time-consum-
ing part of strategic management. Yet, strategy implementation suffers 
from a general lack of both academic and practical attention. Policing 
Organized Crime: Intelligence Strategy Implementation is intended as a 
research model to study the extent of intelligence strategy implementa-
tion, which will add to the police strategy and implementation literature 
already available.



xii Introduction

This book makes a contribution to the emerging academic discipline of 
police science. According to Jaschke et al. (2007, 23),

Police science is the scientific study of the police as an institution and of polic-
ing as a process. As an applied discipline, it combines methods and subjects of 
other neighboring disciplines within the field of policing. It includes all of what 
the police do and all aspects from outside that have an impact on policing and 
public order. Currently it is a working term to describe police studies on the way 
to an accepted and established discipline. Police science tries to explain facts and 
acquire knowledge about the reality of policing in order to generalize and to be 
able to predict possible scenarios.

The important topics of police science include strategies and styles of 
policing, police organizations and management, and policing specific crime 
types. This book gets to the core of police science by studying the serious types 
of organized crime in the context of intelligence strategy implementation.
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1

Theories of Organized 
Crime 

Organized crime has received increased attention in recent years. To understand 
the what, how, and why of organized crime, to stimulate “know what,” “know 
how,” and “know why,” there is a need for theory development. A theory might 
be a prediction or explanation, a set of interrelated constructs, definitions, and 
propositions that presents a systematic view of phenomena by specifying rela-
tions among variables with the purpose of explaining natural phenomena. The 
systematic view might be an argument, a discussion, or a rationale, and it helps 
to explain or predict phenomena that occur in the world.

In our context of organized crime, we search theoretical explanations in 
two streams of research, one of which we label criminology theories of orga-
nized crime where theories are developed explicitly to explain the phenom-
enon of organized crime. Another stream of research we label management 
theories of organized crime, where general management theories are applied 
to the phenomenon of organized crime (Gottschalk, 2008).

It is difficult to overstate the importance of theory to law enforcement’s 
understanding of organized crime and criminal organizations. Theory 
allows analysts to understand and predict outcomes on a probabilistic basis 
(Colquitt and Zapata-Phelan, 2007). Theory allows analysts to describe and 
explain a process or sequence of events. Theory prevents analysts from being 
confused by the complexity of the real world by providing a linguistic tool 
for organizing a coherent understanding of the real world. Theory acts as an 
educational device that creates insights into criminal phenomena.

Criminology Theories

Traditionally, a criminal organization is often thought of as a monopolis-
tic firm, and the theory of monopoly is predominantly used to analyze orga-
nized crime. The monopolistic model implies that potential criminals have 
no other choice, but are forced to join the criminal organization if they 
decide to commit a crime. Chang et al. (2005) find this perspective to be less 
than exhaustive in terms of describing criminal behavior. They argue that 
the determination of the market structure for crime should be endogenous, 
which has notable implications for the optimal crime enforcement policies 
and crime itself.

To recover the conventionally neglected facts and provide a more com-
plete picture of organized crime, Chang et al. (2005) developed a model in 

1
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terms of a criminal decision framework in which individual crime and orga-
nized crime are coexisting alternatives to a potential offender. The model 
makes the size of a criminal organization a variable and explores interactive 
relationships among sizes of the criminal organization, the crime rate, and 
the government’s law enforcement strategies. Model runs showed that the 
method adopted to allocate the criminal organization’s payoffs and the extra 
benefit provided by this organization play crucial roles in an individual’s 
decision to commit a crime and the way in which that crime is committed.

Gross (1978) argued in his classical article on the theory of organi-
zational crime that more than some areas of sociology, studies of crime 
and delinquency, usually have a strong theoretical base. He suggested two 
important theoretical relationships. First, the internal structure and set-
ting of organizations is of such a nature as to raise the probability that 
the attainment of the goals of the organization will subject it to the risk 
of violating societal laws of organizational behavior. Secondly, persons 
who actually act for the organization in the commission of crimes will, by 
selective processes associated with upward mobility in organizations, be 
persons likely to be highly committed to the organization and be, for vari-
ous reasons, willing and able to carry out the crime, should it seem to be 
required in order to enable the organization to attain its goals, to prosper, 
or, minimally, to survive.

One of the most widely held theories of organized crime today in the 
United States is known as the alien conspiracy theory. This theory blames 
outsiders and outside influences for the prevalence of organized crime in 
American society. Over the years, unsavory images, such as well-dressed 
men of foreign descent standing in shadows with machine guns and living 
by codes of silence, have become associated with this theory. The alien con-
spiracy theory posits that organized crime (the Mafia) gained prominence 
during the 1860s in Sicily and that Sicilian immigrants are responsible for 
the foundations of U.S. organized crime, which is made up of twenty-five or 
so Italian-dominated crime families (Lyman and Potter, 2007).

Lombardo (2002) has challenged the alien conspiracy theory as an expla-
nation for the origin of organized crime in America, as he reviewed the his-
tory of Black Hand (an organized crime group) activity in Chicago in the 
early twentieth century, arguing that the development of Black Hand extor-
tion was not related to the emergence of the Sicilian Mafia, but rather to the 
social structure of American society.

The rational choice theory suggests that people who commit crimes do so 
after considering the risks of detection and punishment for the crimes as well 
as the rewards of completing these acts successfully. Examples of this theory 
include a man who discovers that his wife is having an affair and chooses to 
kill her, her lover, or both; the bank teller who is experiencing personal finan-
cial difficulty and decides to embezzle funds from the bank to substantially 
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increase his/her earnings; and an inner-city youth who decides that social 
opportunities are minimal and that it would be easier to make money by 
dealing crack cocaine (Lyman and Potter, 2007).

Shvarts (2001) suggests that the rational choice theory can explain the 
growth of the Russian Mafia. Because of low income and financial difficulties 
at the individual level, combined with a corrupt police force, it seems rational 
to move into organized crime to improve the standard of living for members 
joining the criminal organization.

Some theorists believe that crime can be reduced through the use of 
deterrents. The goal of a deterrent (crime prevention) is based on the assump-
tion that criminals or potential criminals will think carefully before com-
mitting a crime if the likelihood of getting caught and/or the fear of swift 
and severe punishment are present. Based on such a belief, general deterrence 
theory holds that crime can be thwarted by the threat of punishment, while 
the special deterrence theory suggests that penalties for criminal acts should 
be sufficiently severe that convicted criminals will never repeat these acts 
(Lyman and Potter, 2007).

Furthermore, learning theories have been used to explain the onset of 
criminal activity. The body of research on learning theory stresses the atti-
tudes, ability, values, and behaviors needed to maintain a criminal career 
(Lyman and Potter, 2007).

Next, cultural deviance theories assume that slum dwellers violate the law 
because they belong to a unique subculture that exists in lower-class areas. 
The subculture’s values and norms conflict with those of the upper class on 
which criminal law is based (Lyman and Potter, 2007).

Social control theory is yet another criminology theory where social con-
trol refers to those processes by which the community influences its members 
toward conformance with established norms of behavior. Abadinsky (2007, 
22) remarked:

Social control theorists argue that the relevant question is not, why do persons 
become involved in crime, organized or otherwise? But, rather, why do most per-
sons conform to societal norms? If, as control theorists generally assume, most 
persons are sufficiently motivated by the potential rewards to commit criminal 
acts, why do only a few make crime a career? According to control theorists, 
delinquent acts result when an individual’s bond to society is weak or broken. 
The strength of this bond is determined by internal and external restraints. In other 
words, internal and external restraints determine whether we move in the direc-
tion of crime or of law-abiding behavior.

Bruinsma and Bernasco (2004) used social network theory to describe and 
tentatively explain differences in social organization between criminal groups 
that perform three types of transnational illegal activities: smuggling and large-
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scale heroin trading, trafficking in women, and trading in stolen cars. Groups 
that operate in the large-scale heroin market tend to be close-knit, cohesive, 
and ethnically homogeneous. Groups active in the trafficking of women have a 
chain structure, while three clusters of offenders in a chain characterize those 
that operate in the market for stolen cars. Both groups are less cohesive than 
are criminal groups in the large-scale heroin market. The differences in social 
organization between the three types of illegal activities appear to be related 
to the legal and financial risks associated with the crimes in question and, 
thereby, to the required level of trust between collaborating criminals.

It is often argued that criminal organizations have a network structure. 
For example, similar to other forms of organized criminality (including 
weapons trafficking, immigrant smuggling, and prostitution), drug traf-
ficking in Colombia occurs in fluid social systems where flexible exchange 
networks expand and retract according to market opportunities and regu-
latory constraints. This durable, elastic structure did not emerge overnight, 
but developed over many years as entrepreneurs built their enterprises 
through personal contacts and repeated exchanges and resources they 
accumulated gradually, while drawing on social traditions, such as con-
traband smuggling, that extend far back into Colombia’s colonial past 
(Kenney, 2007).

Entrepreneurs and entrepreneurship are often found in organized 
crime. Casson (2008) defines an entrepreneur as someone who specializes 
in making judgmental decisions about the coordination of scarce resources. 
Coordination may be defined as a beneficial reallocation of resources. Thus, 
coordination is a dynamic concept, as opposed to allocation, which is a static 
concept. The concept of coordination captures the fact that the entrepreneur 
is an agent of change. He is not concerned merely with the perpetuation of 
the existing allocation of resources, but with improving upon it.

Krebs et al. (2003) applied noncooperative game theory to examine drug 
smuggling. The study tried to determine if fluctuations in key public policy 
variables have the potential to diminish the expected utility of smuggling 
drugs, thus encouraging lawful behavior. The study simulation indicated that 
decreasing the expected utility of smuggling drugs to a level where lawful 
behavior is likely to be chosen is an infeasible mission from a policy perspec-
tive. Additionally, a recent drug smuggling innovation, known as black pow-
der, is likely to only increase the expected benefit of drug smuggling. Black 
powder is a simple industrial cloaking method that renders many surveil-
lance strategies and chemical tests all but futile. The consequences of black 
powder and the exchange between drug control agents and drug smugglers 
are important in the simulation.

Based on the utility theory, game theory involves the mathematical rep-
resentation of the decision-making process in situations where the interests 
of two or more players are interconnected and interdependent. A player may 
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be either an individual or a group that operates as a single decision-making 
entity. Players in situations of uncertainty choose from a set of available actions 
called strategies, each of which offers a probability of producing a possible 
outcome. The choice a player makes is determined by the anticipated utility, 
viewed as an indication of the individual’s beliefs and preferences, that each 
alternative behavioral strategy is expected to produce (Krebs et al., 2003).

It has been argued that some ethnic backgrounds are less qualified for 
organized crime. For example, law enforcement in the United States is some-
what reluctant to accept the existence of African American criminal organi-
zations, based primarily on the opinion that such ethnic groups are incapable 
of structuring syndicates of any consequence, such as the Cosa Nostra. Such 
an opinion is based on the theory of race. Contrary to this opinion, Walsh 
(2004) found powerful black organized crime groups in the United States. For 
example, African Americans established connections with Asian drug deal-
ers during the Vietnam War. Some of the heroin on the streets of American 
cities during this period had been smuggled from Vietnam inside the bodies 
of dead servicemen.

 Profit-driven crime by criminal business enterprises should be understood 
mainly in economic terms rather than sociological or criminological terms. In 
an attempt to formulate a general theory of profit-driven crime, Naylor (2003) 
proposed a typology that shifts the focus from actors to actions by distinguish-
ing between market crime, predatory crime, and commercial crime.

Management Theories

Agency theory has broadened the risk-sharing literature to include the agency 
problem that occurs when cooperating parties have different goals and divi-
sion of labor. The cooperating parties are engaged in an agency relation-
ship defined as a contract under which one or more persons (the principals) 
engage another person (agent) to perform some service on their behalf, which 
involves delegating some decision-making authority to the agent (Jensen and 
Meckling, 1976). Agency theory describes the relationship between the two 
parties using the metaphor of a contract.

According to Eisenhardt (1985), agency theory is concerned with resolv-
ing two problems that can occur in agency relationships. The first is the 
agency problem that arises when the desires or goals of the principal and 
the agent conflict and it is difficult or expensive for the principal to verify 
what the agent is actually doing. The second is the problem of risk-sharing 
that arises when the principal and agent have different risk preferences. The 
first agency problem appears when the two parties do not share productiv-
ity gains. The risk-sharing problem might be the result of different attitudes 
toward the use of new technologies. Because the unit of analysis is the contract 
governing the relationship between the two parties, the focus of the theory 
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is on determining the most efficient contract governing the principal–agent 
relationship given assumptions about people (e.g., self-interest, bounded 
rationality, risk aversion), organizations (e.g., goal conflict of members), and 
information (e.g., information is a commodity that can be purchased).

Garoupa (2007) applied agency theory to criminal organizations. He 
models the criminal firm as a family business with one principal and 
several agents. He has in mind an illegal monopoly where it is difficult to 
detect and punish the principal unless an agent is detected. Furthermore, 
it is assumed that agents work rather independently, so that the likeli-
hood of detection of one agent is fairly independent from another. An 
example of such agents is drug dealers on the street, with the principal 
being the local distributor. Another example would be agents as extor-
tionists or blackmailers distributed across the city with the principal 
being the coordinator of their activities providing them information or 
criminal know-how.

Alliance theory is concerned with partnership, often referred to as an 
alliance, which has been noted as a major feature of criminal organizations. 
Partnership can reduce the risk of inadequate contractual provision. Trust is 
a critical success factor in partnerships, and criminal organizations are often 
based on trust between their members. von Lampe and Johansen (2003) 
identified four kinds of trust in organized crimes. First, individualized trust 
relates specifically to agreeable behavior of an individual. Next, trust based 
on reputation relates to the trust, which is based on publicly formed and held 
opinion about the ones to be trusted. This type of trust hinges on the flow 
of information. Information may be dispersed in a context associated with 
illegality, e.g., the underworld “grapevine system.”

The third kind of trust is generalized trust, which comprises configura-
tions in which trust is linked to social groups rather than to a particular indi-
vidual. The trustor places trust in the trustee based on the presumption that 
the trustee conforms to some more general norms or patterns of behavior, for 
example, codes of conduct, such as mutual support and noncooperation with 
law enforcement that the trustee can be expected to share as a member of a 
subculture or association. Finally, there is abstract trust, which refers to trust 
that is placed in abstract systems that set and maintain certain basic condi-
tions, e.g., the government, the monetary system, or the medical system in 
society at large (von Lampe and Johansen, 2003).

Das and Teng (2002) studied how alliance conditions change over the dif-
ferent stages of alliance development to understand the development processes. 
They defined the following stages in the alliance development process:

Formation Stage•	 . Partner firms approach each other and negoti-
ate the alliance. They then carry out the agreement and set up the 
alliance by committing various types of resources. The alliance is 
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initiated and put into operation. Alliances will be formed only under 
certain conditions. These conditions include a relatively high level of 
collective strengths, a low level of interpartner conflicts, and a high 
level of interdependencies.
Operation Stage•	 . Not only is the formation stage directly influenced 
by alliance conditions, the transition from the formation stage to 
the operation stage is also dictated by the same alliance conditions 
variables. During the operation stage, partner firms collaborate and 
implement all agreements of the alliance. The alliance will likely 
grow rapidly in size during this stage, somewhat akin to the growth 
stage of organizational life cycles. Other than the growth route, an 
alliance also may be reformed and/or terminated at this stage.
Outcome Stage•	 . During this stage, alliance performance becomes 
tangible and can thus be evaluated with some certainty. There are 
four possible outcomes for an alliance at this stage—stabilization, 
reformation, decline, and termination. A combination of outcomes 
is also possible, such as a termination after reformation. Alliance 
reformation and alliance termination do not necessarily signal alli-
ance failure. Reformation and termination may be the best option 
under certain circumstances, such as the achievement of preset alli-
ance objectives. Alliance condition variables continue to play a deci-
sive role in the outcome stage. The particular alliance outcome will 
depend on the condition of the alliance.

Das and Teng (2003) discussed partner analysis and alliance perfor-
mance in their journal article. An important stream of research in the alli-
ance literature is about partner selection. It emphasizes the desirability of a 
match between the partners, mainly in terms of their resource profiles. The 
approach is consistent with the resource-based theory of the firm, which sug-
gests that competitors are defined by their resources profiles.

Network theory argues that when locating transnational crime, it is often 
found that networks are the media through which individuals and groups 
move between the local and the global. According to Beare (2000), empiri-
cal research reveals that networks consist of a complex mix of criminals that 
range from the sophisticated specialists to the opportunists—all operating 
within the same crime field.

According to network theory, a network exhibits network externalities 
in terms of external effects. An organization exhibits network externalities 
when it becomes more valuable to members, as more people join and take 
advantage of it. A classic example from technology is the telephone, where 
the value for each subscriber increases exponentially with the number of 
network subscribers to whom you can talk and from whom you can receive 
services.
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Lemieux (2003) argues that criminal organizations are both networks 
and businesses. Criminal organizations, when viewed as networks, have 
characteristics common to other social networks as well as specific charac-
teristics associated with the fact that these organizations are criminal busi-
nesses. Common characteristics include size of networks, density, couplings, 
and ties.

In criminal networks, the core is generally composed of actors connected 
by strong ties, while the relationship between the core and the surrounding 
subnetworks is achieved through weak ties. These are ties through which 
information is transmitted in an upward direction and orders are transmit-
ted in a downward direction (Lemieux, 2003).

Lemieux describes seven roles that can be found in all networks, and one 
individual can assume more than one role. They include:

 1. Organizers are the core and determine the scale and scope of 
activities.

 2. Insulators transmit information and orders between the core and 
the periphery while insulating the core from the danger posed by 
infiltration.

 3. Communicators ensure feedback is obtained regarding orders and 
directives that they transmit to other actors in the network.

 4. Guardians ensure network security and take necessary measures to 
minimize its vulnerability to infiltrations or external attack.

 5. Extenders enlarge the network by recruiting new members and also 
by negotiating collaboration with other networks and encouraging 
collaboration with the business sector, government, and justice.

 6. Monitors are dedicated to the network’s effectiveness by provid-
ing information to organizers regarding weaknesses and problems 
within the network so that the organizers can resolve them.

 7. Crossovers are part of a criminal network, but continue to work in 
legal institutions, whether governmental, financial, or commercial.

Several of the seven roles make it difficult to combat criminal networks. 
According to Lemieux (2003), this is particularly true for the roles of insula-
tors, guardians, monitors, and crossovers.

Contractual theory is concerned with the role of contracts in social sys-
tems. von Lampe (2005) suggests that cooperation in a criminal group is typ-
ically based on some form of contract between criminals, which is connected 
to a criminal activity and might cover several elements, such as participation, 
tasks, responsibility, equipment, plans, profit sharing, escape routes, behav-
ioral codes, and norms.

Luo (2002) examined how contract, cooperation, and performance are 
associated with one another. He argues that contract and cooperation are 
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not substitutes but complements in relation to performance. A contract 
alone is insufficient to guide evolution and performance. Because organized 
crime often involves both intraorganizational as well as interorganizational 
exchanges that become socially embedded over time, cooperation is an 
important safeguard mechanism mitigating external and internal hazards 
and overcoming adaptive limits of contracts. The simultaneous use of both 
contractual and cooperative mechanisms is particularly critical to organized 
crime in an uncertain environment.

Relational contract theory was created by Macneil (2000), who has been 
doing relational contracts since the mid-1960s, and who by contract means 
relations among people who have exchanged, are exchanging, or expect to be 
exchanging in the future, in other words, exchange relations. He finds that 
experience has shown that the very idea of a contract as relations in which 
exchange occurs—rather than as specific transactions, specific agreements, 
specific promises, specific exchanges, and the like—is extremely difficult 
for many people to grasp. Either that or they simply refuse to accept that 
contract can be defined as relations among people in an exchange. Macneil 
(2000) searched for roots to summarize contract in a useful manner. He tried 
to distill what he found into a manageable number of basic behavioral cat-
egories growing out of these roots. Because repeated human behavior invari-
ably creates norms, these behavioral categories are also normative categories. 
He identified the ten common contract behavioral patterns and norms: (1) 
role integrity—requiring consistency, involving internal conflict, and being 
inherently complex; (2) reciprocity—the principle of getting something back 
for something given; (3) implementation of planning; (4) effectuation of con-
sent; (5) flexibility; (6) contractual solidarity; (7) the restitution, reliance, 
and expectation interests—the linking norms; (8) creation and restraint of 
power—the power norm; (9) proprietary of means; and (10) harmonization 
with the social matrix, i.e., with supracontract norms. Relational contract 
theory postulates that where the ten common contract norms are inade-
quately served, exchange relations of whatever kind will fall apart.

Neoclassical economic theory regards every business organization as 
a production function (Williamson, 1981), and where their motivation is 
driven by profit maximization. This means that companies offer products 
and services to the market where they have a cost or production advantage. 
For criminal organizations, this theory has an impact on the production 
function in organized crime.

ἀ eory of core competencies is a popular theory in legal businesses. 
According to Prahalad and Hamel (1990), core competencies are the collec-
tive learning in the organization, especially how to coordinate diverse pro-
duction skills and integrate multiple streams of technologies. Because core 
competence is about harmonizing streams of technology, it is also about the 
organization of work and the delivery of value. For criminal organizations, 
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this theory has an impact on the in-house competencies for organized 
crime.

Resource-based theory implies that unique organizational resources of 
both tangible and intangible nature are the real source of competitive advan-
tage. With resource-based theory, organizations are viewed as a collection of 
resources that are heterogeneously distributed within and across industries. 
Accordingly, what makes the performance of an organization distinctive is 
the unique blend of the resources it possesses. A firm’s resources include not 
only its physical assets, such as plant and location, but also its competen-
cies. The ability to leverage distinctive internal and external competencies 
relative to environmental situations ultimately affects the performance of the 
business (Hitt et al., 2001). For criminal organizations, there is a need for 
strategic resources, which are characterized by being valuable, nonimitable, 
nontransferable, exploitable, and combinable.

Relational exchange theory is based on relational norms. Contracts are 
often extremely imperfect tools for controlling opportunism. While rela-
tional contracts may mitigate some opportunistic behavior, significant 
residual opportunism may remain. It is possible that transactors using rela-
tional contracts may incur significant ex-post bargaining costs as they peri-
odically negotiate contract adjustments (Artz and Brush, 2000). Relational 
norms concerned with behavior in critical situations are critical for crimi-
nal organizations.

Stakeholder theory implies that the identification of stakeholders and their 
needs is important for decision making in organizations. A stakeholder is any 
group or individual who can affect, or is affected by, the achievement of a cor-
poration’s purpose. Stakeholder theory is distinct because it addresses morals 
and values explicitly as a central feature of managing organizations. The ends 
of cooperative activity and the means of achieving these ends are critically 
examined in stakeholder theory in a way that they are not in many theories 
of strategic management (Phillips et al., 2003). Important stakeholders for a 
criminal organization might, for example, be the mafia boss and the mayor.

ἀ eory of firm boundaries claims that the resource-based view, transac-
tion costs, and options perspectives each explain only a portion of manage-
rial motivation for decisions on firm boundaries. Firm boundaries are often 
determined by the scale and scope of activities found to be manageable. The 
rationale supporting the choices organizations make regarding member 
sourcing is multidimensional; firms are not only seeking potential sources 
of competitive advantage, but are also seeking to avoid opportunism and to 
preserve or create flexibility (Schilling and Steensma, 2002). There has been 
renewed debate on the determinants of firm boundaries and their impli-
cations for performance. According to Schilling and Steensma, the widely 
accepted framework of transaction cost economics has come under scrutiny 
as a comprehensive theory for firm scale and scope. At the heart of this debate 
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is whether the underlying mechanism determining firm boundaries is a fear 
of opportunism (as posited by transaction cost economics), a quest for sus-
tainable advantage (as posed by resource-based view theorists and others), a 
desire for risk-reducing flexibility (as has recently gained increased attention 
in work on options), or a combination of factors. Although perspectives on 
firm boundaries, such as transaction costs or the resource-based view, are 
based on fundamentally different motivations for pursuing hierarchical con-
trol over market contracts, they rely on common resource or context attri-
butes as antecedents.

Social exchange theory was initially developed to examine interpersonal 
exchanges that are not purely economic. Several sociologists are responsible 
for the early development of this theory. These theorists view people’s social 
behavior in terms of exchanges of resources. The need for social exchange is 
created by the scarcity of resources, prompting actors to engage one another 
to obtain valuable inputs. Social exchange can be defined as voluntary actions 
of individuals that are motivated by the return they are expected to obtain 
and typically, in fact, bring from others. Social exchange can be viewed as an 
ongoing reciprocal process in which actions are contingent on rewarding reac-
tions from others. There are important differences between social exchanges 
and economic exchanges. Social exchanges may or may not involve extrinsic 
benefits with objective economic value. In contrast to economic exchanges, 
the benefits from social exchanges often are not contracted explicitly, and it 
is voluntary to provide benefits. As a result, exchange partners are uncertain 
whether they will receive benefits. Thus, social exchange theory focuses on 
the social relations among the actors that shape the exchange of resources 
and benefits. While its origins are at the individual level, social exchange 
theory has been extended to organizational and interorganizational levels 
(Das and Teng, 2002).

We have introduced above twelve management theories concerned with 
criminal organizations. These theories are compared in Table 1.1 in terms of 
what they imply for criminal organizations.

Alien Conspiracy Theory in the United States

As previously mentioned, one of the most widely held theories of organized 
crime today in the United States is known as the alien conspiracy theory. 
This theory blames outsiders and outside influences for the prevalence of 
organized crime in society. Over the years, unsavory images, such as well-
dressed men of foreign descent standing in shadows with machine guns and 
living by codes of silence, have become associated with this theory. The alien 
conspiracy theory posits that organized crime (the Mafia) gained promi-
nence during the 1860s in Sicily and that Sicilian immigrants are responsible 
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for the foundations of U.S. organized crime, which is made up of twenty-five 
or so Italian-dominated crime families (Lyman and Potter, 2007).

The U.S. Federal Bureau of Investigation (FBI, 2008) argues that interna-
tional organized crime poses eight strategic threats to the United States:

ἀr eat 1: International organized criminals have penetrated the •	
energy and other strategic sectors of the economy. International orga-
nized criminals and their associates control significant positions in 
the global energy and strategic materials markets, which are vital to 
U.S. national security interests. They are now expanding their hold-
ings in the U.S. strategic materials sector. Their activities tend to cor-
rupt the normal workings of these markets and have a destabilizing 
effect on U.S. geopolitical interests.

Table 1.1 Summary of Management Theories

# Theory What Is Important for Criminal Organizations?
1 Agency theory The principal and agent(s) need to have common goals 

and the same degree of risk willingness and aversion
2 Alliance theory Interdependence between the partners based on trust, 

comfort, understanding, flexibility, cooperation, shared 
values, goals and problem solving, interpersonal 
relations, and regular communication

3 Network theory Network externalities and different roles in the network
4 Contractual theory Common contract behavioral patterns include role 

integrity, reciprocity, implementation of planning, 
effectuation of consent, flexibility, contractual solidarity, 
reliance, restraint of power, proprietary of means, and 
harmonization with the social environment

5 Transaction cost theory Frequent and standardized interactions
6 Neoclassical economic 

theory
More cost-effective production than competitors

7 Theory of core 
competencies

Improvement in core capabilities and competencies

8 Resource-based theory Strategic resources are unique, valuable, difficult to 
imitate, exploitable, and difficult to substitute

9 Relational exchange 
theory

Norms determine behavior in three main dimensions: 
flexibility, information exchange, and solidarity

10 Stakeholder theory Balance interests of powerful people
11 Theory of firm boundaries Portfolio management
12 Social exchange theory Only where each of the parties can follow their own 

self-interest when transacting with the other self-
interested actor to accomplish individual goals that they 
cannot achieve alone and without causing hazards to the 
other party
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ἀr eat 2: International organized criminals provide logistical and other •	
support to terrorists, foreign intelligence services, and governments. 
Each of these groups is either targeting the United States or other-
wise acting in a manner adverse to U.S. interests.
ἀr eat 3: International organized criminals smuggle and/or traffic •	
people and contraband goods into the United States. Smuggling/traf-
ficking activities seriously compromise U.S. border security and at 
times national security. Smuggling of contraband/counterfeit goods 
costs U.S. businesses billions of dollars annually, and the smuggling/
trafficking of people leads to exploitation that threatens the health 
and lives of human beings.
ἀr eat 4: International organized criminals exploit the U.S. and inter-•	
national financial systems to move illicit funds. International orga-
nized criminals transfer billions of dollars of illicit funds annually 
through the U.S. financial system. To continue this practice, they 
seek to corrupt financial and nonfinancial intermediaries globally.
ἀr eat 5: International organized criminals use cyberspace to target •	
U.S. victims and infrastructure. International organized criminals 
use an endless variety of cyberspace schemes to steal hundreds of 
millions of dollars at a cost to consumers and the U.S. economy. 
These schemes jeopardize the security of personal information, the 
stability of business and government infrastructures, and the secu-
rity and solvency of financial investment markets.
ἀr eat 6: International organized criminals are manipulating secu-•	
rities exchanges and perpetrating sophisticated frauds. Increasingly, 
U.S. domestic and international securities markets have become 
ripe sectors for abuse by international organized criminals who seek 
to enrich themselves from the pockets of unsuspecting investors. 
Using the fast-paced securities markets, the Internet, and the wire 
services—where money, communications, and inducements can 
be exchanged in milliseconds—international organized criminals 
manipulate international borders and the limitations in law enforce-
ment’s detection capability to their advantage without the need to set 
up a base of operations in any one location.
ἀr eat 7: International organized criminals corrupt and seek to cor-•	
rupt public officials in the United States and abroad. They corrupt 
public officials to operate and protect their illegal operations, and to 
increase their sphere of influence. In some countries, corrupt pub-
lic figures and organized criminals have attained status, power, and 
wealth far outweighing those of legitimate authorities. In others, 
corruption occurs as an accepted means of doing business. Corrupt 
leaders in such countries who aid, support, and are beholden to orga-
nized crime cause substantial harm to their own people and often 
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to U.S. strategic interests. In the most serious instances, the corrupt 
official is himself or herself, for all practical purposes, the leader of 
an organized criminal group.
ἀr eat 8: International organized criminals use violence and the threat •	
of violence as a basis for power. Violent tactics are one of the tools 
applied by organized crime groups. Violence is used as a threat to the 
physical security of individuals as well as to the economic well-being 
of people and neighborhoods, and as a threat to the ability of law 
enforcement to investigate their crimes when the threat of violence 
is used as a tool of coercion.

In summary, the FBI (2008) calls for an improved understanding of 
organized crime and criminal organizations to respond better in terms of 
policing and law enforcement.

The Organized Crime Control Act in the United States defines organized 
crime as “the unlawful activities of … a highly organized, disciplined asso-
ciation.” The act of engaging in criminal activity as a group is referred to in 
the United States as racketeering, which is often prosecuted federally under 
the Racketeer Influenced and Corrupt Organizations Act. The FBI operates 
an organized crime section from its headquarters in Washington, D.C. and 
is known to work with other national law enforcement agencies, e.g., Polizia 
di Stato in Mexico and the Royal Canadian Mounted Police in Canada. The 
FBI works with federal (e.g., Drug Enforcement Administration and the U.S. 
Coast Guard), state (e.g., Massachusetts State Police Special Investigation 
Unit and New York State Police Bureau of Criminal Investigation), and city 
(e.g., New York Police Department Organized Crime Unit and Los Angeles 
Police Department Special Operations Divisions) law enforcement agencies.

Perhaps the best-known criminal organization supporting the alien con-
spiracy theory is the Sicilian mafia, which expanded into the United States 
as Cosa Nostra. The movie ἀ e Godfather had more influence on the public 
mind and the minds of many public officials than did any library filled with 
scholarly works that argued for the true nature of organized crime, noted 
Kenney and Finckenauer (1995). Don Corleone was the consigliori to the 
family. Between the head of the family, Don Corleone, who dictated policy, 
and the operating level of men who actually carried out the orders of the 
Don, there were three layers, or buffers. In that way, nothing could be traced 
to the top.

The Canada/U.S. organized crime threat assessment (FBI, 2006) seems 
to be inspired by the alien conspiracy theory as well. In the threat assessment 
from 2006, key findings are:
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A high level of criminal entrepreneurship distinguishes Asian •	
Organized Crime (AOC) groups. They use both personal relationships 
and specific business and technological skills to maximize profit.
AOC is active throughout Canada and the United States, from major •	
metropolitan areas and their suburbs to isolated rural communities.
Over the past decade, preexisting underground economies of the •	
former Soviet Union (FSU) and its satellite states have transformed 
into fully realized transnational organized crime syndicates.
Increasingly, Russian organized crime is characterized by fluid, cel-•	
lular-type structures. Senior members/associates of Russian crimi-
nal groups appear to recognize and accept the hegemony of a single 
“criminal authority” who plays an important role in dispute resolu-
tion, decision making, and the administration of criminal funds.
Italian Organized Crime/La Cosa Nostra (IOC/LCN) is the most •	
mature form of organized crime in both Canada and the United 
States. Its ability to form alliances with and co-opt other organized 
crime groups gives it global influence.
In both Canada and the United States, IOC/LCN is distinguished by •	
its strict, vertically integrated, hierarchical structure. The resulting 
discipline and efficiency permit these groups to focus resources and 
maximize profit.
African criminal enterprises are engaged in a variety of low- and •	
midlevel criminal activities, which include a number of financial 
fraud schemes.
Albanian criminal groups are engaged in a range of cross-bor-•	
der criminal activities, including drug smuggling and money 
laundering.
U.S. authorities have reported a significant decrease in seizures and •	
availability of Canadian pseudoephedrine. This development is 
attributable to joint Canada and U.S. law enforcement efforts and 
recent changes to legislation governing the sale of pseudoephedrine 
and ephedrine for export.
Expanding financial, telecommunications, trade, and transporta-•	
tion systems that support global economies also provide abundant 
opportunities for criminal exploitation. Identity theft, money laun-
dering, and Internet fraud are a few of the financial crimes that are 
growing in scale, scope, and sophistication.
While there are few concrete linkages between Canadian and U.S. •	
gangs, many street gangs appear to be evolving into significant crim-
inal enterprises with international implications.
Globally, human trafficking and migrant smuggling are the third •	
largest sources of revenue for organized crime, after drugs and arms 
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trafficking. Women and children are particularly vulnerable to this 
form of exploitation.
Middle Eastern/Southwest Asian criminal enterprises are typically •	
loosely organized theft or financial fraud rings that increasingly use 
small, legitimate cash businesses to facilitate their activities.

Case: National Intelligence Strategy of the United States

 ἀ e National Intelligence Strategy of the United States of America was pub-
lished in October 2005 under the heading Transformation through Integration 
and Innovation by the Office of the Director of National Intelligence (ODNI) 
in Washington, D.C. (www.odni.gov). The new concept of national intel-
ligence codified by the Intelligence Reform and Terrorism Prevention Act 
passed by Congress in 2004 has its origins in the tragedy of September 11, 
2001, and the President’s National Security Strategy of the United States of 
America, first issued on September 17, 2002.

The vision of the National Intelligence Strategy is to become a unified 
enterprise of innovative, intelligence professionals, whose common purpose 
in defending American lives and interests and advancing American values 
and draws strength from U.S. democratic institutions, diversity, and intel-
lectual and technological prowess.

The mission is formulated in terms of what the United States must do:

Collect, analyze, and disseminate accurate, timely, and objective •	
intelligence, independent of political considerations, to the president 
and all who make and implement U.S. national security policy, fight 
U.S. wars, protect the nation, and enforce U.S. laws.
Conduct the U.S. government’s national intelligence program and •	
special activities as directed by the president.
Transform U.S. capabilities in order to stay ahead of evolving threats •	
to the United States, exploiting risk while recognizing the impos-
sibility of eliminating it.
Deploy effective counterintelligence measures that enhance and pro-•	
tect our activities to ensure the integrity of the intelligence system, 
U.S. technology, U.S. armed forces, and U.S. government’s decision 
processes.
Perform national duties under law in a manner that respects the civil •	
liberties and privacy of all Americans.

While the vision tells what the United States will become, the mission 
tells what the United States must do, and the strategy tells how the United 
States will succeed. The fifteen strategic objectives in the intelligence strategy 
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are differentiated as mission objectives and enterprise objectives. While mis-
sion objectives relate to efforts to predict, penetrate, and preempt threats, 
enterprise objectives relate to the capacity to maintain competitive advan-
tages over states and forces that threaten U.S. security.

Mission objectives include defeating terrorists, preventing spread of 
weapons of mass destruction, and sustaining a peaceful and democratic 
United States. Enterprise objectives include building an integrated intelli-
gence capability, strengthening analytic expertise, strengthening foreign 
intelligence relationships, creating uniform security practices, and eliminat-
ing redundancy.

Intelligence is concerned with information collection and analysis. In 
terms of information collection, the National Intelligence Strategy (ODNI, 
2006, 12) stresses that:

Our technical means of collecting information must remain unmatched. They 
allow us to avert conflict, expand peace, and win wars. The nation gains when 
our technical systems are developed for multiple purposes, but long develop-
ment schedules and changing requirements undermine our agility and resources. 
Accordingly, the Intelligence Community must:

Expand collection and analysis from open sources, and manage them as •	
integrated intelligence activities.
Establish a national clandestine service to integrate all the elements of •	
human source collection in accord with the highest traditions of profession-
alism and intellectual prowess.
Rebalance the technical collection architecture to improve responsiveness •	
to user requirements; enhance flexibility and survivability; and provide new 
sources and methods for current and emerging targets.
Expand the reporting of information of intelligence value from state, local, •	
and tribal law enforcement entities and private sector stakeholders.

The next step for this intelligence strategy was to develop a strategic 
planning and evaluation process as well as performance guidance to reflect 
vision, mission, strategy, and objectives (ODNI, 2006).

In 2008, the ODNI published Vision 2015, which expands upon the notion 
of an intelligence enterprise, first introduced in the National Intelligence 
Strategy and later in the 100- and 500-Day Plans (ODNI, 2008). It charts a 
new path forward for a globally networked and integrated intelligence enter-
prise for the twenty-first century, based on the principles of integration, col-
laboration, and innovation.

The vision is focused on knowledge management (ODNI, 2008, 15):

By 2015, the focus should shift from information sharing (e.g., interoperable sys-
tems, information discovery and access) to knowledge sharing (e.g., capturing and 
disseminating both explicit and tacit knowledge). Just as we are dismantling today’s 
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information “silos”, we will need to bridge the knowledge “archipelagos” of tomor-
row in a systematic way that combines both content and context in an on-demand 
environment. Robust social networking capabilities will be required – expertise 
location, ubiquitous collaboration services, integrated e-learning solutions, visu-
alization tools, and enterprise content management systems. More importantly, a 
strategic approach to knowledge sharing and management must be incorporated 
that includes lessons learned and concept and doctrine development.

When discussing implementation, ODNI (2008) stresses the importance 
of adaptability, alignment, and agility. Adaptability is an organization’s apti-
tude for anticipating, sensing, and responding successfully to changes in the 
environment. Alignment is the degree of consistency and coherence among 
an institution’s core strategy, systems, processes, and communications. 
Agility is an organization’s ability to reconfigure processes and structures 
quickly—with minimal effort and resources—to seize opportunities and 
address strategic risks.
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Entrepreneurship in 
Organized Crime 

Organized crime by criminal entrepreneurs is not a new phenomenon. 
Felsen and Kalaitzidis (2005) describe historical cases, such as piracy, slavery, 
and opium smuggling. The most famous and far-reaching pirates in medi-
eval Europe were the Vikings—warriors and looters from Scandinavia. They 
raided the coasts, rivers, and inland cities of all Western Europe as far as 
Seville in Spain. While being admired as entrepreneurial heroes at home, 
they were the most feared enemy abroad.

Organized Crime

There are numerous definitions in the literature about what constitutes orga-
nized crime; however, many are confusing, puzzling, or simply contradic-
tory. As Abadinsky (2007) states, there is no generally accepted definition of 
organized crime. To further emphasize this point with regard to European 
attempts to define organized crime, von Lampe (2005) notes that the over-
all picture is murky, fragmented, and often contradictory because of cultur-
ally induced differences in perceptions and conceptualizations. Lyman and 
Potter (2007) summed up the definitional problem when they commented 
that the greatest problem in understanding organized crime is not the word 
crime, but the word organized.

Furthermore, part of the definitional problem is the idiosyncratic use of 
a range of different terms like mafia, mob, gang, syndicate, outfit, network, 
cell, club, cartel, and so forth, which are often used to characterize organized 
crime. In an attempt to somewhat overcome the definitional and theoreti-
cal challenge surrounding the meaning, nature, and conceptualization of 
organized crime, we have drawn on Albanese’s (2004) work in which he has 
produced a definition of organized crime based on a consensus of writers, 
scholars, and researchers over the past 35 years regarding organized criminal 
activity. Albanese’s (2004, 4) definition is:

Organized crime is a continuing criminal enterprise that rationally works to profit 
from illicit activities that are often in great public demand. Its continuing existence 
is maintained through the use of force, threats, monopoly control, and/or the cor-
ruption of public officials.

2
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This consensus definition of organized crime, while not perfect, is at 
least adequate for our purposes. It captures the essence very clearly of our 
thesis in this work, which is that first and foremost organized crime is an 
entrepreneurial business enterprise, regardless of what else it may be and/or 
what it involves. For our purposes, the central dynamic we are interested in 
exploring in this book is the notion of organized crime as entrepreneurship. 
Entrepreneurship involves risk-taking individuals who undertake industrial 
and commercial activities (businesses) with a view to making a profit. In the 
case of organized crime, such entrepreneurial risk-taking focuses on illegal 
activities as the core business strategy for profit making by those involved in 
the enterprise.

An organized crime is any crime committed by persons occupying, 
in an established division of labor, positions designed for the commis-
sion of crime. Organized crime is crime committed by criminal organi-
zations whose existence has continuity over time and across crimes, and 
that may use systematic violence and corruption to facilitate their criminal 
activities. These criminal organizations have varying capacities to inflict 
economic, physical, psychological, and societal harm. The greater their 
capacity to harm, the greater the danger they pose to society. Organized 
crime involves a continuing enterprise in a rational fashion, geared toward 
profit achieved through illegal activities (van Duyne et al., 2003, 2005; 
Wright, 2006).

It is an ongoing criminal conspiracy, with a structure greater than any 
single member, and the potential for corruption and violence to facilitate the 
criminal process. When the U.S. Federal Bureau of Investigation (FBI, 2008) 
adds the word international in their new law enforcement strategy to com-
bat increasing threat of international organized crime, they describe these 
groups as “self-perpetuating associations of individuals who operate interna-
tionally for the purpose of obtaining power, influence, monetary, and com-
mercial gains, wholly or in part by illegal means, while protecting activities 
through a pattern of corruption and violence.

In order to speak about organized crime, according to the European 
Union, at least six out of a set of eleven characteristics need to be present, four 
of which must be those numbered 1, 3, 5, and 11 out of this list (Elvins, 2003):

 1. Collaboration of more than two people
 2. Each with own appointed tasks
 3. For a prolonged or indeἀnite period of time
 4. Using some form of discipline or control
 5. Suspected of the commission of serious criminal offences
 6. Operating at an international level
 7. Using violence or other means suitable for intimidation
 8. Using commercial or business-like structures
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 9. Engaged in money laundering
 10. Exerting influence on politics, the media, public administration, 

judicial authorities, or the economy
 11. Determined by the pursuit of proἀt and/or power

Characteristic 8 suggests commercial or business-like structures, as 
assumed and explored in terms of managing organizations in this book. 
Several other characteristics are similar to those of traditional legal projects. 
For example, a project is normally a collaboration of more than two peo-
ple (1), each with his/her own appointed tasks (2), and for a prolonged, not 
indefinite period of time (3). While an organized crime seldom will be for 
an indefinite period of time, the criminal organization might very well be. 
Compared to legal business projects, we suggest that criminal projects have 
a tighter control structure.

A typical criminal organization is the Russian Mafia group that was 
discovered by law enforcement on Mallorca in 2008. The Russian crimi-
nal entrepreneur is Genadijus Petrov, who set up a criminal enterprise on 
the Spanish island several years before the police discovered the group. 
The organization was a collaboration of twenty Russian criminals. The 
criminal organization on Mallorca was set up to launder money from 
criminal activities in the Russian Federation. After some time, the crimi-
nal enterprise expanded its business activities into other kinds of orga-
nized crime.

Symeonidou-Kastanidou (2007) argues that there is a need for a new 
definition of organized crime, where entrepreneurial structure is included 
as an important element. An entrepreneur is a person who operates a new 
enterprise or venture and assumes some accountability for the inherent risks. 
The view on entrepreneurial talent is a person who takes the risks involved to 
undertake a business venture. Entrepreneurship is often difficult and tricky, as 
many new ventures fail. In the context of the creation of for-profit enterprises, 
entrepreneur is often synonymous with founder. Business entrepreneurs often 
have strong beliefs about a market opportunity and are willing to accept a high 
level of personal, professional, or financial risk to pursue that opportunity.

An organization is considered to have entrepreneurial structure when 
the following elements cumulate: allocation of roles, hierarchy, and concrete 
structure. Allocation of roles within an organization occurs when a group 
of members is exclusively tasked with planning and preparation activities, a 
second is tasked with the implementation and execution of the plan, while 
a third is responsible for securing the proceeds. Hierarchy occurs when a 
predetermined superior–inferior relationship exists among members of the 
organization. Concrete structure is considered to exist when a group pos-
sesses its own assets, which enables the group to make a profit (Symeonidou-
Kastanidou, 2007).
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It is primarily the first and third of the above criterion that are perceived 
as harmful to society. These two ensure the organization’s continuity and 
survival. Criminal organizations invest money and other resources so as 
to achieve power at a political level and to intervene in emerging markets 
(Symeonidou-Kastanidou, 2007).

Illegal Business

As indicated by our definition of organized crime drawn from Albanese 
(2004) above, this book is based on the enterprise paradigm of organized 
crime (Liddick, 1999, 404):

The enterprise paradigm is really an approach to studying the problem of orga-
nized crime, grounded in the structural-functional school of sociology, general 
systems theory, and the theories of formal legal organizations.

Currently, a considerable number of academics and practitioners exist 
that perceive organized crime as networks rather than structured and ratio-
nal hierarchies. In that school of thought, criminal activities are often driven 
by rational choice or entrepreneurship. This does not automatically lead to a 
rational organization of the criminal activities according to a rational busi-
ness model. However, in our view, it is not at all the case that legal businesses 
are rational organizations. On the contrary, corporations are social systems 
filled with political and other nonrational activities. Hence, we argue that 
to apply the business enterprise paradigm, there is no need to assume either 
rationality or hierarchy in the criminal organization. We agree with Albanese 
(2004) who argues that the enterprise model of organized crime grew out of 
dissatisfaction with both the hierarchical and ethnic models that have domi-
nated the criminological literature about how organized crime is structured.

A common view in the literature, according to Albanese (2004), is that 
research should focus on the factors that cause illicit relationships and, hence, 
criminal gangs to form. It is the conspiratorial gang-like nature of organized 
crime that sets it apart from individual criminal behavior. It is not the indi-
vidual drug dealer and illegal casino operator or money lender that is the 
primary concern, but rather how these individuals entrepreneurially form an 
enterprise to organize links to customers and suppliers as well as their foot 
soldiers to provide illicit goods and services for profit.

Because many criminal organizations operate according to the network 
model rather than the hierarchical model, functions, such as marketing, logis-
tics, and finance, may be spread to several places in the network. For example, 
in the American Mafia, a place might be a family (Abadinsky, 2007, 8):
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The member of the American Mafia, acting as a patron, controls certain resources 
as well as strategic contacts with people who control other resources directly 
or who have access to such persons. The member-as-patron can put a client “in 
touch with the right people.” He can bridge communication gaps between the 
police and criminals, between businessmen and syndicate-connected union lead-
ers; he can transcend the world of business and the world of the illegitimate entre-
preneur. He is able to perform important favors and be rewarded in return with 
money or power. There is a network surrounding the patron, a circle of dyadic 
relationships orbiting the OC [organized crime] member in which most clients 
have no relations with another except through the patron.

Albanese (2004) argues that the realization that organized crime oper-
ates as a business spurred a series of studies in an effort to isolate those 
factors that contribute most significantly to the formation of criminal enter-
prises. For example, when applying general organization theory to criminal 
activity, it was found that organized crime stems from the same fundamental 
assumptions that govern entrepreneurship in the legitimate marketplace—a 
necessity to maintain and extend one’s share of the market. According to 
this finding, organized crime groups form and thrive in the same way that 
legitimate businesses do—they respond to the needs and demands of sup-
pliers, customers, regulators, and competitors. The only difference between 
organized crime and legitimate business is that organized criminals deal in 
illegal products, whereas legitimate businesses generally do not.

The supply of illegal goods and services does not seem to be marked by 
a tendency toward the development of large-scale criminal enterprises, due 
to the illegal nature of the product. Instead, smaller, more flexible, and effi-
cient enterprises characterize this type of organized crime. While criminal 
entrepreneurship is focused on both establishing and growing the business 
over time, a decentralized structure may be chosen to avoid law enforcement, 
thereby creating more competition and economic rivalry.

We assume there is an evolutionary nature in criminal business enter-
prises. An entrepreneurial account of the nature of organized crime is inher-
ently dynamic, in that it encourages the future to intrude on the explanation 
of the enterprise. The explanation of the enterprise lies not, or at least not 
solely, in forces that are visible today, it lies instead in how criminals organize 
to deal with an uncertain future.

Evolution in criminal business enterprise might be exemplified by 
Marzola’s Studio. As a pedophile, Sergio Marzola discovered there was money 
to be made in the market. As an entrepreneur, he set up a secret Internet ser-
vice for trading in images of children being raped by adults. The typical sup-
plier of new images was a father raping his daughter. Marzola paid 250 euro 
for a daughter filmed in lingerie, 500 euro filmed naked, and, subsequently, 
750 euro filmed being raped. Marzola was selling the images through Internet 
bulletin boards whose existence was known only to pedophiles. They spend 
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only minutes or even seconds on these boards before making contact and 
then disappearing into private chat rooms to conduct business. Marzola is an 
Italian, but moved to Ukraine, where he bought a house and a studio in the 
city of Karkov. Young Ukrainian girls were raped and filmed in the Marzola’s 
Studio. Marzola was arrested in 2006, sparking an international investigation 
that led to the arrests of 92 others.

Evolution might be defined as change in the characteristics of an orga-
nization over time. Evolution is a process that happens to an organization. 
An organization is not a stable entity, as it changes due to internal dynamics 
and reactions to the environment. Evolution is not a random process, it has 
a certain direction.

Langlois (2007, 1115) identified three factors that determine organiza-
tional change and development in firms:

 1. ἀ e pattern of existing capabilities in the firm and market. Are existing 
capabilities distributed widely among many distinct organizations or 
are they contained importantly within the boundaries of large firms?

 2. ἀ e extent of the market and the level of development of market-sup-
porting institutions. To what extent can the needed capabilities be 
tapped through existing arrangements and to what extent must they 
be created from scratch? To what extent are there relevant standards 
and other market-supporting institutions?

 3. ἀ e nature called for by the economic change. When technological 
change or changes in relative prices generate a profit opportunity, 
does seizing that opportunity require a systemic reorganization of 
capabilities (including the learning of new capabilities) or can change 
proceed in autonomous fashion along the lines of an existing divi-
sion of labor?

Evolution will occur in several combinations of these factors. For exam-
ple, when an entrepreneurial opportunity arises, a systemic rearrangement 
of capabilities and development of new capabilities will occur, especially 
when existing capabilities are dispersed and market-supporting institutions 
are weak.

The entrepreneurial theory of the criminal firm argues that entrepre-
neurship is a crucial element in explaining the nature and boundaries of the 
criminal enterprise. According to this theory, a criminal enterprise exists 
because of entrepreneurship. Here, entrepreneurship is the professional 
examination of how, by whom, and with what effects opportunities to cre-
ate future profit are discovered, evaluated, and exploited. Entrepreneurship 
involves the study of sources of opportunities; the processes of discovery, 
evaluation, and exploitation of opportunities; and the set of individuals who 
discover, evaluate, and exploit them (Langlois, 2007).
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The entrepreneurial theory of the criminal firm suggests that the criminal 
enterprise represents a realization of entrepreneurial vision. Setting up a firm 
organization means hiring staff whose services are not completely specified 
in advance by the employment or network arrangement. This incomplete-
ness is compensated by entrepreneurial vision. An essential contribution 
from entrepreneurial vision to firm organizing of resources is the provision 
of a cognitive input in the form of a business conception. A business concep-
tion consists of subjective, sometimes highly idiosyncratic imaginings in the 
mind of an entrepreneur of what business is to be created and how to do it. 
Like a business frame, Witt (2007, 1127) argues that “a business conception is 
the basis for the entrepreneur’s interpretation of incoming information with 
respect to its relevance and meaning for the imagined business venture.”

An entrepreneurship perspective on the nature of the firm rests on two 
fundamental assumptions about the nature of business activity: profit-seek-
ing individuals and asymmetrically dispersed knowledge across economic 
actors. The quest for profit, wealth, and power plays an important motiva-
tional role in the criminal entrepreneur’s pursuit of new criminal business 
opportunities. Asymmetrically dispersed knowledge implies differentiated 
sets of knowledge held by decision makers, which in the business context 
causes variation in the ability to identify and assimilate new information and 
events. Individual decision makers tend to notice new information that relates 
to and can be combined with knowledge they already have (Zander, 2007).

When criminal entrepreneurs engage in knowledge-intensive ventures, 
the need for human and social capital exceeds the need for physical assets. 
Human capital might be defined as the abilities individuals possess and their 
demographic characteristics. Social capital might be defined as a network 
contributing to entrepreneurial goals, where resources are obtained through 
the social network of actors (Madsen et al., 2008).

Criminal Entrepreneurship

As already mentioned, an entrepreneur is a person who operates a new enterprise 
or venture and assumes some accountability for the inherent risk (Symeonidou-
Kastanidou, 2007). The modern view on entrepreneurial talent is a person who 
takes the risks involved to undertake a business venture. Entrepreneurship is 
often difficult and tricky, as many new ventures fail. In the context of the cre-
ation of for-profit enterprises, entrepreneur is often synonymous with founder. 
Most commonly, the term entrepreneur applies to someone who creates value by 
offering a product or service in order to obtain certain profit.

Except for criminal entrepreneurs’ readiness to use personal violence 
and the ability to shield oneself from it, other social or individual constric-
tions and qualities do not seem to differ that much from those encountered 
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in successful legal businessmen, for example, among successful drug entre-
preneurs in Colombia, is described by Zaitch (2002, 49):

Opportunities to become a successful drug entrepreneur in Colombia have 
remained, of course, unequally distributed. Except for the readiness to use personal 
violence and the ability to shield oneself from it, other social or individual con-
strictions and qualities do not seem to differ that much from those encountered in 
successful legal businessmen: sex, age, personal or family contacts, entrepreneur-
ial skills of all sorts, personal attributes such as creativity, alertness or charisma, 
skills to both exercise power and deal with existing power pressures, and luck.

However, access to the entrepreneurial levels of cocaine business has been 
remarkably open to a wide and heterogeneous range of people. The social ori-
gins of cocaine entrepreneurs cannot be traced to one social, economic or ethni-
cally specific group. Although some backgrounds and patterns can be observed 
according to regional differences and historic events, they far from constitute gen-
eral trends.

Entrepreneurship is the practice of starting new organizations or revi-
talizing mature organizations, particularly new businesses, generally in 
response to identified opportunities. Entrepreneurship is sometimes labeled 
entrepreneurialism. Entrepreneurship is often a difficult undertaking, as a 
vast majority of new businesses fail. Entrepreneurial activity is substantially 
different from operational activity, as it is mainly concerned with creativity 
and innovation. Entrepreneurship ranges from small individual initiatives to 
major undertakings creating many job opportunities.

The majority of recent theories in the business and managerial economic 
literature assume that the economic performance of small- and medium-
sized firms depends largely on the entrepreneur’s (or team’s) capacities. Even 
so, economists still do not fully understand the relationship between an 
entrepreneur and firm performance. The entrepreneurial process is the result 
of a complex interaction between individual, social, and environmental fac-
tors. Taken separately, neither the personality of the entrepreneur nor the 
structural characteristics of the environment can, on its own, determine an 
organization’s performance (Thomas and Mancino, 2007).

In order to provide an example of the relationship between entrepreneurs’ 
subjective characteristics/traits and organizational performance, Thomas and 
Mancino (2007) carried out an empirical study. It aimed to explain how the 
presence of entrepreneurs’ specific subjective characteristics can influence an 
organization’s strategic orientation and, as a consequence, local development. 
By analyzing several subjective characteristics taken from a sample of 101 
successful entrepreneurs from southern Italy, certain issues emerge regard-
ing the link between the economic performance of the ventures launched in 
this area and the weak level of growth. Successful entrepreneurs’ behavior 
and decisions are heavily influenced by family support. The entrepreneurial 
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culture of the family also tends to substitute the protective role played by 
public institutions. The entrepreneurial decisions of local entrepreneurs are 
triggered both by their need to rid themselves of poverty and their feeling 
that they are destined to continue the family business, the majority of them 
being the children of entrepreneurs. Most of the interviewees were classified 
as “necessity” rather than “opportunity” entrepreneurs.

An entrepreneur might be driven by a compulsive need to find new 
ways of allocating resources. He or she might be searching for profit-making 
opportunities and engineer incremental changes in products and processes. 
While strongly innovative entrepreneurs tend to champion radical changes 
in resource allocation by making new product markets and pioneering new 
processes, weakly innovative entrepreneurs tend to seek small changes in 
resource allocation to explore profit-making opportunities among already 
established activities (Markovski and Hall, 2007).

Founders of new legal firms tend to be experienced professionals who pur-
sue opportunities closely related to their previous employment. Entrepreneurs 
often have several years of work experience in the same industry as their own 
start-up enterprises. This suggests that entrepreneurs do not come from out of 
the blue, but build their human intellectual capital through work experience 
in established firms. Similarly, criminal entrepreneurs might be experienced 
professionals before establishing their own criminal business enterprise.

Jacobides and Winter (2007) phrased the question: How do entrepre-
neurs choose the boundaries of their own ventures? To answer this question, 
they started from the premise that while entrepreneurs believe themselves 
to have superior ideas in one or multiple parts of value creation arenas, they 
are characteristically short of cash and of the ability to convince others to 
provide it. This premise motivates a simple model in which the entrepre-
neur has a value-adding set of ideas for parts of a value creation arena (e.g., 
smuggling of cocaine from Colombia to Germany via The Netherlands). 
Assuming that the entrepreneur’s objective is to maximize criminal wealth, 
it might be observed that initial scope depends not only on available cash, but 
also on how much value the entrepreneur’s ideas add to each participant in 
the organized crime. Entrepreneurs will focus on the areas that provide the 
maximum profit and minimum risk per available cash.

Audretsch and Keilbach (2007) operationalized entrepreneurship in 
terms of entrepreneurial behavior, which involves the activities of individuals 
who are associated with creating new organizations rather than the activities 
of individuals who are involved with maintaining or changing the opera-
tions of on-going established organizations. Accordingly, entrepreneurial 
thinking and the cognitive process associated with the identification of an 
opportunity can be viewed in conjunction with the decision to engage in 
entrepreneurial action.
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Motivation and personality traits are part of an entrepreneurial initiative. 
Motivational needs of entrepreneurs typically include needs for achievement, 
affiliation, dominance, and autonomy. Personality traits of entrepreneurs typ-
ically include sociable, decisive, authoritative, goal-oriented, self-confidence, 
anxious, risk-taking, intuitive, internal locus of control, self-confident, and 
leadership (Seet et al., 2008).

Because motivation and personality traits often are an important part of 
an entrepreneurial initiative, Jayasinghe et al. (2008, 250) deem rationality 
and bounded rationality approaches as inappropriate for a comprehensive 
analysis of the entrepreneur:

Such approaches marginalize the influence of emotions and the entrepreneur’s 
private life and assume that entrepreneurial behavior is conditioned to rational 
and calculative self-interest. Treating the entrepreneur as an “integrated self,” char-
acterized by rationality and bounded rationality in her/his behavior, disguises the 
“unconscious motivations” of agential actions, while viewing emotions as operat-
ing outside her/his consciousness disregards their contribution to the entrepre-
neur’s “practical consciousness.”

Jayasinghe et al. (2008) argue that a framework is needed to define the 
entrepreneur as a socially situated agent exercising his or her own agency. 
In fact, entrepreneurs have many of the same characteristics as lead-
ers, where social aspects are more focused than rational decision making. 
Entrepreneurship is a kind of leadership focusing on creativity and innova-
tion. As leaders are sometimes contrasted with managers, so also are entre-
preneurs. Managers tend to be administrators who are more methodical 
and less prone to risk-taking. The entrepreneur has an enthusiastic vision, 
the driving force of an enterprise. The entrepreneur’s vision tends to be sup-
ported by a set of related ideas not spelled out before. The overall blueprint 
to realize the vision is clear; however, specific actions may be incomplete, 
flexible, and evolving.

Similarly, Williams (2006) argues that even if there are frequent 
debates whether specific ones should be included as entrepreneurs or not, 
the widespread agreement is that what is being defined and delineated is 
essentially a wholesome and virtuous subject. Entrepreneurs typically have 
several of the following characteristics: a need for independence, a need 
for achievement, internal locus of control, the ability to live with uncer-
tainty and take measured risks, opportunistic, innovative, self-confident, 
proactive and decisive with higher energy, self motivated, and have vision 
and flair.

von Lampe (2007) made some observations on the social microcosm 
of illegal entrepreneurs. He examined the patterns of interaction of offend-
ers involved in the importation and wholesale distribution of contraband 
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cigarettes in Germany. He assumed that under normal circumstances 
offenders would prefer to operate alone and in complete isolation, but found 
that smugglers and wholesale distributors of contraband cigarettes came into 
contact with a number of individuals in the course of their illegal activities.

The social microcosm of an illegal entrepreneur includes all those indi-
viduals he or she encounters in the course of his or her criminal activities 
who are in a position to influence the success or failure of that particular 
criminal enterprise (von Lampe, 2007, 132):

The concept of the “social microcosm of illegal entrepreneurs” encompasses three 
aspects that have variously been addressed in the criminological and organized 
crime literature: co-offending, the social embeddedness of criminal networks, and 
the interaction between illegal and legal spheres of society.

Co-offending includes the joint execution of criminal activity. Social 
embeddedness includes relatives, friends, and others in the personal network 
that participate in social transactions that do not have a criminal connota-
tion as such, but do nevertheless have some bearing on the criminal activity. 
Interaction between illegal and legal institutional environments is typically 
visible in terms of corruption and infiltration.

von Lampe (2007) found that cigarette smugglers, like any other offender, 
do not operate in a social vacuum. As the stakes increase, cigarette smug-
glers increasingly rely on actors from outside their immediate social milieu. 
Contacts with legitimate third parties are established ad hoc.

Entrepreneurial orientation varies among criminal entrepreneurs as 
among legal entrepreneurs. Entrepreneurial orientation refers to the pro-
cesses, practices, and decision-making activities used by entrepreneurs that 
lead to the initiation of an entrepreneurial enterprise. Proactiveness, risk-
taking, and innovativeness are typical conceptualizations of entrepreneurial 
orientation. Proactiveness refers to an opportunity-seeking, forward-looking 
initiative that involves introducing new methods ahead of the competition. 
Risk-taking represents a behavior of taking bold actions with uncertain out-
comes. Innovativeness refers to an ability to identify and stimulate creativity 
and experimentation in introducing new methods (Kropp et al., 2008).

Entrepreneurial Capital

When a criminal entrepreneur decides to set up a criminal enterprise, he or 
she will need capital to do so. Capital, in the financial sense, is the money 
that gives the business the power to buy goods and services to be used in the 
production of other goods or the offering of a service. For example, if the 
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enterprise is to begin smuggling drugs, there will be a need for capital to buy 
drugs because smugglers have to pay their suppliers before they get paid from 
their customers.

In the legal sector of the economy, the corporate finance sector has the 
task of providing the funds for a corporation’s activities. It generally involves 
balancing risk and profitability while attempting to maximize an entity’s 
wealth and the value for its stakeholders. Long-term funds are provided by 
ownership equity and long-term credit. Banks that are extending a line of 
credit mostly provide short-term funding in terms of working capital. The 
balance between these forms is the company’s capital structure.

To start up a criminal business enterprise, some of these options are not 
available to a criminal entrepreneur. Typically, the entrepreneur will need to 
search for funding from crime money, which will be available if the potential 
profit is high and the potential risk is low.

According to van Duyne (2007), in many cases, the money handled is 
in the form of cash and is carried around personally by criminals in their 
clothes, suitcases, on or in the body, boot of the car, or some other hiding 
place. Banking transactions are much less frequent. Dealing with crime 
money is different from dealing with clean money.

van Duyne (2007, 87) studied what wealthy criminals do with their ill-
gotten money, their criminal money management as well as what they actu-
ally did with their money in economic terms:

The criminal money-management (or laundering in common parlance) was car-
ried out with a sophistication geared to the available acumen as well as what was 
required in the given circumstances. In general, the sophistication hardly mirrored 
the imagery of criminals-getting-smarter and always-“ahead-of-us.” Ethnic minor-
ity crime-entrepreneurs with a social-economic home elsewhere used to take 
their money cash out of the country, while indigenous entrepreneurs faced always 
the requirement of justifying the acquired registered assets, like cars, boats, real 
estate and, of course, well-filled bank accounts. Apart from a few complicated and 
well thought out exceptions, extensive chains of financial cross-border transac-
tions had a low frequency.

van Duyne (2007) found that the field of criminal finances and related 
activities (money laundering and the total set of countermeasures) is far from 
clear. The range and reach of crime markets is so large that no law enforce-
ment agency seems capable of identifying all kinds of crime money transac-
tions. Both origin and destination are hard to determine. In many official 
presentations, crime money flows are projected from tax haven to tax haven 
and to unstable states, but the evidence is not clear.

An important part in criminal finances of start-up enterprises is corrup-
tion. To get into a market, corruption is often required. Markovska (2007) 
tells the story how legal Western firms are able to start up in Ukraine if they 
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bribe at different levels and in different sectors. For example, to get involved in 
the medical sector, the following actors need to be bribed by pharmaceutical 
companies:

Pharmaceutical Committee in Kiev (the main absorbent of bribes, the •	
first contact of Western pharmaceutical companies with Ukrainian 
reality). Most corrupt practice is tender purchase.
Major hospitals (paid for clinical trials)•	
Specialized hospitals (paid for research results and general •	
publication)
Local surgeries (basic equipment, torches, pens, and paper)•	

Markovska’s (2007) study considered the systemic nature of corruption in 
Ukraine. The transition from Soviet rule and communism to independence 
and capitalism enabled many successful criminal enterprises to become 
established. Financing criminal enterprises became easy, as illegal privatiza-
tion enabled criminals to quickly gain control over enormous wealth.

Corruption requires the presence of entrepreneurial capital. According 
to Pinto et al. (2008), corruption is a persistent feature of human societies, 
with the earliest references dating back to the fourth century BCE. Receivers 
of the funds can be corrupt individuals or corrupt organizations. When an 
individual is the beneficiary of the corrupt activity, the individual behaves 
as an agent by favoring the source at the expense of a third party. By apply-
ing agency theory, we label the corrupt individual an agent and the corrupt-
ing individual a principal, and the principal achieves a favor from the agent 
because of the benefit. When an organization is the beneficiary of the corrupt 
activity, the benefit results in unlawful organizational behavior and corpo-
rate crime.

The Case of Terrence “Terry” Adams*

Terrence “Terry” Adams is the head of Britain’s most enterprising, and 
feared, organized crime gang—the Adams family, otherwise known as the 
A-Team, or the Clerkenwell Crime Syndicate. Terry was the oldest of eleven 
children, born to a law-abiding, working-class, Irish Catholic family. He grew 
up in Islington, north London. Terry was the closest to his younger brothers 
Patrick (a.k.a. Patsy) and Sean (a.k.a. Tommy) with whom he would go into 
a life of crime. That life of crime began by extorting money from traders and 
stallholders at street markets close to their home in the Clerkenwell area, 

* This case was written by David Amoruso and published on the Internet (Amoruso, 2007).
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before moving on to armed robberies. Patrick served seven years in prison 
for armed robbery in the 1970s.

Terry was the brain behind their criminal operations, Sean dealt with 
financial matters, and Patrick was the muscle. A former associate of the 
Adams brothers said: “Terry was always the most levelheaded one out of 
the bunch. His brother Tommy was wild and the other brother, Patsy, could 
be very wild and crazy. A lot of the people involved in this kind of business 
don’t have a lot going on up top. But Terry and his brothers were different. 
They were a real class act. Terry was always well dressed and in charge of 
whatever was going on. When he walked into a room, everyone stood up. He 
was like royalty.”

Terrence Adams was a criminal entrepreneur who initiated and operated 
a new enterprise and assumed some accountability for the inherent risks. 
As observed by Symeonidou-Kastanidou (2007), a criminal entrepreneur is 
a person who has the talent of taking risks involved in a new business ven-
ture. Terry was the founder who recruited his own brothers. Thomas and 
Mancino (2007) stated that successful entrepreneurs’ behavior and decisions 
are heavily influenced by family support. The entrepreneurial culture of the 
family also tends to substitute the protective role played by public institu-
tions. The criminal enterprise represented a realization of Terry’s entrepre-
neurial vision.

By the 1980s, the Adams family moved into the drug trade. There was a 
huge demand for cocaine and cannabis in the 1980s, and then for the drug 
ecstasy during the 1990s. They built up links with Yardie groups and the 
Colombian cocaine cartels. The money made was laundered through various 
corrupt financiers, accountants, lawyers, and other professionals, and subse-
quently invested in property and other legitimate businesses.

Like most criminal groups (van Duyne et al., 2003, 2005; Wright, 2006), 
the Adams family ruled through intimidation and violence. They are rumored 
to have been involved in thirty murders. An accountant, Terry Gooderham, 
allegedly skimmed £250,000 of drug money from the Adams brothers. He 
was found dead, alongside his girlfriend, in Epping Forest in 1989.

A rival Irish family, the Reillys, challenged the Adams family’s domi-
nance of Islington. Patrick Adams and an associate went into a pub con-
trolled by the Reillys. There the Adams associate insulted a Reillys member. 
The Reillys went away to arm themselves and returned to the pub. It was an 
ambush; their BMW was fired on repeatedly by members of the Adams gang. 
No one was killed, but the incident sent out a clear message: the Adams fam-
ily runs Islington.

By the late 1990s, the heat was on. In 1998, Sean “Tommy” Adams 
was convicted of organizing an £8 million hashish-smuggling operation, 
and was sentenced to seven years imprisonment. When a judge ordered 
that he surrender some of his profits or face a further five years, his wife 
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turned up twice to the court, carrying £500,000 in cash inside a briefcase 
on each occasion.

In May 2003, Terry Adams was arrested and charged with money laun-
dering, tax evasion, and handling stolen goods. He was released on £1 mil-
lion bail. And in February 2007, he pleaded guilty to conspiracy to launder 
£1.1 million. The judge said, “Your plea demonstrates that you have a fertile, 
cunning, and imaginative mind capable of sophisticated, complex, and dis-
honest financial manipulation.” On March 9, 2007, Terry Adams at the age of 
52 was sentenced to seven years in prison.

As a criminal entrepreneur, Terry is probably driven by a compulsive 
need to find new ways of allocating resources in organized crime while in 
prison. He has probably championed radical changes in resource allocation 
and pioneered new processes, as described by Markovski and Hall (2007).

The Case of Frank and Peter Lowy*

The U.S. Senate accused billionaire Frank Lowy of hiding millions of dollars 
to dodge taxes. A report from a U.S. Senate committee investigating the use 
of offshore tax havens has claimed that the billionaire Lowy family “used 
transfer companies and a foundation with a Delaware corporation to help … 
hide their beneficial interest in a foundation with US$68 million in assets.”

Frank Lowy, founder of “the global shopping center,” has been identi-
fied by the U.S. Senate Committee on Homeland Security and Governmental 
Affairs as a client of LGT (Liechtenstein Global Trust) Group, the secretive 
Liechtenstein bank owned by UBS (Union Bank of Switzerland) and the 
Liechtenstein royal family.

The Senate committee alleges LGT helped thousands of people avoid 
paying taxes thanks to its secretive systems and procedures. The names of 
LGT clients and the inner workings of the bank were exposed in 2008 when a 
disgruntled clerk at LGT, Heinrich Kieber, downloaded all the bank’s names 
and secret accounts onto two CDs and turned them over to tax authorities in 
the United States and Europe.

The committee’s report, which cites internal LGT memos and recorded 
telephone conversations, claims that Lowy wanted to shelter assets from 
the Australian Tax Office by setting up a foundation in Liechtenstein called 
Luperla Foundation.

The report further claims that LGT internal memos “note that Mr. Lowy 
had reached a settlement with the Australian Tax Office (and) did not want 
to bring new funds into Australia, and was concerned that if the Australian 

* This case was written by James Thomas and published on the Internet (Thomson, 
2008).
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tax authorities learned of his having additional assets, the government might 
try to subject them to additional claims.” Lowy paid $25 million in 1995 to 
settle a protracted dispute with the Australian tax office.

Lowy issued a statement confirming the tax office was conducting 
an audit of his affairs in relation to the Liechtenstein allegations. But he 
denied he had done anything improper. “No attempt was made to save 
any Australian tax. Nor is it considered that any Australian tax was in 
fact saved.”

The statement also criticized the committee for relying on information 
stolen from the bank, and the subcommittee “failed to give Frank Lowy or 
his family any meaningful opportunity to be heard or otherwise have the 
true position stated. This amounts to a denial of natural justice.”
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Developing Intelligence 
Strategy 

Strategy can simply be defined as principles (a broad-based formula) to be 
applied in order to achieve a purpose. These principles are general guidelines 
steering the daily work in order to reach organizational goals. Strategy is both 
a plan for the future and a pattern from the past; it is the match an organiza-
tion makes between its internal resources and skills (sometimes collectively 
called competencies) and the opportunities and risks created by its external 
environment. Strategy is the long-term direction of an organization. Strategy 
is the course of action for achieving an organization’s purpose. Strategy is the 
pattern of resource allocation decisions made throughout the organization. 
Strategy is the direction and scope of an organization over the long term, 
which achieves advantage for the organization through its configuration of 
resources within a changing environment and to fulfill stakeholders’ expec-
tations (Johnson and Scholes, 2002).

When Italian police developed a new intelligence strategy against Mafia-
type organized crime, the ambition was to change social conduct based on 
intelligence and analysis of extortionists, politicians linked to the Mafia, eye-
witness testimony, illegal favors by white collar workers, anti-Mafia activists, 
and potential police collaborators (Spina, 2008, 197):

Consider a context like Sicily, Calabria, or Campania. If most entrepreneurs and 
shopkeepers refused to pay extortionists but rather reported them to police, if citi-
zens stopped voting for political figures who are known to be directly or indirectly 
linked to the [M]afia, if eyewitnesses decided to give their testimony regardless 
of retaliation, if all the “white collars” (professionals, civil servants, politicians, 
entrepreneurs, opinion makers) avoiding favoring the [M]afia in any way, if enough 
ordinary citizens engaged in grassroots anti [M]afia activities, and if enough [M]
afia men chose to collaborate with the police and public prosecutors, then after 
some time the [M]afia would disappear, because its members would frequently be 
exposed and apprehended, and the organization would lose its sources of income 
and eventually collapse.

Indirect actions by Italian police based on intelligence and analysis is 
intended to supplement and complement repressive actions. Repressive 
actions are aimed at discouraging people from crime by punishing them 
afterward, while indirect actions are aimed at reinforcing and spreading atti-
tudes and behaviors that can pose serious obstacles to the day-to-day activi-
ties of Mafia men and women (Spina, 2008).

3
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Strategic criminal intelligence analysis aims to weigh a variety of crimes 
against each other in order to base priorities on a relative calculation of social 
harm. According to Sheptycki (2007), this implies that strategic analysis 
attempts to compare different types of criminal activity including violence, 
drug distribution and consumption, intellectual property theft, car theft 
and burglary, smuggling of guns, child pornography, trafficking in humans, 
stock market fraud, and avoidance of health and safety legislation in food 
production.

Strategic Planning Process

Strategic planning represents the extent to which decision makers look into 
the future and use formal planning methodologies. Planning is something 
we do in advance of taking action. It is anticipatory decision making. We 
make decisions before actions are required. According to Mintzberg (1994), 
planning is future thinking, it is about controlling the future, it is decision 
making, and it is a formalized procedure to produce an articulated result in 
the form of an integrated system of decisions. The result of strategic planning 
manifests itself in a strategic plan, such as in the document National Strategy 
for Intelligence and Analysis (POD, 2007).

Zhao et al. (2008, 3) argue that:

Strategic planning in police departments represents a significant departure from a 
traditionally reactive orientation to one that is more proactive in nature.

This chapter belongs to the planning school of strategy, where strategy 
is documented as a plan. According to Mintzberg (1994), planning has these 
characteristics:

Planning is future thinking•	 . It is taking the future into account. 
Planning denotes thinking about the future. Planning is action laid 
out in advance.
Planning is controlling the future•	 . It is not just thinking about it, but 
achieving it—enacting it. Planning is the design of a desired future 
and of effective ways of bringing it about. It is to create controlled 
change in the environment.
Planning is decision making•	 . Planning is the conscious determina-
tion of courses of action designed to accomplish purposes. Planning 
is those activities which are concerned specifically with determin-
ing in advance what actions and/or human and physical resources 
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are required to reach a goal. It includes identifying alternatives, ana-
lyzing each one, and selecting the best ones.
Planning is integrated decision making•	 . It means fitting together of 
ongoing activities into a meaningful whole. Planning implies getting 
somewhat more organized; it means making a feasible commitment 
around that which already available courses of action get organized. 
This definition may seem close to the preceding one, but, because it 
is concerned not so much with the making of decisions as with the 
conscious attempt to integrate different ones, it is fundamentally dif-
ferent and begins to identify a position for planning.
Planning is a formalized procedure to produce an articulated result •	
in the form of an integrated system of decisions. What captures the 
notion of planning above all—most clearly distinguishes its literature 
and differentiates its practice from other processes—is its emphasis 
on formalization, the systemization of the phenomenon to which 
planning is meant to apply. Planning is a set of concepts, procedures, 
and tests. Formalization here means three things: (1) to decompose, 
(2) to articulate, and (3) to rationalize the process by which decisions 
are made and integrated into organizations.

Given that this is planning, the question becomes: Why do it? Mintzberg 
(1994) provides the answers:

Organizations must plan to coordinate their activities.•	
Organizations must plan to ensure that the future is taken into •	
account.
Organizations must plan to be rational in terms of formalized •	
planning.
Organizations must plan to control.•	

Zhao et al. (2008, 20) found in a survey of strategic planning in U.S. 
police forces:

A second dimension refers to the number of ranks involved in the strategic plan-
ning process. In some departments, only top administrators (the chief or deputy 
chief) were involved in the plan. Alternatively, there were law enforcement agen-
cies in which patrol officers were expected to also fully participate in strategic 
planning. Hierarchical involvement reflects the extent of employee involvement.

Zhao et al. (2008, 23) compared four models of strategic planning, as 
illustrated in Figure 3.1, and found model 4 to be the best one because:
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The strategic plan becomes the driving force for departmental •	
change. Every organization needs to change to adapt to a changing 
environment. It is reasonable to argue that planned and proactive 
change is better than unplanned and reactive change. In this sense, 
strategic planning under this model represents planned change in 
an organization. The implementation of this model requires a fun-
damental change in many areas, such as planning, organizational 
change, and performance evaluation.
Sworn officers at every rank are held accountable for their assign-•	
ments. New evaluation methods are developed to hold employees 
accountable. For example, problem-solving activities can be incor-
porated into performance evaluation. Community surveys can also 
be used to indicate the performance of patrol beats, etc.
The community is familiar with the agency’s strategic plan.•	
Organizational change can be formally documented and updated in •	
accordance with the plan. There is a good fit between strategic plan-
ning and community policing because they share very similar prin-
ciples of organizational change.
Consensus exists among employees with regard to where the depart-•	
ment is headed. If the plan is written with the participation of 
employees in the development of goals, objectives, and specific mea-
sures, the plan derives legitimacy from employees.

Hierarchical 
involvement in 
strategy work 

Top
executives

All
managers

Some All

Inter-organizational 
involvement in strategy work 

Model 1 Model 4

Model 2 Model 3

In-Depth Plan
Model With
Limited Application

Total
Implementation
Model 

Top Leadership
in Charge
Model

Management
Model 

Figure 3.1 Four models for strategic planning in policing. (Adapted from Zhao 
et al. 2008. Police Quarterly 11 (1): 3–26.)
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The level of change is significant and risks associated with conflict •	
and turmoil and even failure are elevated because substantial change 
(and especially cultural change) is difficult.

Intelligence Strategy Characteristics

Traditionally, intelligence was understood to mean information from crimi-
nals about criminal activity by a covert source. Today, intelligence is a sys-
tematic approach to collecting information with the purpose of tracking and 
predicting crime to improve law enforcement (Brown et al., 2004). Intelligence 
analysts investigate who is committing crimes, how, when, where, and why. 
They then provide recommendations on how to stop or curb the offenses. 
As part of this, analysts produce profiles of crime problems and individual 
targets, and produce both strategic (overall, long-term) and tactical (specific, 
short-term) assessments within the confines set by the police force.

The aim of intelligence strategy is to continue to develop intelligence-led 
policing in all parts of a nation and in all regions of the world. An intelli-
gence strategy provides a framework for a structured problem solving- and 
partnership-enhanced approach, based around a common model. For exam-
ple, the National Intelligence Model in the United Kingdom is a structured 
approach to improve intelligence-led policing both centrally and locally in 
policing districts, such as the South Yorkshire Police (SYPIS, 2007).

Intelligence-led policing is carried out in many law enforcement areas. 
For example, intelligence-led vehicle crime reduction was carried out in the 
West Surrey police district in the United Kingdom. Analysis of vehicle crime 
included identifying (Brown et al., 2004):

Locations (hot spots, streets, car parks, postcodes, wards, etc.) of •	
vehicle crime
Sites where vehicles were dumped•	
Times of offenses•	
Prolific vehicle crime offenders•	
Areas where prolific offenders were identified as offending•	
Models of vehicles targeted for vehicle crime•	
Type of property stolen in theft from vehicle offenses•	

The analysis resulted in problem profiles, which identified emerging pat-
terns of crime. These patterns included vehicle crime occurring in special car 
parks and the theft of badges from cars. Such information was disseminated 
to local officers for action.

Intelligence-led policing is defined as a business model and a manage-
ment philosophy, according to Ratcliffe (2008, 89):
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Intelligence-led policing is a business model and managerial philosophy where 
data analysis and crime intelligence are pivotal to an objective, decision-making 
framework that facilitates crime and problem reduction, disruption and preven-
tion through both strategic management and effective enforcement strategies that 
target prolific and serious offenders.

An interesting case of intelligence-led policing in the United Kingdom 
was the project called Operation Gallant that led to a reduction of 17 per-
cent in car thefts in 2003. Operation Gallant involved all basic command 
units (BCU) in the collection and analysis of information (Brown et al., 
2004, 2):

In the case of Operation Gallant, the intelligence-led vehicle crime reduction 
approach involved the activity of officers from across a BCU. A crime analyst, 
dedicated solely to examine vehicle crime patterns and trends, developed a 
detailed picture of vehicle crime in the area, including analysis of time, location, 
vehicle type, and known offenders. As a result of this strategic analysis, a number 
of interventions were planned, drawing heavily upon the Operation Igneous tacti-
cal menu. The most significant, in terms of resources devoted to the operation, 
involved a program of prolific offender targeting and crime prevention advice 
targeted toward the owners of high-risk vehicles.

The substantial decline in car crimes was explained by the increased 
attention paid to this crime sector (Brown et al., 2004, 16):

Given the fact that the first reduction coincides with the commencement of the 
planning process for Operation Gallant, this may also reflect an anticipatory 
effect in which the very act of planning and talking about an operation leads to 
a decline.

Is Strategy Always Strategy?

Strategy is a label frequently applied to a wide variety of activities, thoughts, 
initiatives, and documents in industry and government. There seems to be no 
limit to the use of this popular term. Yet a number of definitions of strategy 
might lead to some borderlines for the use and misuse of this label. Today, 
anecdotal evidence suggests that strategy is used as a label every time some-
thing is considered to be “important.” Often, executives, suppliers, and oth-
ers use the term to achieve attention. So, if an initiative, a project, or a plan is 
important, is it then always strategy?

This section attempts to clarify some criteria and characteristics of strat-
egy in terms of documents carrying this term. The recent national strategy 
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for police intelligence and analysis (a twenty-page document) in Norway is 
used as a case for discussion (POD, 2007).

To determine whether or not a document might be characterized as 
“strategy” is useful in many respects. First, strategy implementation follows 
strategy planning. If the content is not intended for implementation, then it 
might be misleading to label it strategy. Next, strategy expects priority. If the 
content is not important, then again it might be misleading to label it strat-
egy. Furthermore, strategy is perceived as some kind of direction. However, 
if nobody knows what the organization wants to achieve, then there is hardly 
any identifiable direction.

Strategic planning takes many different forms in different organiza-
tions. However, Boyd and Reuning-Elliott’s (1998) study of strategic plan-
ning provides strong support for the measurement properties of the strategic 
planning construct. In particular, the study results indicate that strategic 
planning is a concept that can be reliably measured through seven indica-
tors: mission statement, trend analysis, competitor analysis, long-term goals, 
annual goals, short-term action plans, and ongoing evaluation. This evidence 
is important because previous researchers rarely tested for dimensionality of 
the planning construct nor did most studies report tests of the reliability of 
their measures.

Similarly, Grant (2002) found that the resulting strategic plan after a 
planning process typically comprises these elements:

Time•	 . A statement of the planning period or planning horizon.
Goal•	 . A statement of the goals the organization seeks to achieve over 
the planning period.
Forecast•	 . A set of assumptions or forecasts about key developments in 
the external environment to which the organization must respond.
Change•	 . A qualitative statement of how the shape of the organization 
will be changing in relation to activities, procedures, and priorities.
Action•	 . Specific action steps with regard to decisions and projects, 
supported by a set of milestones, stating what is to be achieved by 
specific dates.
Finance•	 . A set of financial projections, including operating budgets 
to implement the plan.

A well-formulated strategy helps to allocate an organization’s resources 
into a unique and viable posture based on its relative internal competencies 
and shortcomings. Strategy is at a different level than tactical or operational 
plans. Strategy is about decision making, and strategy names certain per-
sons as decision makers. Strategy also describes the most significant poli-
cies guiding or limiting actions, as well as the major action sequences to be 
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accomplished, which are the defined goals within the limits set. A strategy 
includes an analysis of the past, present, and future.

Based on the current Norwegian document entitled National Strategy for 
Police Intelligence and Analysis and requirements of the strategy construct, it 
is now possible to conduct a content analysis of the strategy document.

By simple count, there are two Yeses and five Nos in Table 3.1. This result indi-
cates that the Norwegian document is not necessarily a strategy, as it claims.

From an implementation point of view, police districts in Norway find it 
difficult to implement the “strategy.” While the National Police Directorates 
demand that they comply, many police districts in 2008, one year after the 
strategy launch, seemed reluctant to do so. So far, the explanation has been 
local resistance to change. This research suggests another explanation: The 
strategy document is not good enough to guide implementation.

This was minor exploratory research, exploring the possibility of 
determining whether a document claiming to be a “strategy” really is just 
that. More research is needed to clarify the issues and establish a con-
sistent set of characteristics and strategy construct requirements. While 
some characteristics may be classified as requirements, other may be clas-
sified as recommendations.

More research is also needed to evaluate strategy documents in terms 
of thorough content analysis (Riffe and Freitag, 1997). As an alternative to 
the application of predefined categories for classification, grounded theory 
might be applied. Grounded theory involves the systematic collection and 
analysis of data for the purpose, ultimately, of generating theory (Mactavish 
et al., 2007). Within grounded theory, we find axial coding, which is the pro-
cess of relating codes to each other via a combination of inductive and deduc-
tive thinking. For example, Phillips and Noble (2007) clustered statements 
that appeared to pertain to similar ideas into categories. Grounded theory 
might be applied in future research on the collected characteristics of strat-
egy documents.

Table 3.1 Evaluation of National Strategy for Police Intelligence 
(POD, 2007) in Terms of Strategy Construct Requirements

Strategy Construct Requirements POD Strategy Evaluation
Analysis of the present intelligence situation? No
Analysis of the future intelligence situation? No
Description of actions based on strategy? Yes: Measurement criteria
Financing actions to enable implementation? No
Time frame for strategy implementation? No
Goals to be achieved based on the strategy? Yes: Decision support in policing
Intelligence and analysis defined and described? No
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Not all documents labeled strategy are actually strategy in the sense of the 
common strategy construct. Too many documents seem to misuse this label 
to attract attention. This section reported from early research the evaluation 
of documents claiming to be strategies. More research is needed in terms of 
the strategy construct, characteristics, and requirements as well as relevant 
content analysis of strategy documents.

Case: National Intelligence Model in the United Kingdom

In the United Kingdom, the National Intelligence Model (NIM) was intro-
duced in 2000 to focus on how intelligence is used and where it is sourced. 
According to John and Maguire (2004), NIM provides a cohesive intelli-
gence framework across the full range of levels of criminality and disorder. 
NIM has inspired intelligence strategy in many countries, such as the Police 
Intelligence Model in Sweden (Polisen, 2006) and the National Strategy for 
Intelligence and Analysis in Norway (POD, 2007).

NIM is a model for policing that should ensure information is fully 
researched, developed, and analyzed to provide intelligence. Intelligence 
enables senior managers to provide strategic direction, make tactical resource 
decisions about operational policing, and manage risk. The model works at 
three levels: (1) local/basic command unit, (2) force and/or regional, and (3) 
serious and organized crime that is usually national or international.

The organization of information within NIM starts with the creation of 
a strategic assessment, which identifies issues that are likely to affect service 
delivery. All partners within crime- and disorder-reduction partnerships in 
England commit resources and coordinate activity to deal with these issues. 
An accurate and thorough assessment will allow managers to make informed 
decisions concerning service delivery, which will assist them in achieving 
performance targets (SYPIS, 2007).

The national intelligence model in the United Kingdom by which the 
Norwegian strategy was simulated is a business model for law enforcement. 
It became the policy of the Association of Chief Police Officers (ACPO), 
and many forces underwent major restructuring and were allocated new 
resources in order to implement it. NIM takes an intelligence-led approach 
to policing. The U.K. government acknowledged its benefits, and all forces in 
England and Wales were required to implement NIM to national minimum 
standards beginning in 2004.

NIM consists of nine individual parts (Centrex, 2005):

 1. Crime Pattern Analysis is a generic term for a number of related ana-
lytical disciplines, such as crime (or incident series identification), 
crime trend analysis, hot spot analysis, and general profile analysis.
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 2. Market Profile is an assessment, continually reviewed and updated, 
that surveys the criminal market around a particular commodity, 
such as drugs or stolen vehicles, or of a service, such as prostitution, 
in an area.

 3. Demographic/Social Trend Analysis is centered on an examination of 
the nature of demographic changes and their impact on criminality, 
as well as on the deeper analysis of social factors, such as unemploy-
ment and homelessness, which might underlie changes or trends in 
offenders or offending behavior.

 4. Criminal Business Profile contains detailed analysis of how criminal 
operations or techniques work, in the same way the legitimate busi-
nesses may be explained.

 5. Network Analysis describes not just the linkages between people who 
form criminal networks, but also the significance of the links, the 
roles played by individuals, and the strengths and weaknesses of a 
criminal organization.

 6. Risk Analysis assesses the scale of risks posed by individual offenders 
or organizations to individual potential victims, the public at large, 
and also to law enforcement agencies.

 7. Target Profile Analysis embraces a range of analytical techniques 
that aim to describe the criminal, his or her criminal activity, life-
style, associations, the risk the person poses, and personal strengths 
and weaknesses in order to give focus to the investigation targeting 
each person.

 8. Operational Intelligence Assessment maintains the focus of an 
operation on the previously agreed objectives, particularly in the 
case of a sizeable intelligence collection plan or other large-scale 
operations.

 9. Results Analysis evaluates the effectiveness of law enforcement activi-
ties, e.g., the effectiveness of patrol strategies, crime reduction initia-
tives, or a particular method of investigation.

Part 4 in NIM is of particular interest when focusing on criminal organi-
zations. This component acknowledges the enterprise paradigm of organized 
crime, where legal and illegal businesses share some common features. A 
criminal business profile might focus on primary and secondary activities 
of criminal organizations similar to noncriminal organizations. The profile 
might examine all aspects of activities, such as how victims are selected; the 
technical processes involved in the crimes; methods of removing, disposing 
of, or laundering proceeds; and weaknesses in systems or procedures that 
the criminal business exploits. Similarly, element 5 supports the enterprise 
paradigm for criminal organizations.
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Part 3 in NIM is often concerned with designing geodemographic clas-
sification, which is a field of study that involves the classification of persons 
according to the type of neighborhood in which they live. As a method of seg-
menting people, it has long been of value to direct marketers who, being often 
unable to identify the age, marital status, or occupational status of people in 
mailing lists, found it a useful means of applying selectivity to their telemar-
keter mailings. By analyzing the behavioral characteristics of consumers in 
different types of neighborhoods, they found they could improve business 
performance by targeting promotional activities to names and addresses fall-
ing within specific types of postal codes (Webber, 2004).

Case: National Strategy for Intelligence 
and Analysis in Norway

In May 2007, the Norwegian Police Directorate concluded a strategy process 
with the National Strategy for Intelligence and Analysis document. According 
to the document, all police districts in Norway needed to implement the 
strategy (POD, 2007).

The Norwegian National Strategy for Intelligence and Analysis developed 
by the Norwegian Police Directorate in 2007 (POD, 2007) was very much 
stimulated by the development of NIM in the United Kingdom. It defines 
three levels for intelligence and analysis in Norway: (1) local police districts, 
(2) cooperation between police districts, and (3) and international intelli-
gence and analysis.

The vision for the national strategy is that “the police shall always make 
the right decision at the right time,” while “the main goal of strategic intel-
ligence and analysis is to provide decision makers with the best possible basis 
for prioritizing commitment areas, preparing operations, collaborating with 
external partners, planning efficient use of resources, developing strategies for 
prevention, and assessment and evaluation.” At the operational level, strategy 
goals include initiating and supporting investigation, initiating and support-
ing operative action, preventing incidents, planning efficient use of resources, 
collaborating with external partners, and assessment and evaluation.

According to the strategy document, there are several prerequisites to 
achieve strategic and operational goals:

Management responsibilities•	 . It is important that the management 
has a comprehensive view of the organization and involves stake-
holders and problem owners.
Measurement criteria•	 . Police work is traditionally measured in terms 
of detection rate, processing time, and backlog of cases. Parameters 
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should be developed to capture citizen satisfaction with police work, 
extent of safety, crime level, and threat level.
Evaluation•	 . Both strategy effect and strategy process should be 
evaluated.
Professional values•	 . The intelligence and analysis work of the police 
shall be characterized by a high degree of professional ethics.

The main focus of the Norwegian strategy document seems to be orga-
nization in terms of responsibility for intelligence at the national, regional, 
and local level, as illustrated by Table 3.2. The document does not define 
or describe intelligence or analysis, which are important terms in this 
strategy.

Chapter 7 in the document is concerned with competence and training 
(POD, 2007, 18):

The basic characteristics of all analysis work are critical thinking and curiosity. The 
analyst should be humble and at the same time have integrity. He/she should be 
creative. At the same time, the work requires a structured approach in order to 
handle vast volumes of data without losing sight of the purpose of the work. The 
analyst is to monitor and follow social development in those areas that may be of 
significance for the development of criminality.

A professional police background and experience are important for opera-
tive analysts. They must have ample knowledge of and experience from inves-
tigation and intelligence. For strategic analysis, a social science background is 
considered more important. Social science methodology may better enable the 
analyst to use information-based theories from the academic literature and thus 
have a broader perspective of sources—understanding and explaining trends 
and development features. A social science background also provides exper-
tise regarding quantitative methodology that deals with variables and values 
(descriptive statistics, deduction statistics) and qualitative methodology that 
deals with concepts and categories (techniques for reduction and understanding 
of textual material).

Case: New York State Intelligence Strategy

At the core of the New York State Intelligence Strategy is a fusion center that 
unifies law enforcement (Johnson and Dorn, 2008):

Creating one center for intelligence and terrorism information—to combine and 
distribute that information to law enforcement agencies statewide—prevents 
duplication of effort by multiple agencies. Additionally, one state fusion center 
serving the entire New York law enforcement community provides a compre-
hensive picture of criminal and terrorist networks, aids in the fight against future 
terrorist events, and reduces crime. Agencies throughout New York are not only 
invited to provide information to the NYSIC [New York State Intelligence Center] 
and to make requests for case assistance, but are also encouraged to contribute 
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personnel to staff the center. This state-of-the-art facility pools the resources of 
many agencies by gathering law enforcement information and data from upstate 
New York and combining it in a centralized location. Access to an extensive array 
of databases through a single contact point is provided by the various compo-
nents, facilitating criminal information and intelligence exchange. This fusion cen-
ter unifies the efforts of state, local, and federal analysts to compile, analyze, and 
disseminate terrorism and intelligence data.

The mission of the New York State Intelligence Center (NYSIC) is 
to improve the efficient, timely, and accurate exchange of informa-
tion among all New York State law enforcement agencies. Working in 
close partnership with the New York City Police Department (NYPD) 
Intelligence Division when investigations cross into the boroughs of New 
York City, the NYSIC focuses on all aspects of criminal activity in the 
counties outside New York City. The NYSIC augments law enforcement 
operations by acting as a centralized, comprehensive intelligence fusion 

Table 3.2 Table of Contents in the Document National 
Strategy for Police Intelligence and Analysis (POD, 2007)

National Strategy for Police Intelligence and Analysis
Preface
1. Introduction

1.1 The Working Party’s terms of reference
1.2 The Working Party’s work

2. Summary
3. Purpose
4. Vision and goals

4.1 Vision
4.2 Main goals

4.3.1. Strategic main goals
4.3.2 Operative main goals

5. Prerequisites for goal attainment
5.1 Management responsibility
5.2 Measurement criteria
5.3 Evaluation
5.4 Professional conduct values for intelligence and analysis work

6. Organization
6.6 National, regional, and local responsibility

6.6.1 Level 1 – Police district level
6.6.2 Level 2 – Regional level
6.6.3 Level 3 – National level
6.6.4 Level 4 – Paramount level

7. Competence and training
8. Recommendations



52 Policing Organized Crime: Intelligence Strategy Implementation

center, specifically producing and coordinating the statewide exchange of 
criminal intelligence. Intelligence analysts at the NYSIC have daily inter-
action with law enforcement agencies across the United States. Together, 
the NYPD Intelligence Division and the NYSIC provide a seamless shar-
ing of criminal intelligence for all law enforcement agencies throughout 
the state.
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Implementing 
Intelligence Strategy 

Strategy implementation suffers from a general lack of academic attention. 
Despite the importance of the strategy execution process, much more atten-
tion is paid to strategy formulation than its implementation. As one of sev-
eral reasons put forward for this discrepancy, Atkinson (2006) suggests that 
researchers, when starting work on this subject, often underestimate the dif-
ficulties involved in studying such a topic.

In May 2007, the Norwegian Police Directorate concluded a strategy 
process with the document National Strategy for Intelligence and Analysis. 
According to the document, all police districts in Norway had to implement 
the strategy (POD, 2007). This is the implementation case to be studied in 
this book. Our research question might be formulated as: What are determi-
nants of law enforcement strategy implementation?

Implementation Process

Both scholars and practitioners have emphasized the need for improved imple-
mentation of strategies in law enforcement and policing. Implementation is 
important for four reasons. First, the failure to carry out a strategy can cause 
lost opportunities, duplicated efforts, incompatible organizational units, and 
wasted resources. As well, the extent to which a strategy meets its objectives 
is determined by implementation. Further, the lack of implementation leaves 
police officers dissatisfied and reluctant to continue doing strategic planning 
work. Finally, the lack of implementation creates problems establishing and 
maintaining priorities in future strategic planning.

The strategy execution task is commonly the most complicated and time-
consuming part of strategic management. In contrast, strategy formulation 
is primarily an intellectual and creative act involving analysis and synthesis. 
Implementation is a hands-on operation and action-oriented human behav-
ioral activity that calls for executive leadership and key managerial skills. In 
addition, implementing a new strategy often requires a change in organiza-
tional direction and frequently entails a focus on effecting strategic change. 
Therefore, strategic change often needs a sense of urgency and effective 
communication.

More than half of the strategies devised by organizations are never actu-
ally implemented (Atkinson, 2006). As a consequence, discussions of whether 
managers “walk their talk,” “show word–deed alignment,” or “adhere to 

4
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their plans” have emerged. One approach in these discussions is to study 
strategy implementation consistency, i.e., the alignment of an organization’s 
resource allocation decisions with its articulated strategy over time (Brauer 
and Schmidt, 2006). Sometimes, phased implementation of police strategy is 
an alternative (Quinton and Olagundoye, 2004), where some police districts 
test out the strategy before it is rolled out into the entire nation.

Atkinson (2006) reports six silent killers of strategy implementation: (1) 
top-down senior management style; (2) unclear strategic intentions and con-
flicting priorities; (3) an ineffective management team; (4) poor vertical com-
munication; (5) weak coordination across functions, businesses, or borders; 
and (6) inadequate down-the-line leadership skills development. In addition, 
another inhibitor to successful strategy implementation that has been receiv-
ing a considerable amount of attention is the impact of an organization’s 
existing management controls and particularly budgeting systems.

Strategic control systems ensure that the immense effort put into pre-
paring lengthy and detailed strategic plans is, in fact, translated into action. 
Strategic control systems provide the short-term targets that deliver long-
term goals. Therefore, successful strategy implementation is substantially 
dependent on effective strategic, as well as management, control systems 
(Atkinson, 2006).

The term implementation is given a variety of meanings in the literature. 
Implementation is a procedure directed by management to install planned 
change in an organization. Implementation is the process of gaining targeted 
organizational members’ appropriate and committed use of an innovation. 
Implementation is the extent to which an innovation becomes ingrained 
within organizational behaviors. Some authors find implementation to be 
completed when change is occurring, while others find it continues until 
intended benefits have been realized (Gottschalk, 1999).

When a crime reduction strategy was implemented in the United 
Kingdom, the barriers that affected implementation were separated into 
three themes (Harrington et al., 2006):

 1. How the strategy was constructed and managed centrally—tensions 
between high ambitions when selling the strategy and low ambitions 
for delivered results.

 2. The development and rollout of the strategy—confusion locally over 
how the new strategy connected with existing programs.

 3. The impact of local circumstances—competition between high pri-
ority strategies and tasks.

According to Bullock et al. (2002, 33), “… effective implementation of crime 
reduction projects is essential if the aims are going to be achieved. There is a 
long history of partial implementation failure in crime reduction projects.”
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When an earlier crime reduction strategy was implemented in the United 
Kingdom, these implementation lessons were learned (Homel et al., 2004):

Invest to deliver•	 : It requires continuous development work. It goes 
beyond the routine processes of basic planning and priority setting. 
It requires a raft of preparatory work including assessments of capac-
ity for implementation, options based on realistic risk assessments, 
and the development of viable and flexible management systems, 
including performance management loops.
Organize centrally to deliver locally•	 : To support efficient local imple-
mentation, the central agency must be an active part. This means 
that the center itself must be appropriately staffed with competent 
personnel capable of providing direct support to local initiatives.
Separate research and evaluation from program delivery•	 : The prob-
lem here is the different timetables for operational versus research 
and evaluation issues. Therefore, action to research and develop the 
evidence base should be undertaken as a separate, but related, paral-
lel activity to the delivery of the main strategy.
Build and maintain a knowledge management system•	 : The manage-
ment and dissemination of knowledge about implementation fail-
ures and successes and practices and policies should be in place to 
stimulate learning. Effective knowledge management is basic to the 
continuing development and evolution of strategy implementation.
Create flexible fund management models•	 : Often, strategy implemen-
tation requires funding. The crime reduction strategy suffered from 
a variety of funding and budgeting problems. Many of these difficul-
ties appear to have been the result of changes in the operations of 
central financial management in the Home Office.

When three different strategies for combating burglary were implemented 
in the Metropolitan Police, Gloucestershire Constabulary, and Hampshire 
and Isle of Wright Constabulary in the United Kingdom, the enablers that 
affected implementation were separated into three themes (Stockdale and 
Gresham, 1995):

 1. Publicity: A high profile-named operation brings a number of advan-
tages. It provides a unifying focus to a range of activities and it makes 
police operations understandable to the public.

 2. Internal communication: An effective communication and consulta-
tion system is vital in ensuring the successful implementation of any 
strategy and in encouraging officers’ commitment and support.

 3. Training: Consideration should be given at the planning stage to 
training needs.
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Y Model for Strategy Work

In all kinds of strategy work, there are three steps. The first is concerned with 
analysis, the second is concerned with choice (selection and decision), while 
the final step is concerned with implementation.

We now introduce a model for strategy work (Figure 4.1). A graphical 
representation of the Y model is shown in the figure. It is called the Y model 
as it looks like the letter Y. There is one feedback-arrow to compare the evalu-
ation with the desired situation. In this chapter, we will follow the Y model 
in our discussions.

The model consists of seven stages covering analysis, choice, and implemen-
tation. When using intelligence strategy as an example, the stages include:

 1. Describe the current situation. The current intelligence situation in 
the business can be described using several methods. The benefits 
method identifies benefits from use of intelligence within the busi-
ness. Distinctions are made between rationalization, control, organi-
zational, and market benefits. Other methods include the three-era 
model, management activities, and stages of growth.

 2. Describe the desired situation. The desired business situation can be 
described using several methods depicted in the first chapter: value 
configurations, competitive strategy, management strategy, business 
process redesign, knowledge management, the Internet and elec-
tronic business, and information technology benefits.

 3. Analyze and prioritize needs for change. After descriptions of the cur-
rent situation and the desired situation have been analyzed, needs 
for change can be identified. The gap between the desired and cur-
rent situation is called “needs for change.” The analysis will provide 
details on needs, what change is needed, and how changes can take 
place. “What” analysis will create an understanding of vision and 
goals, knowledge strategy, market strategy, and corporate problems 
and opportunities. “How” analysis will create an understanding of 
technology trends and applications. These analyses should result in 
proposals for new intelligence approaches in the organization.

 4. Seek for alternative actions. When needs for change have been iden-
tified and proposals for filling gaps have been developed, alterna-
tive actions for improving the current situation can be developed. 
New intelligence approaches can be developed, acquired, and imple-
mented in alternative ways. For example, company staff can develop 
an information system in-house that can be purchased as a standard 
application from a vendor or leased from an application systems pro-
vider (ASP).
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1. Describe the current situation 2. Describe the desired situation

3. Analyze needs for change

4. Seek for alternative actions 

5. Select actions and make an action plan

6. Implement plan and describe results

7. Evaluate results

Current 
situation

Desired
situation

Needs for 
change

Alternative
actions

Action
plan

Results

Evaluation

Figure 4.1 The Y model for strategy work.
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 5. Select actions and make an action plan. When needs for change and 
alternative actions have been identified, several choices have to be 
made and documented in an action plan. Important issues here 
include development process, user involvement, time frame, and 
financial budget for intelligence projects.

 6. Implement a plan and describe results. This is the stage of action. 
Technical equipment, such as servers, PCs, printers, and cables, are 
installed. Operating systems are installed. Application packages, 
software programs, programming tools, end user tools, and data-
base systems are installed. Development projects are organized. 
Management and user training takes place. A segment of the imple-
mentation is to document results over time.

 7. Evaluate results. Implementation results are compared with needs 
for change. It is determined by what extent gaps between desired and 
current situation have been closed. This is the beginning of the intel-
ligence strategy revision process where a new process through the 
Y model takes place. Typically, a new intelligence strategy process 
should take place every other year in business organizations.

While stages 1 to 3 cover analysis, 4 and 5 cover choice, and 6 and 7 cover 
implementation. In some strategy models, stage 2 is listed as the first stage. 
It is here recommended to do stage 1 before stage 2. It is easier to describe 
the ideal situation when you know the current situation. If you start out with 
stage 2, it often feels difficult and abstract to describe what you would like to 
achieve. Having completed stage 1 first makes the work more relevant. Stage 
3 is a so-called gap analysis, looking at the difference between the desired 
and actual situation. This stage also includes prioritizing. Stage 4 is a creative 
session, as it calls for ideas and proposals for alternative actions. Stages 5 and 
6 are typical planning stages. The final stage 7 is important because we can 
learn from performing an evaluation.

Implementation at the End of the Y Model

Stages 6 and 7 in the section above cover strategy implementation in the Y 
model for strategic planning (Gottschalk, 2007). While stage 6 is concerned 
with implementing the plan and describing results, stage 7 is concerned with 
evaluating results, as illustrated in Figure 4.2.

The creation of intelligence strategy has become a major challenge for 
police executives and intelligence executives in recent years. Investments in 
information technology have been large, and many failed investments reflect 
this challenge. The impact of intelligence on organizational performance has 
grown in strategic importance, and thus the significance of failed intelligence 
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1. Describe the current situation 2. Describe the desired situation

3. Analyze needs for change

4. Seek for alternative actions 

5. Select actions and make an action plan

6. Implement plan and describe results

7. Evaluate results

Current 
situation

Desired
situation
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change

Alternative
actions

Action
plan

Results

Evaluation

Figure 4.2 The two stages of implementation.
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investments is even greater. Information processing and information tech-
nology (IT) are becoming critical to many business and government opera-
tions, and the technology itself is changing at a rapid rate. New information 
technology will continue to transform organizations, and changes in how 
industry participants use IT can alter established relationships in an indus-
try. Strategic intelligence planning can play a critical role in helping orga-
nizations increase efficiency, effectiveness, and competitiveness. Although 
organizations use different methods in their analysis of current and desired 
situations, the resulting plans need to be implemented.

The importance of the implementation of strategic intelligence plans is 
illustrated by the significant attention paid to them in recent years. Studies 
show that implementation is important for four reasons. First, the failure to 
carry out the strategic intelligence plan can cause lost opportunities, dupli-
cated efforts, incompatible systems, and wasted resources. Second, the extent 
to which strategic intelligence planning meets its objectives is determined by 
implementation. Third, the lack of implementation leaves police executives 
and officers dissatisfied with and reluctant to continue their strategic plan-
ning. Fourth, the lack of implementation creates problems establishing and 
maintaining priorities in future strategic intelligence planning.

Plan Implementation

Intelligence strategy implementation can be defined as “the process of com-
pleting the projects for application of intelligence and analysis to assist an 
organization in realizing its goals.” However, implementing an intelligence 
strategy is not simply the act of executing many projects and individual sys-
tems. Instead, implementing such a plan demands a gestalt view in the plan-
ning of individual systems. A gestalt view represents the implementation of the 
plan philosophy, attitudes, intentions, and ambitions associated with intelli-
gence use in the organization. It may include decisions about the intelligence 
work organization and the implementation of intelligence architecture.

The term implementation is given a variety of meanings in the literature. 
It can be described as a procedure directed by a manager to install planned 
change in an organization. Change is an empirical observation of difference in 
form, quality, or state over time in an organizational entity. Implementation 
can be the process of gaining targeted organizational members’ appropriate 
and committed use of an innovation. Information technology implementa-
tion from strategic intelligence planning is a typical innovation.

When is an intelligence approach implemented? Is it implemented when 
top management as part of the intelligence strategy approves it? When it is 
installed on a company computer? When it is put into its first use? When it is 
widely accepted by people in the company? When it is modified as a result of 
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use, based on both detected errors and needs for improvement? When do the 
benefits of the intelligence strategy finally appear? There is no unified answer 
to this question when implementation has occurred, but most scholars agree 
that installation of a system is too early, while benefits are too late to wait 
for. This is illustrated in Figure 4.3. Most scholars agree that an intelligence 
application is implemented when it is used and accepted by users. So, in the 
example in Figure 4.3, we would say that implementation occurred in 2009.

Using the gestalt view, we can say that an intelligence strategy implemen-
tation is defined by the degree of implementation. If the complete intelligence 
strategy is implemented, we can talk about 100 percent implementation. If 
nothing is implemented, we can talk about zero implementation. A strategic 
intelligence plan is implemented over time, as illustrated in Figure 4.4. The 
process of implementation can follow different paths. In the figure, there are 
two examples of early and late implementation, both ending at an implemen-
tation degree of 60 percent.

There is no optimal extent of implementation. It depends on the situation 
in the company over time. If the intelligence strategy has an excellent match 
with a desired business situation and an actual business development, then 
more of the strategy is likely to be implemented. If the intelligence strategy 
consists of a few large, focused projects that, when first started, have to be 
finished, then more of the strategy is likely to be implemented. If the organi-
zation has a culture of walk and talk consistency, then more of the strategy is 
likely to be implemented. (Walk and talk consistency implies that manage-
ment actually does what it says it is going to do.) If the intelligence strategy 
has a short time horizon, then more of the strategy is likely to be imple-
mented. If management is able to predict the future, then more of the strat-
egy is likely to be implemented.

While there is no optimal extent of implementation, generally, we would 
be surprised to find either everything or nothing implemented. If everything 
is implemented, then it creates an impression of ignoring changes over time 
that should influence implementation. If nothing is implemented, then it cre-
ates an impression that the organization is completely unable to create change, 
and there is complete inconsistency between talk and walk. For example, an 
empirical study of Norwegian business organizations tells us that, on aver-
age, 60 percent of a system’s strategy was implemented (Gottschalk, 1999). 
Whether this is good or bad is hard to tell. We may suggest a rule of thumb 

INSTALLATION   USE   ACCEPTANCE   MODIFICATIONS BENEFITS

2008 2009 2010 2011 2012

Figure 4.3 Implementation of an IS/IT intelligence application.
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that two-thirds should be implemented over time, as illustrated by alterna-
tive paths in Figure 4.4.

We have to remind ourselves that initially, at the start of implementa-
tion, the complete intelligence strategy is to be implemented. All actions were 
written into the plan to be executed. Nothing was written into the plan with-
out the intention of being executed. What we are saying about implementa-
tion extent is that environmental changes, as well as internal changes over 
time, may create a situation where some of the plan contents are not smart to 
do anymore. Such evaluation of the plan after some time, often after one or 
two years, can cause revision of the plan.

At this stage 6 in the Y model of implementing the plan, all attention 
should be focused on implementation of the entire plan. This is the stage of 
action. In the case of a systems strategy, technical equipment, such as serv-
ers, PCs, printers, and cables, are installed. Operating systems are upgraded. 
Application packages, software programs, programming tools, end user 
tools, and database systems are installed. Development projects are initiated. 
And management and user training takes place.

Implementation Factors

At this stage, we should focus on the tackling of implementation challenges. 
The literature on implementation challenges is steadily growing. A series of 
factors influencing implementation have been identified. In the following, we 
will discuss some important factors for implementation of strategy, where we 
use the case of IS (information systems)/IT (information technology) strat-
egy as an example:
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Figure 4.4 Implementation of strategy over time.
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Resources needed for the implementation•	
User involvement during the implementation•	
Solutions to potential resistance during the implementation•	
Responsibility for the implementation•	
Management support for the implementation•	
Information technology needed for implementation•	

Resources Needed for the Implementation

One reason for the lack of implementation is that resources often are not 
made available. The answer to the simple question: Can it be done? is depen-
dent on competence and resources. It is important to identify the resources 
and actions needed to implement new applications and development tools. 
Resource mobilization for implementation is an effective mechanism to 
secure the quality of the process. An important resource issue in the field 
of strategic IS/IT is the difficulty of recruiting IS specialists and defining 
their role in projects. In an IS/IT strategy written in English in a Norwegian 
organization, this problem was confirmed: “Technological expertise is a pre-
condition for development and migration of new and complicated technol-
ogy in the institution, but the dependence on such expertise also represents 
a problem to management” (Gottschalk, 1999). Some information systems 
professionals are systems rationalists preoccupied with new capabilities of 
technology, tending to ignore goal incongruence and assuming consensus 
on goals. Generally speaking, information systems innovations are depen-
dent on an IS professional environment. Just as important, there is a need 
for users who will champion the new systems and have the drive and vision 
to push the projects forward. In addition, many businesses are dependent 
on external expertise, such as consultants, for implementation. In summary, 
these resources are important:

Financial resources needed for the implementation•	
Technical abilities needed for the implementation•	
Human resources needed for the implementation•	
Project team time needed for the implementation•	
External consultants needed for the implementation•	
A project champion needed for the implementation•	

User Involvement during the Implementation

Both resources for and extensive performance of user training are neces-
sary to secure implementation of IS/IT strategy. Education, training, and 
other implementation activities are generally viewed as outside the IS role, 
in part because formal authority for training usually is assigned elsewhere. 
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Training may consist of both formal and informal training. Formal training 
can be long-term as well as short-term instruction received through semi-
nars, classes, conventions, and private lessons, while informal training can 
be on-the-job training received from co-workers and supervisors as the need 
arises. Many training efforts are based on needs analysis, needs assessment, 
or performance analysis. User involvement in implementation is an effec-
tive mechanism to secure quality of implementation. It is usually better to 
use a high-involvement process that utilizes the knowledge and creativity 
of the people who actually do the work. Implementation represents a situa-
tion of transition in which users experience a threat to their sense of control 
over their work, if not direct loss of control. Interventions, which restore the 
users’ sense of control, will reduce the threatening quality of the implemen-
tation experience and, as a result, heighten the users’ satisfaction with the 
new systems. In this view, the active ingredient for user involvement is the 
perceived control. User needs are the source of benefits that motivate the use 
of an information technology application, and user satisfaction increases the 
implementability. In summary, these user involvement issues are important:

Training of information systems users•	
Users’ understanding of systems’ functional features•	
Users’ participation in systems projects•	
Users’ involvement in the operation of information systems•	
Participation in the ongoing development of information systems•	
Users’ support for the implementation•	

Solutions to Potential Resistance during the Implementation

Solutions to potential resistance during the implementation are methods and 
processes of solving problems created by latent opposition to the implemen-
tation. Resistance involves a stubbornness in fulfilling the expectations of 
others. Resistance to implementation may have many facets, such as quiet 
ignorance, active argumentation, low priority put on implementation com-
pared with other assignments, etc. Potential bases of resistance to the adop-
tion of the plan should be identified, and the plan should define solutions 
needed for avoiding and/or dampening potential resistance to the necessary 
changes. Resistance may be caused by uncertainty, lack of competence, or 
commitment to the status quo. Some may find their influence threatened, 
while others feel that implementation may be harmful to the organization, 
and then some sense that the plan should be improved before implementa-
tion. In summary, these resistance issues are important:

Solutions to potential resistance caused by job security•	
Solutions to potential resistance caused by change of position•	
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Solutions to potential resistance caused by new skills requirements•	
Solutions to potential resistance caused by skepticism about results•	
Solutions to potential resistance caused by functional units’ interests•	
Solutions to potential resistance of our customers•	

Responsibility for the Implementation

During implementation, the senses of implementers (those responsible for 
the introduction of the technology to prospective users) will influence the 
extent of implementation. Most IS units do not have responsibility for key 
organizational results. Line managers are increasingly assuming responsibil-
ity for planning, building, and running information systems that affect their 
operation. It is important to identify the IT departments’ actions necessary 
to expedite adoption of the plan. A monitoring system to review implemen-
tation and provide feedback is an effective implementation mechanism. For 
each benefit desired from the implementation, specific responsibility for real-
izing benefits should be allocated within the business. Only when specific 
people are responsible for implementation actions is implementation likely to 
occur. Responsibility has to be defined in such detail that responsible people 
take expected initiatives when problems occur during implementation. It 
may also be valuable to consider whether the chief executive responsible for 
strategy is willing to accept the personal risk involved. If not, the strategy 
may be good, but is unlikely to be implemented. Implementation participants 
must accept responsibility for their own behavior, including the success of 
the actions they take to create change. Responsibility as such may take on 
two forms: negative duty and positive duty. Negative responsibility implies 
that action be taken due to threats and is often motivated by loyalty, while 
positive responsibility implies that action be taken due to commitment. In 
summary, these responsibility issues are important:

Responsibility for implementation on time•	
Responsibility for implementation within budget•	
Responsibility for implementation with intended benefits•	
Responsibility for step-wise implementation of large projects•	
Responsibility for implementation of high-priority projects•	
Responsibility for short-term benefits from initial projects•	
Personnel rewards from successful implementation•	

Management Support for the Implementation

Management support is widely recognized as an important factor in the 
implementation of information systems. Management may be hesitant when it 
comes to the implementation of IS/IT strategy, hence, representing a problem. 
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Some top executives, in reality, are committed to the status quo. Both middle 
management attitudes and senior management attitudes toward implementa-
tion are important influences on the extent of plan implementation. It may be 
difficult to secure top management commitment for implementation (com-
mitment being defined as acceptance of plan values and willingness to exert 
effort on its behalf). The planning methodology itself may require too much 
top management involvement. The output of planning is not necessarily in 
accordance with management expectations. Top management monitoring 
of implementation may represent an effective implementation mechanism. 
Management control systems provide a comprehensive mechanism for imple-
menting plans. Management monitoring and control of the implementation 
may be organized through a steering committee. Management support is 
pivotal to the adoption of innovations. Chief executive officers (CEOs), in 
particular, have a major impact on changes in their organizations. A plan 
must be a call for action, one that recognizes management’s responsibility 
to fix what is broken proactively and in real time. It is imperative that IT 
personnel educate their top managers and make them aware of the impor-
tance of their support in major IT initiatives. Top management support is a 
key recurrent factor critical for effective implementation. In summary, these 
management issues are important:

Management expectations of the implementation•	
Management participation in the implementation•	
Management monitoring of the implementation•	
Management knowledge about the implementation•	
Management time needed for the implementation•	
Management enthusiasm for the implementation•	

Information Technology Needed for Implementation

Information technology to be implemented is composed of the hardware 
and software to be developed, acquired, installed, used, and modified. 
Information technology is developing rapidly, but in many organizations, 
IT is still lagging behind users’ needs. For example, artificial intelligence 
is still in its infancy as a technology. This implies that a firm that wants to 
implement advanced knowledge management systems may have problems 
finding suitable technology. It is, therefore, important that the IS/IT strat-
egy has identified available technology. It is seldom smart to trust vendors’ 
promises concerning future features of new technology when developing the 
IS/IT strategy. Instead, technological constraints should be identified and 
accepted. It is often emphasized that information architecture is not enough 
unless data access issues can be resolved. In summary, this technology is 
important:
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Hardware to be implemented•	
Communications technology to be implemented•	
Databases to be implemented•	
Applications software to be implemented•	
Operating systems to be implemented•	
A data infrastructure for the organization•	

Resources needed for the implementation, user involvement during the 
implementation, solutions to potential resistance during the implementation, 
responsibility for the implementation, management support for the imple-
mentation, and information technology needed for the implementation are 
all considered important factors for IS/IT strategy implementation. These 
factors were empirically evaluated first in Norway and then in Australia 
(Gottschalk, 1999).

In addition to the six factors listed above, four more factors were added in 
the empirical studies: (1) analysis of the organization, (2) anticipated changes 
in the external environment, (3) projects’ relevance to the business plan, and 
(4) clear presentation of implementation issues.

In Norway, two factors were significant: responsibility for the implemen-
tation and user involvement during the implementation. In Australia, one 
factor was significant: the projects’ relevance to the business plan.

The average extent of strategic IS/IT plan implementation in Australia 
was 3.4, while the average plan implementation in Norway was 3.3, on a scale 
from 1 (little extent) to 5 (great extent). These results indicate that in both 
Australia and Norway, roughly 60 percent of a strategic IS/IT plan is imple-
mented on average.

In Australia, responding organizations had an extensive description of 
projects’ relevance to the business plan (3.7), while they had a limited descrip-
tion of solutions to potential resistance (1.9). In Norway, responding organi-
zations had an extensive description of technology to be implemented (3.6), 
while they had a limited description of solutions to potential resistance (2.0).

The significant predictor in Australia was projects’ relevance to the busi-
ness plan, which had the highest overall description rating (3.7), indicating 
that relevance is both important and taken care of in many Australian firms. 
The two significant predictors in Norway were responsibility of implementa-
tion and user involvement during implementation, which had high overall 
description ratings of 2.7 and 3.0.

The interesting difference between Australia and Norway lies in the 
finding that strategic descriptions are more important for implementation in 
Australia, while resource descriptions are more important for implementa-
tion in Norway. Given that both have about the same extent of plan imple-
mentation, 3.4 and 3.3, there is little reason to argue that firms in one nation 
are more successful than firms in the other.
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One emerging proposition is that smaller organizations will tend to be 
more dependent on resources to get a plan implemented, while larger orga-
nizations will tend to be more dependent on strategic relevance to get a plan 
implemented. This proposition is relevant as responding Australian firms 
were much larger than were the Norwegian respondents. However, no sig-
nificant relationship was found between organization size and the extent of 
relevance description.

Another emerging proposition is related to cultural differences. 
According to the Scandinavian research on information systems develop-
ment (Gottschalk, 1999), Scandinavia has high living standards and educa-
tional levels, an advanced technology infrastructure, an open community, 
and key innovative leaders. This tradition seems different from research in 
other countries, such as the United Kingdom with control structures, which 
may imply different strategic IS/IT plan implementation problems.

Research Model to Explain Implementation Extent

The dependent variable in this conceptual research is the extent of strat-
egy implementation, as illustrated in Figure 4.5. Implementation might be 
measured in four different ways: completion of tasks thus far, tasks to be 
completed, completion of the overall strategy, and improved organizational 
performance from the strategy (Gottschalk, 1999).

Specifically, implementation might be measured using these alternative 
definitions (Gottschalk, 1999):

IMPLEMENTATION
1.   Implementation rate to date 
2.   Implementation rate to end 
3.   Implementation extent 
4.   Contribution to 
      organizational performance 

NATIONAL AGENCY 
Ambition level 
Communication effectiveness 
Partnership quality 
Funding access 

LOCAL DISTRICT 
Resource availability 
Strategy alignment 
Project management 
Knowledge management 

POLICING ENVIRONMENT 
Strategy publicity 
Community support 
Agency interoperability 

Figure 4.5 Research model to study the extent of strategy implementation.
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 1. Implementation rate to date: Divide projects actually completed to 
date by projects scheduled to be implemented.

 2. Implementation rate to end: Divide projects actually implemented to 
date by projects in the strategy, and divide by percent of expired time 
horizon.

 3. Implementation extent: The extent to which the strategy has been 
completed on time, within budget, as expected, with desired 
results without deviations during implementation, with satisfac-
tion of stakeholders.

 4. Contribution to organizational performance: Reduced crime, 
increased success rate, reduced resource consumption, and improved 
knowledge sharing.

As illustrated in Figure 4.5, three independent variables are introduced 
in the research model. First, the national agency, such as the Norwegian 
Police Directorate, has to be an active part in the implementation based on 
realistic ambitions and effective communications. The national agency has 
to secure required funding for strategy implementation (Homel et al., 2004). 
Next, the local district should have available resources and align strategies 
that compete for resources (Harrington et al., 2006). Finally, the strategy 
should enjoy publicity both internally and in society because a high profile 
operation brings a number of advantages (Stockdale and Gresham, 1995).

Agency operability is one of the items in the policing environment where 
the mobilization of electronic information across organizations has the 
potential of modernizing and transforming information exchanges. High-
ranking issues among the defining purposes of e-government are highly 
agile, citizen-centric, accountable, transparent, effective, and efficient gov-
ernment operations and services (Scholl and Klischewski, 2007).

Based on the research model, three research hypotheses can be formulated:

 1. The extent of local strategy implementation is positively related to 
the central agency’s support for local implementation.

 2. The extent of local strategy implementation is positively related to 
the local police district’s readiness for implementation.

 3. The extent of local strategy implementation is positively related to 
the environment’s support for implementation.

Case: National Intelligence Model in the United Kingdom

In the United Kingdom, strategy implementation took place by adapting the 
it to local police strategy. As an example, the South Yorkshire Police intel-
ligence strategy (SYPIS, 2007) is a combination of the National Intelligence 
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Model (NIM) and the South Yorkshire Policing Model (SYPM), as illustrated 
in Figure 4.6.

Projects are created within the strategy. Action managers have been 
appointed for these projects, and they report to the Intelligence Strategy 
Management Board on a quarterly basis. The board directs, sets targets, and 
reviews progress of these actions; completed ones may be discharged and 
new ones added.

Case: National Strategy for Intelligence 
and Analysis in Norway

Similar to the approach in the United Kingdom, Norwegian police districts 
are responsible for implementing the strategy (POD, 2007). In a survey con-
ducted in 2008 (one year after the strategy was developed), police districts 
were asked about the extent of implementation. The average response was 34 
percent implementation, varying from 0 to 100 percent.

An intelligence meeting was held outside Oslo in May 2008 to enhance 
strategy implementation through knowledge exchange among participants 
at the meeting. Out of a national police force of 12,500, 324 police officers 
participated at the meeting. Important topics at the conference were knowl-
edge-based and intelligence-led policing.

National
Intelligence

Model

South Yorkshire
Police Intelligence

Strategy

Intelligence
Strategy Management

Board

South
Yorkshire

Policing Model

NIM Core Assets Action ManagerThematic Actions

Figure 4.6 Intelligence Strategy Management Structure in South Yorkshire 
Police. (Adapted from SYPIS. 2007. South Yorkshire Police Intelligence Strategy 
2007–Breaking the chain, South Yorkshire Police, U.K.: www.policereform.gov.
uk)
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Case: Police Intelligence Model in Sweden

While both British and Norwegian central law enforcement agencies left it to 
local police districts to find ways to implement intelligence strategy, Swedish 
police developed a specific implementation procedure (Polisen, 2006). 
According to the procedure, each police district would establish projects that 
were aligned with the strategy. Projects were to be defined in terms of tasks, 
responsibilities, and deadlines.

Here are some examples of projects to be carried out in support of the 
strategy (PUM, 2005):

 1. Create understanding, in the entire organization, for changes in 
operations to support the new strategy: Information to all employees 
by May 31, 2006.

 2. Establish strategic management according to the new strategy: 
Management meetings twice a year, the first by September 1, 2006.

 3. Develop responsibility for intelligence services according to the new 
strategy: Mobilize resources by May 30, 2007.

 4. Implement analysis methodology according to the new strategy: 
Learning process for new methodology completed by September 30, 
2007.
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Organizational 
Structure 

Barriers to strategy implementation are often found in the organizational 
structure in law enforcement. Organizational structure is the formal deci-
sion-making framework by which job tasks are divided and coordinated 
(Birkinshaw et al., 2002; Markides and Williamson, 1996). The purpose 
of the organizing function is to make the best use of the organization’s 
resources to achieve organizational goals. Formalization is an important 
aspect of structure, as it is the extent to which the units of the organi-
zation are explicitly defined and its policies, procedures, and goals are 
clearly stated.

The new ways of gathering information in terms of intelligence and 
analysis may crash with the old structures— the way activities are tradition-
ally organized and carried out. Crime does not obey the boundaries between 
police districts or police departments. Crime does not obey the boundaries 
between authorities. Economic crime, for example, may burden authorities 
in such entities as the tax office, the enforcement office, customs, and the 
prosecutor, in addition to the police districts. Information exchange should 
be the minimum of collaboration, but often there is a need to work closer 
together and create new knowledge in multiprofessional and multiorganiza-
tional groups (Puonti, 2007).

It is often argued that the police have a bureaucratic and functional orga-
nization. Bureaucratic structures have a certain degree of standardization, 
and functional structures have specialized groups, such as homicide, narcot-
ics, and organized crime. Such structures may represent barriers to interor-
ganizational knowledge management based on intelligence and analysis.

It has long been argued that organizational structure is the result of orga-
nizational choices. This idea was developed by Mintzberg (1979) and applied 
by scholars, such as van Donk and Molloy (2008). According to this concept, 
the structure of organizations is the result of choices based on nine design 
parameters, which are used by organizations to divide and coordinate their 
work to establish desired patterns of behavior.

Organizational Design

The choices about each of the design parameters mentioned above represent 
the building blocks of the organizational structure. The nine design param-
eters are (van Donk and Molloy, 2008; Mintzberg, 1979):

5
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 1. Design of positions in terms of job specialization: The amount of tasks 
to be executed and the amount of control over that work. Jobs can 
be specialized in two dimensions. First, job specialization in the 
horizontal dimension represents division of labor. At one extreme, 
the police officer is a jack-of-all-trades, forever jumping from one 
broad task to another. At the other extreme, he focuses his efforts on 
the same highly specialized task, repeated day in and day out, even 
minute in and minute out. Second, job specialization in the vertical 
dimension represents separation of work from the administration. 
At one extreme, the police officer merely does the work without any 
thought as to how or why. At the other extreme, he controls every 
aspect of the work in addition to doing it. In the first dimension, we 
find narrowness by horizontal job specialization (in that it deals with 
parallel activities) and breadth by horizontal job enlargement. In the 
second dimension, we find depth by vertical job specialization and 
closeness by vertical job enlargement.

 2. Design of positions in terms of behavioral formalization: Regulating 
the behavior of individuals by formalization of job, workflow, or 
rules. No matter what the means of formalization (job, workflow, or 
rules), the effect on the person doing the job is the same—his behav-
ior is regulated. Power over how that work is to be done passes from 
the police officer to the person who designs the specification, often 
a manager in the police district or in the national police directorate. 
Organizations formalize behavior to reduce its variability, ultimately 
to predict and control it. One prime motive for doing so is to coordi-
nate activities. The fully formalized organization, as far as possible, 
is the completely controllable, precise, and predictable organization. 
There should be no confusion in the organization. Everyone knows 
exactly what to do. The alternative is a completely informal organiza-
tion, where neither jobs nor workflows nor rules are specified.

 3. Design of positions in terms of training and indoctrination: Training 
is the process by which job-related skills and knowledge are taught, 
while indoctrination is the process by which organizational norms 
are acquired. Professionals are trained over long periods of time, 
before they ever assume their positions. Often, this training takes 
place outside the organization, frequently in a police academy. The 
training itself usually requires a particular and extensive expertise, 
beyond the capacity of the organization to provide. Indoctrination 
is the way an organization formally socializes its members for its 
own benefit, and is the process by which organizational norms are 
acquired.

 4. Design of superstructure in terms of unit grouping: Establishing 
the formal lines of authority by combining people into units and 
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departments. Grouping establishes a system of common supervision 
among positions and units, and requires positions in the same group 
to share common tasks and resources. Grouping creates common 
measures of performance. When positions are to be allocated to 
groups, several criteria are applied, such as knowledge and skill, 
work process, and function. Positions may be grouped according 
to specialized knowledge and skills that police officers bring to the 
job. Alternatively, positions may be grouped according to functions. 
When grouped according to knowledge, the same kinds of experts 
are organized in the same group. When grouped according to func-
tion, different kinds of personnel are organized in the same group to 
carry out all tasks in that function.

 5. Design of superstructure in terms of unit size: The span of control (dis-
tinguishing between a narrow and a wide span). This design of super-
structure determines how large each unit or work group should be. 
This is a question of span of control. While a tall organizational struc-
ture will be the result of small groups, a flat structure will be the result 
of large groups. A linkage focusing on planning involves future think-
ing. A linkage focusing on control involves correcting actions as they 
occur.

 6. Design of lateral linkages in terms of planning and control systems: The 
specification of the desired output and the assessment if the desired 
outputs or standards have been achieved. The purpose of a plan is to 
specify a desired output in the future. The purpose of performance 
control is to regulate the overall results of a given unit.

 7. Design of lateral linkages in terms of liaison devices: Positions bypass-
ing normal vertical channels to establish contacts between two units 
to coordinate the work of these units. Examples of liaison positions 
are task forces and standing committees. The standing committee is 
a more permanent interdepartmental grouping. It meets regularly to 
discuss issues of common interest. Another example of lateral linkage 
is the matrix structure. A weak liaison device would be a coordina-
tor who attempts to make different parts of the organization aware 
of the needs of the other parts. A strong liaison device would be a 
board with power to make decisions influencing several parts of the 
organization.

 8. Design of decision-making systems in terms of vertical decentraliza-
tion: The power to make decisions down the chain of authority. When 
all power for decision making rests at a single point in an organiza-
tion with a single individual, the structure is completely centralized. 
When the power is dispersed among many individuals, the structure 
is decentralized. Centralization is the tightest means of coordinat-
ing decision making in an organization. Vertical decentralization is 
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concerned with the delegation of decision power down the chain of 
command.

 9. Design of decision-making systems in terms of horizontal decentral-
ization: Refers in general to the extent to which nonmanagers control 
decision processes. Decentralization implies transfer of power out 
of the line structure. Power is transformed into informal power, for 
example, control over knowledge resources and information gather-
ing and advice.

A comparison of these organizational structure parameters for criminal 
(C) versus legal (L) organizations is illustrated in Figure 5.1. We suggest that 
horizontal job specialization is applied to a greater extent in criminal organi-
zations, while a deeper vertical job specialization is found in legal organiza-
tions. An example of a legal organization might be a police investigation unit 
(Figure 5.1 illustrates the two sides of policing organized crime).
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Figure 5.1 Organizational structure parameters for criminal versus legal orga-
nizations (C: criminal, L: legal).
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In addition to the above nine design parameters, the shape of the orga-
nizational structure is influenced by contingency factors. Examples of 
contingency factors are age and size of the organization, regulation in the 
environment, stability in the environment, and power in terms of external 
control and internal control (van Donk and Molloy, 2008).

Organizational design in policing is concerned with resilience, which is 
the capacity of a system, potentially exposed to hazards, to adapt by resisting 
or changing in order to reach and maintain an acceptable level of functioning 
and structure. Resilience represents the capacity of an organization, where the 
desired situation is characterized by enough staff with enough skills to per-
form in the face of unforeseen or strenuous circumstances (Loveday, 2008).

Organizational Configuration

A slightly different approach to organizational structure is organizational 
configuration, which is defined as a multidimensional constellation of concep-
tually distinct characteristics that commonly occur together. In this perspec-
tive, organizations are understood as clusters of interconnected structures 
and practices. It represents a systemic and holistic view of organizations, 
where patterns or profiles, rather than design parameters, are related to an 
outcome, such as performance (Fiss, 2007). Ketchen et al. (1997) found that 
an organization’s performance is partially explained by its configuration.

When studying criminal organizations, organizational structures are 
often identified as either economic–bureaucratic structures or indepen-
dent–network structures. Criminal networks have the merit of capturing 
the flexible and dynamic nature of interpersonal interaction. When study-
ing Colombian cocaine firms, Zaitch (2002, 297) found a mixture of the two 
structures:

By studying internal business and labor relations, I tried to capture both the eco-
nomic and dynamic dimensions of cocaine enterprises. I found that Colombian 
cocaine firms are informal, small, mutating and decentralized. Some are individual 
enterprises; others adopt the form of temporary partnerships between two or three 
people. These coalitions are often formed solely for a single project, with some of 
the people involved also engaging in legal activities or in other coalitions. In many 
cases, a percentage system is used to divide profits, and payments in kind are not 
rare. A further conclusion of this study is that despite the importance of kinship 
ties and the frequent use of relatives, none of these enterprises are “family busi-
nesses.” Brokers (people with contacts) play a central role in bringing about these 
coalitions and transactions.

Organizational configuration in police, which is our concern here, 
has changed lately by including international relations. Generally, police 
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configuration has recently expanded its reach and range. An analysis of 
organizational change in the policing sector in fifteen European countries 
revealed that the extent of Europeanization of national law enforcement 
structures, however, was still very limited. There is yet no one standard 
model for policing being rolled out across Europe. Well-established national 
characteristics continue to shape organizational change within the various 
countries (Sheptycki, 2007).

However, the evidence also revealed that the increased emphasis on 
national coordination of international information flows between police 
agencies about serious organized crime had caused significant changes in the 
structure of the police sector across the continent. Luxembourg, for example, 
merged its two police forces, the police and the Gendarmerie Grand-Ducale, 
into a single national force. In Belgium, the three principal police-type agen-
cies (the gendarmerie, the judicial police, and the municipal police) were 
integrated into one police force structured on two levels (federal and local). 
In Norway, the number of police districts was cut in half, and the national 
police management was moved out of the department of justice and into an 
independent police directorate. The Netherlands reorganized its 148 police 
constabularies into an integrated national structure with twenty-five regions 
and has continued to refine and centralize its national system for the man-
agement of intelligence. Also, in Sweden, a national criminal intelligence ser-
vice has been created (Sheptycki, 2007).

Organizational Architecture

Yet, another slightly different approach to organizational structure is organi-
zational architecture (Auteri and Wagner, 2007; Ethiraj and Levinthal, 2004; 
Moussavou, 2006). The issue of structuring organizational effort became 
popular in the 1990s with the promotion of the concept organizational archi-
tecture. The architecture of an organization provides the framework through 
which an organization aims to realize its core qualities as specified in its 
ambitions. It provides for the infrastructure where business processes are 
deployed. It ensures that the organization’s core qualities are realized across 
the business processes deployed within the organization.

According to most authors, organizational architecture is a metaphor; like 
traditional architecture, it shapes the organizational space where life will take 
place. It also represents a concept which implies a connection between the orga-
nizational structures and other systems inside the organization in order to create 
a unique synergistic system, which will be more than just the sum of its parts.

Some systems are effective and efficient, while others are not. Successful 
systems may be attributable to the skill exercised in designing the system or to 
the quality of management practiced during operations, or both. Successful 
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systems are characterized by their simplicity, flexibility, reliability, economy, 
and acceptability:

Simplicity•	 . An effective organizational system need not be com-
plex. On the contrary, simplicity in design is an extremely desirable 
quality. Consider the task of communicating information about the 
operation of a system and the allocation of its inputs. The task is 
not difficult when components are few and the relationships among 
them are straightforward. However, the problems of communication 
multiply with each successive stage of complexity.
Flexibility•	 . Conditions change and managers should be prepared 
to adjust operations accordingly. There are two ways to adjust to a 
changing operating environment: (1) to design new systems or (2) to 
modify operating systems. An existing system should not be modi-
fied to accommodate a change in objectives, but every system should 
be sufficiently flexible to integrate changes that may occur either in 
the environment or in the nature of the inputs.
Reliability•	 . System reliability is an important factor in organizations. 
Reliability is the consistency with which operations are maintained, 
and may vary from zero output (a complete breakdown or work stop-
page) to a constant or predictable output. The typical system oper-
ates somewhere between these two extremes. The characteristics of 
reliability can be designed into the system by carefully selecting and 
arranging the operating components; the system is no more reliable 
than its weakest segment.
Economy•	 . An effective system is not necessarily an economical 
(efficient) system. It is often dysfunctional and, thus, expensive to 
develop much greater capacity for one segment of a system than for 
some other part. Building in redundancy or providing for every con-
tingency usually neutralizes the operating efficiency of the system. 
When a system’s objectives include achieving a particular task at the 
lowest possible cost, there must be some degree of trade-off between 
effectiveness and efficiency. When a system’s objective is to perform 
a certain mission regardless of cost, there can be no trade-offs.
Acceptability•	 . Any system, no matter how well designed, will not 
function properly unless it is accepted by the people who operate it. 
If the participants do not believe it will benefit them, are opposed to 
it, are pressured into using it, or think it is not a good system, it will 
not work properly. If a system is not accepted, two things can hap-
pen: (1) the system will be modified gradually by the people who are 
using it, or (2) the system will be used ineffectively and ultimately 
fail. Unplanned alterations in an elaborate system can nullify advan-
tages associated with using the system.
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Organizational architecture parameters for criminal versus legal organi-
zations are compared in Figure 5.2. For example, we suggest that criminals 
may be somewhat opposed to the system, but they are pressured into using 
it, causing the extent of acceptability to be lower than in legal business enter-
prises. Again, we may assume that the legal organization is a police investiga-
tion unit.

Organizations are constructed like any other kind of social system. 
An organization is observable through the actions and interactions of its 
members, both between themselves and with people in the organization’s 
environment. To be observable, an organization must have a domain for its 
activity, and it must have a set of objectives and goals. The basic elements in 
organization structuring include division of labor, structuring of work, and 
coordination, as first suggested by Mintzberg (1979).

In the architecture of policing, Jones (2007) discussed three alternatives 
for compliance in terms of police use of force:

 1. Instrumental and prudential compliance, where two alternatives are 
incentives and disincentives.

 2. Normative compliance, where three alternatives are acceptance of (or 
belief in) norm, attachment leading to compliance, and legitimacy.

 3. Constrained-based compliance, where three alternatives are physi-
cal restrictions or requirements on individual leading to compli-
ance (natural or imposed), restrictions on access to target, and 
structural constraints.

The topic of police use of force is an important one, where the organiza-
tion is constructed to encourage or discourage use of force. When the police 
officer is male, tall, and strong, the use of force may seem attractive. When 
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Figure 5.2 Organizational architecture parameters for criminal versus legal 
organizations (C: criminal, L: legal).
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the police officer is female, small, and not strong, she has to find other ways 
of solving problems. Maybe her solutions would be better even for the tall 
and strong policeman. Therefore, the use of physical constraints and archi-
tectures in policing are important (Jones, 2007).

Organization Building

Groth (1999) developed the idea of preconditions for organizing and suggested 
six areas where we quickly run into limits restricting organization building:

Capacity for work•	 . Both the need for organizations and their nature 
are strongly dependent on the nature and amount of work that has 
to be carried out.
Memory performance•	 . The brain has limitations in terms of storage 
capacity and retrieval capabilities.
Information processing•	 . The brain has limitations in terms of reason-
ing, problem solving, and decision making.
Communication•	 . The amount of information a person can absorb is 
limited by a communication bandwidth.
Interaction•	 . How fast a person can interact with other persons is 
limited.
Emotion•	 . Ambition, likes and dislikes, instincts, and preferences 
represent limitations.

According to Groth, it is difficult to ascertain which of these abilities 
or properties are most important, but they all represent limitations for 
organizational design. Because organizational design is about developing 
and implementing strategy (Bryan and Joyce, 2007), it is important to be 
aware of human limitations. Organizations can be designed to gain from 
strengths and compensate for weaknesses, and to avoid threats and to pros-
per from opportunities.

For example, hierarchy is efficient for setting aspirations, making deci-
sions, assigning tasks, allocating resources, managing people who cannot 
direct themselves, and holding people accountable. Even in new times, hier-
archy is needed to put boundaries around individuals and teams (Bryan and 
Joyce, 2007). All organizations are hierarchical, as compliance with authority 
is a universal feature of organizations. An authority structure is essential to 
decision making and its implementation (Andersen, 2002).

Furthermore, interdependencies among elements of organizational 
design might represent both barriers and enablers of strategy development 
and implementation. Because organizations are complex entities composed 
of tightly interdependent and mutually supportive elements, performance is 
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determined by the degree of alignment among the major elements. The mar-
ginal costs and benefits associated with any design element depend on the 
configuration of others (Rivkin and Siggelkow, 2003).

Structure as Determinant of Strategy Implementation

According to Puonti (2007), the traditional mode of collaboration in police 
forces resembles a relay race. This sequential collaboration enables only the 
transmission of papers and information from one participant to another. In 
contrast, parallel collaboration enables working together and analyzing the 
information together. The intelligence work often requires shared word pro-
cesses that involve interaction and open-minded exchange of different per-
spectives of crime.

Information technology has certainly enhanced the capacity of 
police to collect, retrieve, and analyze information. It has altered impor-
tant aspects of the field of policing. It has redefined the value of com-
municative and technical resources, and institutionalized accountability 
through built-in formats and procedures of reporting. It has the poten-
tial of restructuring policing from vertical information systems to hori-
zontal information systems. But, the impact of technology on the work 
processes of policing appears to be much less substantial, according to 
Chan (2003). The advantage brought about by technology—the capacity 
for a more responsive and problem-oriented approach to policing—has 
not been fully exploited.

In many police forces, there is a command structure, rather than a knowl-
edge structure (Collier et al., 2004). In the command structure, the higher-rank-
ing officer is always right. In the knowledge structure, the knowledge is always 
right. The command structure is a quasimilitary structure (Kelley, 2005).

The dependent variable in this conceptual research is the extent of strat-
egy implementation, as illustrated in Figure 5.3. Implementation might be 
measured in four different ways: completion of tasks so far, tasks expected 
to be completed, completion of the overall strategy, and improved organiza-
tional performance from the strategy (Gottschalk, 1999).

Specifically, implementation might be measured using these alternative 
definitions (Gottschalk, 1999):

 1. Implementation rate to date: Divide projects actually completed to 
date by projects scheduled to be implemented.

 2. Implementation rate to end: Divide projects actually implemented to 
date by projects in the strategy and divide by percent of expired time 
horizon.
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 3. Implementation extent: The extent to which the strategy has been 
completed on time, within budget, as expected, with desired results 
without deviations during implementation, and with satisfaction of 
stakeholders.

 4. Contribution to organizational performance: Reduced crime, 
increased success rate, reduced resource consumption, and improved 
knowledge sharing.

In addition to collaboration, systems, and communication already pre-
sented as independent variables, two more are introduced. Autonomy of 
the unit is the extent to which the police unit is able to make strategic, 
tactical, as well as operational decisions without the involvement of cen-
tral management. Interunit integration refers to the state of collaboration 
among units, and the techniques used to achieve this collaboration. These 
two dimensions represent differentiation and integration (Birkinshaw et 
al., 2002).

Organizational structure as a predictor of intelligence strategy imple-
mentation in policing might be conceptualized in terms of two alternative 
structures: bureaucratic and knowledge organization. The knowledge organi-
zation is very different from the bureaucratic organization. For example, the 
knowledge organization’s focus on flexibility and public response is very dif-
ferent from the bureaucracy’s focus on organizational stability and the accu-
racy and repetitiveness of internal processes. In the knowledge organization, 
current practices emphasize using the ideas and capabilities of police officers 
to improve decision making by senior leadership. In contrast, bureaucracies 
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Figure 5.3 Research model to study the extent of strategy implementation from 
police structure.
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utilize autocratic decision making by senior leadership with unquestioned 
execution by the workforce.

In our perspective of strategy implementation, it is interesting and rel-
evant to speculate whether a bureaucratic or a knowledge organization struc-
ture will lead to extended intelligence strategy implementation. It might be 
argued that a bureaucratic structure is better, as the autocratic leadership 
may implement the strategy by command. On the other side, it might be 
argued that a knowledge structure is better, as understanding and insight by 
police officers as knowledge workers will enable police intelligence. Only an 
empirical study based on the suggested research model will provide evidence 
for one or the other.

Case: An Empirical Study of Implementation and Structure

An empirical study was carried out in Norway in 2008 (Gudmundsen, 2009). 
In the survey research, implementation of national strategy for intelligence 
and analysis was measured in terms of three alternative constructs. First, 
there was a statement scale:

 1. Not implemented
 2. Implemented to a little extent
 3. Partly implemented
 4. Implemented to a great extent
 5. Completely implemented

The average response was 2.59. This result implies that the strategy 
was implemented to some extent, as this average is between the statements 
“implemented to a little extent” and “partly implemented.”

Next, there was a series of items to measure the extent of implementation:

We have implemented an intelligence and analysis unit.
We have implemented an operational analysis function.
We have implemented an operational intelligence function.
We have implemented a strategic analysis function.
We have implemented a strategic intelligence function.
We prioritize knowledge-based police work.
We have adapted the strategy to our own strategy.
We have created requirements to succeed with the strategy.
A change process according to the strategy is taking place.
We have planned when to evaluate our implementation.
Critical success factors for implementation are considered.
Goals for the implementation process are established.
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We have deadlines for the implementation.
We have allocated resources for the implementation.
We have developed measurements according to the strategy.

These items were measured on a Likert scale from 1 (completely disagree) 
to 7 (completely agree). To determine whether all items could be included in 
a single scale, reliability analysis was carried out. The result was a Cronbach 
alpha coefficient of 0.948, which indicates a high reliability when all fifteen 
items are included. Thus, all items were included when the average score was 
computed. The average score was 3.34. This score is between 3 (somewhat 
disagree) and 4 (neither disagree nor agree).

The third and final measurement of implementation was carried out 
by asking the respondents to estimate the extent of implementation in 
terms of percentage. The average response was an implementation extent 
of 37 percent.

These three alternative measurements of implementation extent seem to 
be consistent. All of them indicate that the implementation extent is less than 
50 percent by the average score of 2.59 (implemented to a little extent/partly 
implemented) and 3.34 (somewhat disagree/neither disagree nor agree).

The survey was carried out using police officers in Norway who work 
on intelligence and analysis. These experts have an annual meeting where 
they discuss police work in the area of intelligence and analysis. In May 
2008, 305 police officers participated at this meeting. After the meeting, our 
survey questionnaire was e-mailed to all of them. We received 158 replies, 
which represents a response rate of 52 percent. Unfortunately, 17 responses 
were lacking most items, making them unfit for analysis. Thus, 141 usable 
responses were included in the analysis, reducing the response rate to 46 per-
cent, which is still considered an acceptable response rate.

Organizational structure was measured on this multiple item scale in 
the questionnaire:

 1. We work sequentially on a case at a time. (r)
 2. We have freedom to choose how to do our job.
 3. We have good routines for internal knowledge transfer.
 4. We have good routines for external knowledge transfer.
 5. We always follow institutional routines. (r)
 6. We always have to follow hierarchical reporting. (r)
 7. Program management is important in our organization.
 8. We have a bureaucratic decision-making system. (r)
 9. There is always consistency between responsibility and authority. (r)
 10. We are always dependent on superiors’ decisions. (r)
 11. We change organizational structure according to new requirements.
 12. Our organization is characterized by hierarchy. (r)
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 13. In our organization, formal authority is the only thing. (r)
 14. Our organization is changing all the time.
 15. We are a knowledge organization.
 16. We have a flexible organizational structure.
 17. We have an integrated collaboration in the organization.
 18. We have an integrated collaboration with external partners.

These eighteen items were measured on a Likert scale from 1 (completely 
disagree) to 7 (completely agree). When testing reliability, the complete scale 
achieved a Cronbach alpha of .755, which is acceptable. However, given the 
very many items in the scale, it was decided to improve reliability by deleting 
items. First item to be deleted was number 5, thereby improving the alpha to 
.796. Further deletion of 9, 2, 1, and 6 improved the reliability to .885. Thirteen 
items remained. Calculation of average structure based on these items was 
3.76. Because this number is between 3 (disagree somewhat) and 4 (neither 
agree nor disagree), this average score indicates a somewhat bureaucratic 
organizational structure on average. All items were interpreted on a scale 
from bureaucratic organization structure to knowledge organization struc-
ture. Those items formulated opposite were reversed (r) in the calculations.

Assuming that there is a causal relationship between organizational structure 
and the extent of implementation, we formulated the following hypothesis:

Hypothesis: The extent of implementation of national strategy for intelligence and 
analysis will be greater when the police unit is a knowledge organization rather 
than a bureaucratic organization.

This hypothesis can now be tested. Statistical analysis in terms of regres-
sion analysis was carried out, providing results that support the hypothesis. 
Statistical analysis showed that organizational structure might significantly 
predict the extent of implementation. Police units with a bureaucratic organi-
zation structure had implemented the strategy at a significantly lower extent 
than police units with a knowledge organization structure.

In Table 5.1, all three implementation constructs are applied. When 
implementation statements represent the dependent variable, then the 

Table 5.1 Regression Analysis Linking Implementation Extent to 
Organization Structure

Model
Adjusted R 

Square
Significance 

Model
B 

Coefficient
Significance 
Coefficient

Implementation statements .280 .000 .457 .000
Implementation items .428 .000 .865 .000
Implementation percent .328 .000 14.400 .000
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independent variable organization structure predicts 28 percent (.280) of the 
variation in implementation extent. When implementation items represent 
the dependent variable, then the organization structure predicts 43 percent. 
Finally, the implementation percent model predicts 33 percent. All three 
models are significant, and organization structure as predictor is significant 
as coefficient in all three models as well.
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Organizational  
Culture 

There seems to be no such thing as one single police culture. Depending on 
organization, structure, and task, culture in police society varies. For example, 
Christensen and Crank (2001) found cultural differences between police offi-
cers in urban and nonurban areas, while Reuss-Ianni (1993) made a distinction 
between street cops and management cops. In this chapter, a research model is 
developed to study impacts of variation in police culture on the extent of intelli-
gence strategy implementation. Our research question might be formulated: How 
does police culture influence the extent of intelligence strategy implementation?

Police Personnel Cultures

Police culture has been studied for many years (Fielding, 1984; Reuss-Ianni, 
1993), and it has received increased attention in police organizations in recent 
years. For example, Christensen and Crank (2001) studied police work and cul-
ture in a nonurban setting in the United States. They found a police culture 
emphasizing secrecy, self-protection, violence, and the maintenance of respect.

At one point in the history of policing, domestic violence calls were 
thought to be the most dangerous situations handled by police officers. Of 
all police officers murdered in the line of duty in the United States in 1970, 
22 percent were killed while handling family violence incidents. Family dis-
turbances were the single most dangerous call police officers would handle. 
Domestic violence calls still pose great dangers for the safety of police officers 
in the United States as thousands of police officers are assaulted annually while 
handling domestic violence and domestic disturbance calls (Johnson, 2008).

In the literature, Lahneman (2004) studied knowledge-sharing in the 
international intelligence community after 9/11, while Granèr (2004) studied 
uniformed police officers’ occupational culture. Barton (2004) found that the 
English and Welsh police epitomize organizations that are steeped in tradi-
tion, while Reuss-Ianni (1993) made a distinction between street cops and 
management cops.

According to Jaschke et al. (2007), the style of policing varies enormously 
from country to country and even within local police forces. In some coun-
tries, inhabitants tend to fear the police almost as much as they fear criminals. 
In such countries, the police force is perceived as corrupt, brutal, repressive, 
uneducated, and untrustworthy. In other countries, the police are the most 
trusted institution. The latter is the case in Norway, where police officers enjoy 

6
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almost complete trust and confidence in the public. According to a global 
survey, confidence in the police among industrialized countries was highest 
in Norway (89 percent), Britain (87 percent), and Canada (79 percent).

An organizational culture is a set of shared norms, values, and percep-
tions that develop when the members of an organization interact with each 
other and the surroundings. It is holistic, historically determined, socially 
constructed, and difficult to change (Hofstede et al., 1990). Organizational 
culture might determine how the organization thinks, feels, and acts.

An occupational culture is a reduced, selective, and task-based version 
of culture that is shaped by the socially relevant worlds of the occupation 
(Christensen and Crank, 2001). Embedded in traditions and history, occu-
pational cultures contain accepted practices, rules, and principles of conduct 
that are applied to a variety of situations, and generalized rationales and 
beliefs (Bailey, 1995).

For example, when one thinks about the investigation of a crime as a 
process of assembling knowledge, one begins to recognize that police officers 
are knowledge workers. The basic sets of raw material that police work with 
are information and interactions with people. How the police deal with these 
materials within their occupational culture is determined by a variety of fac-
tors, such as skills and education (Fraser, 2004).

Occupational culture plays an important role in organizational perfor-
mance and change. Barton (2004) identified occupational culture and its per-
petuation as key barriers that have substantially impeded the success of reform 
agendas. Similarly, Kiely and Peek (2002) studied the culture of the British 
police. Interviewed inspectors and sergeants felt that most members of the 
organization shared the established values of the police service. In another 
study, Glomseth et al. (2007) found that occupational culture is a determi-
nant of knowledge sharing and performance in police investigations.

To some extent, occupational culture contains what is taken for granted 
by members, invisible yet powerful constraints, and thus it connects cog-
nition and action, environment and organization, in an entangling and 
interwoven tapestry. They act as socially validated sources, one for the other 
(Bailey, 1995).

Occupational culture arises from a set of tasks that are repeated and 
encapsulated into routines in various degrees, and from a technology that is 
various and indirect in its effects (it is mediated by the organizational struc-
ture), producing a set of attitudes and an explanatory structure of belief (ide-
ology). The tasks of policing are uncertain; they are various, unusual, and 
unpredictable in appearance, duration, content, and consequence. They are 
fraught with disorderly potential. The police officer is dependent on other 
officers for assistance, advice, training, working knowledge, protection in the 
case of threats from internal or external sources, and insulation against the 
public and periodic danger. The occupation emphasizes autonomy, both with 
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respect to individual decision making or what lawyers term discretion, the 
public it serves and controls (officers will routinely experience adversarial 
relations with the public), and the rigid authority symbolized by the paramil-
itary structure of the organization. Finally, the occupational culture makes 
salient the displaying, creating, and maintaining of authority. The sources of 
the authority theme are multiple insofar as they draw on the state’s authority, 
the public morality of the dominant classes, and the law (Bailey, 1995).

Organizational culture represents basic assumptions that are beliefs, val-
ues, ethical and moral codes, and ideologies that have become so ingrained 
that they tend to have dropped out of consciousness. These assumptions are 
unquestioned perceptions of truth, reality, ways of thinking and thinking 
about, and the feelings that develop through repeated successes in solving 
problems over extended periods of time. Important basic assumptions are 
passed on to new members, often unconsciously.

Beliefs and values are consciously held cognitive and affective patterns. 
They provide explicit directions and justifications for patterns of organiza-
tional behavior as well as the energy to enact them. Beliefs and values are also 
the birthplaces of basic assumptions.

While organizational culture describes joint perceptions and values 
among a group of persons, there will often be substantial individual varia-
tions in values and behaviors. For example, in a Norwegian survey of 766 
police officers, Burke and Mikkelsen (2005) found significant variation 
in the use of violence by officers. The survey indicated that cynical police 
officers were more willing to use force, while pragmatic officers were more 
willing to use their social skills to solve problems. As long as police officers 
stay within laws and policies, they are free to choose the extent of violence 
applied to solve problems (Sims et al., 2005). Skolnick (2008, 36) finds this to 
be problematic:

The capacity to use force is, of course, another necessary, enduring, and poten-
tially troublesome feature of the police enterprise.

Police culture can be described as a confluence of themes (Christensen 
and Crank, 2001). Themes are areas of activity and sentiments associ-
ated with these activities, linked to each other by a dynamic affirmation, 
which is the idea that activities and dispositions are not easily separable 
ideas, but reciprocally causal. Activities confirm predispositions, and 
predispositions lead to the selection of activities. Themes are developed 
around particular contours of the day-to-day working environment of 
the police.

According to Jaschke et al. (2007), police culture is a shared system of 
ideas, values, and norms about behavior within the police force or particular 
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segments of the police. Police culture consists of accepted practices, rules, 
and principles of conduct that are applied to a variety of situations. Police 
culture also consists of rationalities and beliefs. This culture becomes visible 
when expressed through patterns of police behavior in real situations.

Shared Occupational Values

Kiely and Peek (2002) studied the culture of the British police. The purpose 
of the study was to explore police culture and the perceived meanings of 
“quality” and “quality of service” in the police context. At the Police Staff 
College, the definition of culture suggested by police academic staff is that 
offered by Professor Edgar Schein of MIT (Kiely and Peek, 2002, 170):

A pattern of basic assumptions invented, discovered or developed by a given group as 
it learns to cope with its problem of external adaptation and internal integration—that 
has worked well enough to be considered valid and, therefore, to be taught to new 
members in the correct way to perceive, think and feel in relation to those problems.

In this definition, the shared values perspective is used, rather than 
the shared practices perspective. They found several organizational values. 
For example, police inspectors viewed as important values such as honesty, 
morality, and integrity, providing a good service, value for money, and a 
desire to help. Others included commitment, self-discipline and restraint, 
courtesy, empathy and sympathy, fairness, and impartiality. Loyalty, consis-
tency, trust, and sense of humor also were featured.

The degree to which police inspectors and sergeants espoused values that 
were felt to match those of the organization was explored by Kiely and Peek 
(2002). Some considered their values matched those, stated in some form or 
other, by chief officers. Others argued their values were reflected in published 
annual objectives.

Interviewed inspectors and sergeants felt that most members of the orga-
nization shared the values of the police service. The view was expressed that 
what could differ was the degree of emphasis on particular values or dif-
ferences in priorities. The realities of police work were highlighted as “tar-
nishing” values, particularly those of young recruits. The greatest perceived 
influence was the “canteen culture.” They learn their values eight hours a day, 
spending long periods of time sitting in cars watching how other policemen 
do their job, eating with them, socializing with them. Repeatedly alluded to 
were the dangers of canteen cultures with young officers being influenced by 
“old cynics” and picking up outdated values.
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To those interviewed, quality of service signified “serving the commu-
nity,” “value for money,” “just doing the best you can with the resources 
available,” and “the public getting the service it funds us to supply.” Half of 
those interviewed perceived quality of service to include internal quality, e.g., 
service to the people within the police force, in other words, the way they 
treat each other.

Corruption in the police represents the dark side of police culture. 
Almost every year in developed countries, such as the United Kingdom, 
there is a headline case of police corruption, which involves corrupt police 
officers working alone or with others (Caless, 2008, 4):

Any investigation into criminality or corruption by the police is made much more 
difficult when insiders are involved. There is also the danger that the insiders 
themselves will be alerted by well-meaning friends or colleagues. Investigation 
techniques can be comprised and police intelligence passed to the very people 
the systems are designed to catch: the criminals. 

Corruption occurs when a member of a police force illegally puts per-
sonal interests, or the interests of others, above those of the people he or she is 
pledged to serve. Some claim that corruption is not a cultural phenomenon, 
based on the bad apple theory. The argument in this theory is that a corrupt 
police officer or staff member is a single instance, isolated from the norm and 
by no means typical. Other theorists, however, look into the nature of polic-
ing itself as the reason that staff becomes corrupt. They argue that the law 
does not give the police sufficient powers and, therefore, the police themselves 
have to invent ways to get around the criminal justice system (Caless, 2008).

Culture as Determinant of Strategy Implementation

In analyzing the culture of a particular group or organization, Schein (1990) 
finds it desirable to distinguish three fundamental levels at which culture 
manifests itself: (1) observable artifacts, (2) values, and (3) basic underly-
ing assumptions. When one enters an organization, one observes and feels 
its artifacts. This category includes everything from the physical layout, the 
dress code, the manner in which people address each other, the smell and feel 
of the place, its emotional intensity, and other phenomena, to the more per-
manent archival manifestations, such as company records, products, state-
ments of philosophy, and annual reports.

Values as the second level can be studies through interviews and ques-
tionnaires in terms of norms, ideologies, charters, and philosophies. Basic 
underlying assumptions at the third and final level are concerned with per-
ceptions, thought processes, feelings, and behavior. Once one understands 
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some of these assumptions, it becomes easier to decipher the meanings 
implicit in the various behavioral and material phenomena one observes 
(Schein, 1990).

In their research, Hofstede et al. (1990) found that shared perceptions of 
daily practices are the core of an organization’s culture, not shared values. 
The research measurements of employee values differed more according to 
the demographic criteria of nationality, age, and education than according to 
membership in the organization per se.

What by Hofstede et al. (1990) was labeled practices can be labeled conven-
tions, customs, habits, mores, traditions, or usages. Culture is then that complex 
whole that includes knowledge, beliefs, art, morals, law, customs, and any other 
capabilities and habits acquired by man as a member of an organization.

Perceptions of daily practices can be measured in terms of shared prac-
tices. Practice differences can be found in terms of process-oriented versus 
results-oriented, employee-oriented versus job-oriented, parochial versus 
professional, open system versus closed system, loose control versus tight 
control, and normative versus pragmatic.

The main emphasis in this study is on the core element values because 
it is important in discussions of organization culture. Hofstede et al. (1990), 
for example, argue that values compose the core of any culture. Being rela-
tively lasting, values are emotional perceptions of what is appreciated and 
preferred in an organization. In other words, values are essential for an orga-
nization’s fundamental perception of what is right and what is wrong, and 
what is desirable and valuable in a work situation. Consequently, it is possible 
to claim that an organization’s values dictate its behavior.

A total of eighteen police personnel values were applied in this research, 
all representing cultural dimensions of potential importance to law enforce-
ment performance. We will now systematically and carefully introduce the 
research variables by drawing out characteristics of each of the eighteen fac-
tors that we examine.

 1. Time firm versus time floats. Some police investigators value con-
scious use of time and punctuality. Time is regarded as an important 
factor, both in relation to ordinary policing and training, and espe-
cially when they are faced with aggravated and dangerous crime. The 
time factor is particularly decisive in armed responses.

 2. Legality versus effectiveness. Legal protection and democracy versus 
efficiency and productivity is an important and interesting dimen-
sion for the entire public sector. The concept of public ethos might be 
linked to the question about the role of the police as an institution 
in society with the right to use coercive force, and the question that 
the police should serve. This dimension is of particular interest to 
the police, which act as society’s machinery of power. Consequently, 
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the police’s priorities in connection with the execution of power have 
great impact on our democracy. This dimension is also important 
because the police are action- and task-oriented.

 3. Direct versus indirect. This factor is concerned with the style of com-
munication. A direct style might be preferred, which has to be seen 
in relation to a context involving an open and relaxed tone between 
the officers and the absence of conflicts. In terms of subject matter 
and form, a unit’s regular discussions might encourage a direct or 
indirect style.

 4. Open versus closed. Closure, secrecy, loyalty, and no communication 
with the environment during investigations is suggested as a typical 
characteristic of police culture by Reuss-Ianni (1993).

 5. Informal versus formal. This factor measures the extent to which police 
investigators are communicating informally or formally with each 
other.

 6. Equality versus hierarchy. Equality is characterized by short dis-
tances between layers in the organization, minor differences in sta-
tus, a relatively tight social environment, and a welcoming reception 
given to new members.

 7. Security versus challenge. This dimension of security and safety ver-
sus challenge and suspense is perceived as very two-sided. On the 
one hand, it is a general feature of the police officers in the unit that 
they are drawn to suspense and seek challenges to test their ability 
to master difficult situations. On the other hand, we see that impor-
tance is given to planning, structure, situation analyses, and train-
ing. The significance of security is underlined by the priority given 
to health, environment, and safety regulations as well as the stress on 
personal safety in connection with different assignments.

 8. Change versus tradition. On the one hand, the police officers are 
almost continually preoccupied with self-development, team devel-
opment, and with developing their division. The management encour-
ages them to frequent testing of new equipment, interview methods, 
evidence collection, competence building, and further development 
of police investigation methods. On the other hand, they also value 
experience and thoroughly tested routines and systems. It is also 
appreciated that routines are thoroughly tested and have proved to 
work. Most organizations (particularly police organizations) view 
tradition and history as important. Fielding (1984) shows that police 
officers, to a great extent, tend to trust their previous experiences and 
arrangements, which have proved to work in the past.

 9. Practical versus philosophical. Detectives may have a clear practical 
and pragmatic orientation or a theoretical and philosophical ori-
entation. They have a practical orientation when they are working 
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continuously with the purpose of finding simple and practical solu-
tions. They have a theoretical orientation when they are testing new 
equipment, developing new plans, and combining evidence material 
in new ways. A similar distinction can be made between intellectu-
ally reflecting attitudes in contrast to an intuitive-, practical-, and 
action-oriented attitude among police officers.

 10. Liberty versus control. Liberty and freedom is given to police inves-
tigators to be creative, follow the challenge of solving a crime, and 
applying each officer’s skill. Control is needed so that detectives fol-
low the book and they themselves do not break the law.

 11. Individual versus group. Group orientation is often found in police 
work because a typical feature of policing is team cooperation or 
cooperation between two partners. This is a typical feature developed 
in newcomers when they go on car patrols together. Partnerships of 
this kind tend to last for many years, long after they have left the uni-
form in the closet. On the other hand, police officers are described as 
strong individuals with distinct leadership qualities. What is more, 
a detective is often completely responsible for his or her own actions, 
which leads to stronger emphasis on individualism.

 12. Privacy versus openness. This factor is intended to capture how offi-
cers put into practice or how they value the social conditions in the 
unit. Which topics are being discussed, and to what extent do the 
police officers feel that the unit is characterized by openness and 
intimacy?

 13. Competition versus cooperation. Cooperation is often appreciated 
among close colleagues. At the same time, detectives may be compet-
itive in solving crimes. They have a strong desire to achieve results. 
This attitude can stimulate individual competition and competition 
among teams and divisions.

 14. Task versus relationship. Task orientation versus relation orientation 
is a dimension that is frequently subjected to a variety of analyses of 
organizational culture. Members of police units often express a clear 
preference for task orientation. This tendency can be understood in 
the light of the officers’ strong interest in professional matters and 
how much room they are given for self-development. The emphasis 
on action and result orientation are likely to reinforce this tendency.

 15. Firm leader versus individual creativity. This factor measures man-
agement, where the investigation leader might be a strong manager. 
Traditionally, the police hierarchy encourages a culture of strong man-
agers, where the senior investigation officer (SIO) makes decisions.

 16. Work versus balance. This dimension of work being more important 
versus balance between work and spare time is an interesting culture 
factor among all kinds of professionals and managers. Detectives 
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might tend to be very enthusiastic about their job, their special field, 
and their work environment, causing an imbalance toward work. A 
prominent feature of the organizational culture in the police is to 
regard police work as more than just an ordinary job. Entering the 
police force might mean adopting a lifestyle. On the one hand, many 
police officers are also parents of small children (often many chil-
dren), which is a factor that works contrary to the notion of police 
work as a lifestyle. In addition, a great number of police officers are 
actively taking part in sports, outdoor life, and organizational activi-
ties as well as taking on duties.

 17. Short term versus long term. A police investigation can sometimes be 
described as guided by incidents and fragmented information. This 
indicates that extensive planning is not necessary, and that the focus 
is short term. Consequently, this might create a culture of short-term 
focus, fast solutions, and quick results. On the other hand, wherever 
possible, detectives value thorough analyses and decision-making 
processes characterized by a long-term perspective. For example, it 
might take several years of training leading up to approval or certifi-
cation of a senior investigation officer in the United Kingdom.

 18. Act versus plan. Also interesting is the dimension action orientation 
versus planning orientation. This is the only dimension where it is 
often possible to identify certain differences of some significance 
between managers and nonmanagers. Reuss-Ianni (1993) distin-
guishes between managers (management cops) and police officers on 
patrol (street cops) with widely different cultures of the two groups. 
Police officers who do not hold managerial positions display a gen-
eral feeling of disdain for managers because they have lost the touch 
of everyday practical policing.

The dependent variable in this conceptual research is the extent of strat-
egy implementation, as illustrated in Figure 6.1. Implementation might be 
measured in four different ways: completion of tasks so far, tasks expected 
to be completed, completion of the overall strategy, and improved organiza-
tional performance from the strategy (Gottschalk, 1999).

Specifically, implementation might be measured using these alternative 
definitions (Gottschalk, 1999):

 1. Implementation rate to date: Divide projects actually completed to 
date by projects scheduled to be implemented.

 2. Implementation rate to end: Divide projects actually implemented to 
date by projects in the strategy and divide by percent of expired time 
horizon.
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 3. Implementation extent: The extent to which the strategy has been 
completed on time, within budget, as expected, with desired results, 
without deviations during implementation, and with satisfaction of 
stakeholders.

 4. Contribution to organizational performance: Reduced crime, 
increased success rate, reduced resource consumption, and improved 
knowledge sharing.

As suggested in this conceptual research model, police culture might be 
a determinant of the extent of strategy implementation. The principal works 
of the police vary in method, in conceptual focus, in depth of analysis, and in 
the degree to which they are comparative. In a comparative study of Scottish 
and American police roles, peacekeeping and law enforcement were identi-
fied as two different police roles. Another comparative study of rural and 
urban English forces found higher dependency on other officers in the urban 
force where the public was seen as unsupportive. There, the radio and the 
police vehicle became primary tools. Rural forces were found less dependent 
on other officers (and more on the public) and less concerned with action, 
risk, excitement, and crime fighting (Bailey, 1995).

To implement such a model locally requires local strategy work, as indi-
cated by the South Yorkshire strategy (SYPIS, 2007). To measure the extent 
of implementation, our research model suggests four alternative definitions 
(listed above). In empirical research, the situation will determine which ones 
are appropriate for implementation measurement.

IMPLEMENTATION
1.   Implementation rate to date 
2.   Implementation rate to end 
3.   Implementation extent
4.   Contribution to
      organizational performance 
 

POLICE CULTURE 
1.    Time firm versus time floats
2.    Legality versus effectiveness 
3.    Direct versus indirect 
4.    Open versus closed 
5.    Informal versus formal 
6.    Equality versus hierarchy 
7.    Security versus challenge
8.    Change versus tradition 
9.    Practical versus philosophical 
10.  Liberty versus control 
11.  Individual versus group 
12.  Privacy versus openness 
13.  Competition versus cooperation 
14.  Task versus relationship 
15.  Firm leader versus individual 
       creativity 
16.  Work versus balance 
17.  Short term versus long term 
18.  Act versus plan 

Figure 6.1 Police culture research model to study the extent of strategy 
implementation.
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There will be variation in the extent of implementation from police dis-
trict to police district. This variation is explained in the research model by 
eighteen factors representing organizational values (listed above). The unit of 
analysis is the police district, implying that there will be variation in support 
from the national agency to different police districts.

As this research is conceptual, future research may empirically test the 
research model by testing the three research hypotheses (see Chapter 4, 
Section 4.6).

In conclusion, the need for improved implementation of strategies in law 
enforcement and policing has been emphasized by both scholars and practitio-
ners. At the same time, strategy implementation suffers from a general lack of aca-
demic attention. Despite the importance of the strategy execution process, much 
more attention is paid to strategy formulation than strategy implementation.

This research model has made a contribution to the strategy implemen-
tation literature by developing a research model to study implementation of 
police intelligence strategy in the context of police culture. Future research 
might empirically test the suggested research model by developing research 
hypotheses for testing.

We may now combine organizational structure and organizational cul-
ture into one research model to study the extent of strategy implementation 
(Figure 6.2).

Again, we are studying cause-and-effect relationships, which can be for-
mulated in terms of research hypotheses. A hypothesis is a theoretical claim 
about relationships in reality, which can only be verified empirically in terms 
of a survey, a case study, experiments, or other empirical methods. When 
structure and culture are the theoretical causes of variation in implementa-
tion extent, then these two hypotheses can be formulated:

Hypothesis 1: A knowledge organization structure will be associated 
with a greater extent of strategy implementation than a bureaucratic 
organization structure.

STRATEGY 
IMPLEMENTATION

ORGANIZATION CULTURE 

ORGANIZATION STRUCTURE

Figure 6.2 Structure and culture both affecting implementation.
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Hypothesis 2: An open organization culture will be associated with a greater 
extent of strategy implementation than a closed organization culture.

These two hypotheses can be reasoned based on our discussion already 
presented on organizational structure and organizational culture. In terms 
of organizational structure, Toch (2008, 60) argues that change is extremely 
difficult in traditional police organizations:

The organization of police departments along hierarchical, classic management 
lines makes it difficult for departmental leadership to tackle commonly experi-
enced internal problems, so as to improve performance and enhance morale. The 
main reason for this fact is that top-down reform invites resistances from rank-and-
file officers who feel that their views have been disregarded.

This quote can be found to be directly supporting our first hypothesis 
because implementation of strategy for intelligence and analysis implies an 
organizational change, which is more difficult to carry out in a hierarchical, 
traditional police organization. The same finding is confirmed by Sklansky 
and Marks (2008, 1):

Police departments today are more attractive places than they used to be for exper-
iments in participatory management and other forms of workforce empowerment, 
but experiments of this kind in law enforcement remain disappointingly rare … 
The dominant mindset of police departments, police reformers, appellate judges, 
and criminal justice scholars—the dominant mindset, in short, of nearly everyone 
who thinks about policing and its problems—is, and always has been, that polic-
ing needs strong, top-down management. Good police officers are police officers 
that follow rules. Rank-and-file organizing is an obstacle to reform and an impedi-
ment to maintaining a “disciplined” work force. 

Hierarchy and bureaucracy are often barriers to change. Similarly, sup-
port might be found for the second hypothesis about organizational culture 
from Skolnick (2008, 37), who writes about the consequences of a closed 
police culture:

Skepticism, cynicism, mistrust of outsiders—all are traits observers of police apply 
to them and that they apply to themselves … The feelings of loyalty and broth-
erhood sustaining a silence code unquestionably protect cops against genuine 
threats to safety and well-being … However, of course, it is one thing to issue a 
directive, and another for it to be followed.

The first hypothesis implies that it is possible to distinguish between two 
types of organizational structure, where the knowledge organization is the 
opposite of the bureaucratic organization. The second hypothesis makes a 
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distinction between open versus closed organizational culture. Both hypoth-
eses are theoretical claims about causal relationships. But are they true? Only 
empirical studies can support such hypotheses.

Case: An Empirical Study of Implementation and Culture

In Chapter 5 on organizational structure, support for hypothesis 1 was 
discussed. Based on a survey, police officers working in the area of intel-
ligence and analysis responded that implementation extent was greater in 
a knowledge organization than in a bureaucratic organization structure 
(Gudmundsen, 2009).

In the same empirical study, organizational culture was measured on 
this multiple item scale:

 1. Change: Growth, development, change, new ways of doing things are 
appreciated.

 2. Tradition and continuity: Stability, tradition, old and well-tested ways 
of doing things is appreciated. (r)

 3. Individualism: Everyone is completely and fully responsible for his or 
her own actions and decisions; the individual is more important than 
the group.

 4. Group orientation: The group’s needs are more important than the 
individual’s needs; the group is responsible for members’ actions.

 5. Equality and influence: Short distance between top and bottom in 
the hierarchy; a person is mainly valued based on results rather than 
position.

 6. Hierarchy and authority: Long distance between top and bottom in 
the hierarchy; a person is mainly valued based on position rather 
than results. (r)

 7. Short-term focus: Quick solutions and speedy results are valued; abil-
ity to quickly go into new relationships and also be able to quickly 
terminate them when necessary.

 8. Long-term focus: Thorough and fundamental decision processes are 
valued; ability to sustain a relationship over a long period of time is 
valued. (r)

 9. Task orientation: To complete all working tasks is perceived as most 
important; an officer’s value is mainly measured in terms of perfor-
mance. (r)

 10. Relational orientation: To have a good relationship and work closely 
with colleagues is considered most important; an officer’s value is 
mainly determined by the ability to create good relationships.
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 11. Action orientation: Actions leading to results are most important. 
(r)

 12. Planning orientation: Thorough preparations and planning are 
valued.

 13. Practical and pragmatic orientation: Setting goals and findings ways 
to achieve them are most important.

 14. Philosophical and theoretical orientation: High-level principles, 
reflection, thinking, and reasoning are most important.

 15. Strong and visible management: Management makes decisions about 
goals and how they are best accomplished; management control of 
personnel and their tasks is important. (r)

 16. Freedom, trust, initiative, and creativity: Each officer may alone or 
with the team define the situation, determine goals, and relevant 
means.

 17. Closed organization culture: No sharing of knowledge or flow of 
information. (r)

 18. Openness both internally and externally: Sharing information and 
knowledge stimulates persons to act and take on responsibility.

Each item was measured on a scale from 1 (completely disagree) to 7 
(completely agree). Some of the items were reversed (r), so that all scales rep-
resent the same direction from a bureaucratic kind of organizational culture 
to a knowledge-oriented kind of organizational culture. Reliability analysis 
in terms of Cronbach alpha indicated that some of the items did not match 
the scale. When all 18 items were included, the reliability coefficient was 
unacceptably low at .500. Because the number of items is very large, there is 
no problem involved in removing items from the scale.

The first item to be removed was 15, thereby improving the Cronbach alpha 
to .619. This improvement makes sense, as strong and visible management can 
be found in both bureaucratic knowledge-oriented cultures. The second item to 
be removed was 8, thereby achieving an improved alpha of .711. Again, it makes 
sense to argue that long-term focus is found in both bureaucratic as well as knowl-
edge cultures. To further improve reliability, items 11, 9, 7, 2, and 3 were deleted. 
The final reliability with 7 deleted items and 11 remaining items was .865.

When computing average culture based on the remaining scale of 11 
items, the average value based on 141 completed responses from intelligence 
officers was 4.14. Since the scale ran from 1 to 7, the average of 4.14 is slightly 
to the right of the middle, indicating that responding police officers find their 
organizations slightly more knowledge-oriented than bureaucracy-oriented.

While hypothesis 2 above was concerned with open versus closed cul-
ture, this empirical study was based on the following hypothesis:



Organizational Culture   105

Hypothesis: The extent of implementation of national strategy for intelligence and 
analysis will be greater when the police unit has a knowledge culture rather than 
a bureaucratic culture.

This hypothesis can now be tested. Statistical analysis in terms of regres-
sion analysis was carried out, providing results that support the hypothesis. 
Statistical analysis showed that organizational culture might significantly 
predict the extent of implementation. Police units with a bureaucratic orga-
nization culture had implemented the strategy at a significantly lower extent 
than police units with a knowledge organization culture.

In Table 6.1, all three implementation constructs are applied. When 
implementation statements represent the dependent variable, then the inde-
pendent variable organization culture predicts 23.4% (.234) of the variation in 
implementation extent. When implementation items represent the dependent 
variable, then organization culture predicts 38.2% (.382). Finally, the imple-
mentation precent model predicts 24.3% (.243). All three alternative models 
are significant, i.e. implementation statements, implementation items, as well 
as implementation percent. Thus, organization culture as a determinant of 
implementation is a significant predictor in all three models.

We have found that structure, as well as culture, are significant factors 
influencing implementation, when each of them is treated separately. Multiple 
regression analysis will now be applied where both structure and culture are 
to predict implementation simultaneously.

In Table 6.2, all three implementation constructs are applied again. While 
all three models are significant, culture is not anymore. When culture is to 

Table 6.1 Regression Analysis Linking Implementation Extent to 
Organization Culture

Model
Adjusted R 

Square
Significance 

Model
B 

Coefficient
Significance 
Coefficient

Implementation statements .234 .000 .431 .000
Implementation items .382 .000 .825 .000
Implementation percent .243 .000 12.501 .000

Table 6.2 Regression Analysis Linking Implementation Extent to Both 
Structure and Culture

Model
Adjusted R 

Square Factors B Coefficient
Significance 
Coefficient

Implementation statements .274 Structure
Culture

.358

.113
.006
.386

Implementation items .440 Structure
Culture

.625

.300
.001
.097

Implementation percent .309 Structure
Culture

12.161
2.138

.002

.585
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“compete” with structure as an explanation for variation in implementation, 
it “loses.” Thus, only structure is a significant factor predicting implementa-
tion. When organizational structure moves from a bureaucratic structure to 
a knowledge structure, then the extent of implementation of national strat-
egy for intelligence and analysis increases.

Case: Advanced Empirical Study of 
Implementation Predictors

Hypothesis 1: The extent of implementation of national strategy for 
intelligence and analysis will be greater when the police unit is a 
knowledge organization rather than a bureaucratic organization.

Hypothesis 2: The extent of implementation of national strategy for 
intelligence and analysis will be greater when the police unit has a 
knowledge culture rather than a bureaucratic culture.

To test the proposed research model, we adapted the survey method for 
data collection. Our hypotheses were examined by applying the partial least 
squares method to the collected data. The unit of analysis was the indi-
vidual level.

Measurement and data collection implies an evaluation of the measure-
ment model. Confirmatory factor analysis was approached using PLS-Graph* 

v. 3.0. While PLS (partial least squares) is typically used to model causal rela-
tionship among latent variables (factors), it is equally possible to use PLS to 
explore confirmatory factor analysis measurement models. The measure-
ment model in this research was analyzed in three stages: (1) the individual 
item reliabilities, (2) the model’s convergent validity, and (3) discriminant 
validity.

Individual item reliability was examined by looking at the loadings, or 
correlations, of each indicator on its respective construct. For reflective indi-
cators, a generally recognized rule of thumb is that items with a loading of 
0.707 or above demonstrate acceptable reliability (Barclay et al., 1995). This 
threshold implies that there is more variance shared between the measures 
and their constructs than there is error variance. The initial analysis indicated 
that elimination of some items would enhance the fit indices. Standardized 
residuals indicated significant cross loadings for several items, which were 
deleted. All factor loadings in the model have t-values that exceeded 2.0, as 
shown in Table 6.3.

* PLS-Graph, v. 3.0 is a copyright of Soft Modeling, Inc.
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The next step in analyzing the measurement model was to evaluate con-
vergent validity. This indicates the indicators for a given construct should be 
at least moderately correlated among themselves. Poor convergent validity 
among the indicators for a factor may mean the model needs to have more fac-
tors. Convergent validity was evaluated by examining the composite reliabil-
ity and average variance extracted from the measures. Reliability is a measure 
of the internal consistency of the construct indicators, depicting the degree to 
which they indicate the common latent (unobserved) construct. More reliable 
measures provide the researcher with greater confidence that the individual 
indicators are all consistent in their measurements. A commonly used thresh-
old value for acceptable reliability is 0.70, although this is not an absolute stan-
dard, and values below that have been deemed acceptable if the research is 
exploratory in nature. Table 6.3 shows the composite reliability scores for each 
of the constructs are well above 0.70, ranging from 0.895 to 0.956, demonstrat-
ing an acceptable level of internal consistency of the construct indicators.

Another measure of reliability is the variance-extracted measure. This 
measure reflects the overall amount of variance in the indicators accounted 
for by the latent construct. Higher variance extracted values occur when the 
indicators are truly representative of the latent construct. Recommendations 
typically suggest that the variance-extracted value for a construct should 
exceed 0.50 (Fornell and Larcker, 1981). Table 6.3 shows that the average vari-
ance extracted by our measures ranges from 0.517 to 0.591, which are above 
the acceptability value. Bootstrap resampling procedure was used to assess 
the significance of PLS parameter estimates. The results of 500 resamples 
indicate that all measures are significant on their path loadings at the level 
of 0.01.

Discriminant validity indicates the extent to which a particular construct 
differs from other constructs. In PLS analysis, one criterion for adequate dis-
criminant validity is that a construct should share more variance with its 
measure than it shares with other constructs in the model (Barclay et al., 
1995). One method of assessing discriminant validity is to examine the aver-
age variance extracted (AVE) for the construct. This measure, developed by 
Fornell and Larcker (1981), is the average variance shared between a given 
construct and its indicators. The AVE of a given construct should be greater 

Table 6.3 Results from Confirmatory Factor 
Analysis

Measures Items
Composite 
Reliability

Average Variance 
Extracted

Implementation 15 (15) 0.956 0.591
Org. structure 9 (18) 0.920 0.562
Org. culture 8 (18) 0.895 0.517
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than the variance between that construct and other constructs. That is, the 
AVE should exceed the square of the correlation between any two constructs 
(or the square root of AVE should be greater than the correlation). This 
implies that more variance is shared between a particular construct and its 
indicators than between that construct and another construct. In addition, 
the AVE value should be greater than 0.50, indicating that more than 50 per-
cent of the item’s variance is captured by the construct (Chin, 1998).

Table 6.4 presents the AVE values (in bold type on the diagonal). The val-
ues shown for AVE are the square roots of the AVE; the other values are the 
correlations between constructs. An examination of the table shows that the 
AVE values meet the criteria. Values are greater than 0.50 for each construct, 
and they are greater than the correlations between their respective construct 
and all other constructs. The AVE values on the diagonal are greater than the 
off-diagonal values in the corresponding rows and columns; each construct 
shares larger variance with its own measures than with other measures.

Before testing for a significant relationship in the structural model, one 
must demonstrate that the measurement model has a satisfactory level of 
validity and reliability (Fornell and Larcker, 1981). The results from the con-
firmatory factor analysis indicate that the constructs are reliably measured 
and are adequate for hypothesis testing, as illustrated in Table 6.5.

With an adequate measurement model and an acceptable level of mul-
ticollinearity, the proposed hypotheses were tested with PLS to evaluate the 
structural model. The results of the analysis are depicted in Figure 6.3 and 
estimates of the relationships are shown in Table 6.6.

Antecedents of intelligence strategy implementation are the focus of 
hypotheses 1 and 2. We hypothesized in H1 that organizational structure 
would be positively related to implementation of national strategy for intel-
ligence. Results indicate a significant positive relationship between these 
variables (ß = 0.568, t = 6.2994, p < 0.001). In hypothesis H2, we suggested a 

Table 6.4 Means, Standard Deviations (SD), 
Correlation, and AVE of Variables

Variable Mean SD 1 2 3
1. Implementation 0.000 0.000 0.768
2. Org. structure 0.000 0.000 0.713 0.749
3. Org. culture 0.000 0.000 0.624 0.765 0.719
Note: The shared numbers in the diagonal row are squared 

roots of the average variance extracted, which is the 
square root of the variance shared between the constructs 
and their measure. Off diagonals are the correlations 
between constructs. The diagonal should be larger than 
any other corresponding row or column entry in order to 
support discriminant validity.
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positive relationship between organizational culture and implementation of 
national strategy for intelligence. A significant, positive relationship between 
these two variables was found (ß = 0.190, t = 2.1589, p < 0.01). Explained vari-
ance for intelligence strategy implementation was found to be 52.3 percent, 
as shown in Table 6.6.

Table 6.5 Weights and Loadings of the Measures

Construct Items Weight Loadings
Standard 

Errors t-value
Implementation IMP1 0.0787 0.7437 0.0060 13.0794

IMP2 0.0690 0.6402 0.0086 8.0393
IMP3 0.0914 0.7135 0.0075 12.2537
IMP4 0.0683 0.6813 0.0075 9.0830
IMP5 0.0966 0.7626 0.0066 14.5908
IMP6 0.0965 0.7582 0.0092 10.4632
IMP7 0.1079 0.8450 0.0068 15.7871
IMP8 0.1145 0.8939 0.0072 15.8693
IMP9 0.1033 0.8057 0.0082 12.6636
IMP10 0.0582 0.6723 0.0086 6.7458
IMP11 0.0876 0.8049 0.0066 13.2982
IMP12 0.0918 0.8357 0.0051 18.0050
IMP13 0.0738 0.7759 0.0069 10.7609
IMP14 0.0807 0.7980 0.0054 14.9148
IMP15 0.0715 0.7546 0.0093 7.6731

Organizational structure STR3 0.1403 0.7410 0.0132 10.6396
STR4 0.1442 0.7185 0.0140 10.3291
STR7 0.1239 0.5747 0.0213 5.8118
STR11 0.1728 0.7538 0.0162 10.6988
STR14 0.1345 0.7232 0.0155 8.7030
STR15 0.1733 0.8108 0.0130 13.3276
STR16 0.1582 0.8160 0.0143 11.0541
STR17 0.1461 0.8151 0.0125 11.7286
STR18 0.1373 0.7650 0.0150 9.1471

Organizational culture CUL1 0.2361 0.8358 0.0235 10.0643
CUL4 0.1759 0.6352 0.0265 6.6325
CUL5 0.1662 0.7541 0.0206 8.0531
CUL10 0.1477 0.6456 0.0241 6.1410
CUL12 0.1798 0.7567 0.0211 8.5279
CUL13 0.1704 0.7656 0.0233 7.3177
CUL14 0.1766 0.6615 0.0300 5.8843
CUL16 0.1293 0.6717 0.0256 5.0596

Note: Both standard errors and t-values are for loading, not weights.
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Strong correlation was found between organizational culture and orga-
nizational structure, as indicated in the following two alternative models. 
We see in Figure 6.4 and Figure 6.5 that structure has a very strong influence 
on culture, as well as structure having a very strong influence on culture, 
thereby limiting the validity of statistical results.

Culture

Implementation

0.523

0.190
(t=2.1589)

  0.568

(t=6.2994)
Structure

Figure 6.3 Results of PLS (partial least squares) analysis.

Culture

Implementation

0.5180.591

0.769
   (t=26.9583)

0.572
    (t=6.1568)

0.180               (t=1.9109)

Structure

Figure 6.4 Alternative 1 PLS (partial least squares) analysis: Culture on 
structure.

Table 6.6 Results of Hypotheses Testing

Dependent 
Variable

Predictor 
Variable

Hypothesized 
Sign

Path 
Coefficients t

Significance 
Level R

Implementation Org. structure
Org. culture

+ + 0.568
0.190

6.2994
2.1589

p < 0.001
p < 0.01

0.523

Note: If the absolute value of the test statistic is greater than the upper critical value, then we 
reject the null hypothesis.
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Intelligence Sources 
 

While unanalyzed data are numbers and letters without meaning, informa-
tion is data in a context that makes sense. Information combined with inter-
pretation and reflection is knowledge, while knowledge accumulated over 
time, as learning, is wisdom. In this hierarchical structure, we find intel-
ligence as more than information and less than knowledge. Intelligence is 
analyzed information, as illustrated in Figure 7.1.

Data is considered the raw material out of which information develops. 
As noted, information is data endowed with relevance and purpose. The same 
can be said about intelligence in that it is a form of insight to which some 
relevance has been attached through an attempt to offer an organized analy-
sis of the information received by a crime analyst and/or intelligence officer. 
Hence, this is why intelligence is placed between information and knowledge 
in the above continuum, as ideally, intelligence represents, as argued, a form 
of validated information.

A core process of policing and law enforcement is investigation. It is a 
policing truism that information is the lifeblood of an investigation. An inves-
tigation goes nowhere if information is not forthcoming about an incident. 
Information is the raw data that supplies the oxygen that breathes life into 
an investigation. Information is collected by ordinary rank and file police 
officers either working on the street, patrolling and talking to the public, or 
sitting at a computer doing searches, background checks, or more sophisti-
cated crime mapping and intelligence analysis reports.

 Information and, to a similar extent, intelligence then consists of facts 
and other data that is organized to characterize or profile a particular situa-
tion, incident, or crime and the individual or group of individuals presumed 
to be involved. This organizing of the data to meaningful, necessary informa-
tion involves some level of interpretation of the facts as presented. However, 
the role of interpretation in information is relatively minor in comparison to 
its role in terms of knowledge construction. In this regard, the role of inter-
pretation in intelligence is greater and more explicit than in information, but 
not as full blown as in the creation of knowledge.

Knowledge helps develop relevant meaning to information in police 
intelligence (Innes and Sheptycki, 2004, 6):

The distinction between information and intelligence is well established, but can 
be difficult to grasp. Information consists of bits of data that, when combined and 
viewed together with relevant background knowledge, may be used to produce 
intelligence, which informs the actions and decisions of policing organizations. 

7
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Knowledge as implied operates at a higher level of abstraction and con-
sists of judgments and assessments based in personal beliefs, truths, and 
expectations about the information received and how it is should be ana-
lyzed, evaluated, and synthesized, in short, interpreted, so that it can be used 
and implemented into some form of action.

Classification of Information Sources

In intelligence work for policing criminal business enterprises, a variety 
of information sources are available. Sheptycki (2007) lists these sources: 
victim reports, witness reports, police reports, crime scene examinations, 
historical data held by police agencies (such as criminal records), prisoner 
debriefings, technical or human surveillance products, suspicious financial 
transactions reporting, and reports emanating from undercover police oper-
ations. Intelligence analysis may also refer to records of other governmental 
departments and agencies, and other more open sources of information may 
be used in elaborate intelligence assessment.

However, Sheptycki found that most crime analysis is organized around 
existing police sector data. Intelligence analysis is typically framed by already 
existing institutional ways of thinking. He argues that organized crime noti-
fication, classification, and measurement schemes tend to reify preexisting 
notions of traditional police practice.

Raw content/facts Level of 
Interpretation

lowData

Data/‘perceived’ facts + relevance/purpose

Information + ‘organized’ analysis 
(ie. validated information)

Information

Intelligence

‘Incoming’ information
/intelligence

Individual’s
‘prior’ knowledge

based in experience

Knowledge high
Insights/judgments/assessments/beliefs/understandings

Knowledge Continuum in Policing

‘Knowledge L
adder’

Figure 7.1 Hierarchy of police insight expressed as a continuum.
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In this perspective, it is important for strategic criminal analysts to be 
aware of the variety of information sources available. We choose to classify 
information sources into these categories in this chapter:

 1. Interview. By means of interrogation of witnesses, suspects, reference 
persons and experts, information is collected on crimes, criminals, 
times and places, organizations, criminal projects, activities, roles, 
etc.

 2. Network. By means of informants in the criminal underworld as 
well as in legal businesses, information is collected on actors, plans, 
competitors, markets, customers, etc. Informants often have connec-
tions with persons that a police officer would not be able to approach 
formally.

 3. Location. By analyzing potential and actual crime scenes, information 
is collected on criminal procedures, preferences, crime evolution, 
etc. Hot spots and traces are found. Secret ransacking of suspicious 
area is part of this information source. Crime scene photographs are 
important information elements.

 4. Documents. Studying documents from confiscations may provide 
information on ownership, transactions, accounts, etc.

 5. Observation. By means of anonymous police presence, both persons 
and activities can be observed. In the physical as well as the virtual 
world, observation is important in police intelligence. An example is 
digital forensics where successful cyber crime intelligence requires 
computer skills and modern systems in policing. Digital forensics is 
the art and science of applying computer science to aid the legal pro-
cess. It is more than the technological, systematic inspection of elec-
tronic systems and their contents for evidence or supportive evidence 
of a criminal act. Digital forensics requires specialized expertise and 
tools when applied to intelligence in important areas, such as online 
victimization of children (Davidson and Gottschalk, 2008).

 6. Action. For example, provocation is an action by the police to cause 
reactions that represents intelligence information. In the case of 
online victimization of children, online grooming offenders (persons 
who set up others to be victims of sexual abuse) in a pedophile ring are 
identified and their reaction to provocations leads intelligence offi-
cers into new nodes (persons, computers) and new actual and poten-
tial victims. While the individual pedophile is mainly concerned 
with combining indecent image impression and personal fantasy to 
achieve personal satisfaction, online organizers of sexual abuse of 
children are doing it for profit. By claiming on the Internet to be a 
boy or girl of 9 years, police initiate contact with criminal business 
enterprises making money on pedophile customers (Davidson and 
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Gottschalk, 2008). Undercover operations by police officers, as well, 
belong to the action category of information sources.

 7. Surveillance. Surveillance of places by means of video cameras as well 
as microphones for viewing and listening belong to this information 
source. Police officers listen in on what is discussed in a room with-
out the participants knowing. For example, police in one country 
identified which room in a resort was being used by the local Hells 
Angels members for crime planning and the police installed listening 
devices in that room. Harfield (2008, 64) argues that when surveil-
lance is employed to produce evidence, such product is often consid-
ered incontrovertible (hence, defense lawyers’ focus on process rather 
than product when cross-examining surveillance officers): “An essen-
tially covert activity, by definition surveillance, lacks transparency 
and, therefore, is vulnerable to abuse by over-zealous investigators.”

 8. Communication control. Wire tapping in terms of interception 
belongs to this information source. Police listen in on what is dis-
cussed on a telephone or data line without the participants know-
ing. In the United Kingdom, the interception of communications 
(telephone calls, emails, letters, etc.), while generating intelligence 
to identify more conventional evidential opportunities, is excluded 
from trial evidence by law, to the evident incredulity of foreign law 
enforcement colleagues (Harfield, 2008).

 9. Physical material. Investigation of material to identify, e.g., finger-
prints on doors or bags, or material to identify blood type from blood 
splatters. Another example is legal visitation, which is an approach 
to identify illegal material. DNA is emerging as an important infor-
mation source, where DNA is derived from physical material, such as 
hair or saliva from a person. Police search is one approach to physi-
cal material collection.

 10. Internet. As an open source, the Internet is as important for gen-
eral information and specific happenings to police intelligence as to 
everyone else.

 11. Policing systems. Readily available in most police agencies are police 
records. For example, DNA records may prove helpful when there is 
DNA material from new suspects.

 12. Citizens. Information from the local community is often supplied as 
tips to local police using law enforcement tip lines.

 13. Accusations. Victimized persons and goods file a claim with the 
police.

 14. Exchange. International police cooperation includes exchange of 
intelligence information. International partners for national police 
include national police in other countries as well as multinational 
organizations, such as Europol and Interpol.
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 15. Media. By reading newspapers and watching TV, intelligence officers 
have access to news.

 16. Control authorities. Cartel agencies, stock exchanges, tax authori-
ties, and other control authorities are suppliers of information to the 
police in case of suspicious transactions.

 17. External data storage. A number of business and government orga-
nizations store information that may be useful in police intelligence. 
For example, telecom firms store data about traffic, where both sender 
and receiver are registered with date and time of communication.

All these information sources have different characteristics. In Figure 7.2, 
information sources are distinguished in terms of the extent of trustworthi-
ness and the extent of accessibility.

Prisons and other correctional environments are potential places for several 
information sources and production of intelligence useful to law enforcement. 
The total prison environment, including the physical plant, the schedule regimens 
of both staff and inmates, and all points of ingress and egress can be legitimately 
tapped for intelligence purposes in countries such as the United States (Maghan, 
1994). Because organized criminals often are sophisticated in using the correc-
tion environment to their advantage, police and correction personnel need to be 
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Figure 7.2 Trust in and access to information sources.
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immersed in the intelligence operations and strategies of their respective agen-
cies. Legal visitation and escape attempts are sources of information. Prisoners 
are reluctant to testify and their credibility is easily attacked. Communication 
control is derived from inmate use of phones, visits, mail, and other contacts.

The seventeen information sources can be classified into two main cat-
egories. The first category includes all person-oriented information sources 
where the challenge in police intelligence is to communicate with individuals. 
The second category includes all media-oriented information sources where 
the challenge in police intelligence is to manage and use different technologi-
cal and other media. This distinction into two main categories leads to this 
classification of seventeen information sources.

Person-oriented information sources
1. Interrogation in interview
2. Informants in network
5. Anonymous police presence undercover for observation
6. Provocation through action
12. Tips from citizens in local community
13. Claims in accusations
14. Information exchange in police cooperation

Media-oriented information sources
3. Crime scenes at location
4. Confiscated documents
7. Video cameras for surveillance
8. Interception for communication control
9. Physical materials, such as fingerprints
10. Open sources, such as the Internet
11. Police records in police systems
15. News in the media
16. Supply of information from control authorities
17. External data storage

Crime Intelligence Analysis

For Innes et al. (2005, 41), crime analysis is concerned with insight and 
understanding:

There has been a move away from an ad hoc, intuitive and largely unstructured 
mode of analytic work, to a more ordered, rationalized approach, based upon 
specific methodologies, on the basis that this provides a more “objective” per-
spective on patterns of crime and offending. This has raised the profile and status 
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of intelligence analysis within policing, and seen new techniques and technologies 
introduced, which should, at least in theory, allow police a better understanding 
of how, when and why crimes are occurring.

Crime analysis is described by the Council of Europe (2002) as a law 
enforcement function whereby data relating to crime are collected, collated, 
analyzed, and disseminated. Crime analysis is the study of crime patterns 
and trends in an attempt to solve crimes or prevent their repeat occurrence.

A distinction can be made between operational/tactical and strategic 
analyses. Operational analysis is directed toward a short-term law enforce-
ment goal with an immediate impact in mind, e.g., arrest, seizure, and forfei-
ture. The goal of strategic crime analysis is to develop a policy, to implement 
that policy, or to evaluate the policy based on insights into the nature of a 
type of crime or criminal; the scope and projections of growth in types of 
criminal activities. But strategic analysis need not be restricted to crime; 
methods of strategic analysis can be used principally for all kinds of security 
and safety problems. Strategic analysis can deal with crime as well as with 
other security issues like traffic problems and public order maintenance. 
According to the Council of Europe (2002), it starts with the question of 
which information is needed, which data is lacking. A structured plan has to 
be developed and discussed. The next step is the detection of a problem, the 
consideration of a new phenomenon, and the gathering of information.

Examples of strategic crime analysis include:

Crime pattern analysis•	 : Examination of the nature and distribution 
of crime within an area, in order to identify emerging and current 
trends and patterns, linked crimes or incidents, hot spots of activity. 
Includes crime trend identification, crime series identification, gen-
eral profile analysis, and hot spot analysis. Examination of the nature 
and scale of crime within an area and within a time frame.
Crime control methods analysis•	 : Evaluation of investigative or pre-
ventive methods and techniques with the aim of establishing their 
future usefulness.
General profile analysis•	 : Identification of the typical characteristics 
of perpetrators of certain crimes.
Results analysis•	 : Evaluation of the effectiveness of law enforcement 
activities.
Demographic/social trends analysis•	 : Examination of the nature of 
demographic changes and their impact on criminality, as well as the 
analysis of social factors (e.g., unemployment), which might underlie 
changes in trends in offending patterns. Also to describe statistically 
the constitution of the population of a given area and the associated 
economic indicators with reference to law enforcement requirements.
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Criminal business analysis/profile•	 : Examination in detail of how ille-
gal operations/businesses and techniques work.
Market profile•	 : A survey of the criminal market around a given com-
modity (e.g., illicit drugs, stolen vehicles). It can include crime pat-
tern analysis and network analysis.
Strategic analysis•	 : Category of types of crime analysis designed to 
aid the formation or the evaluation of crime policy. Aims to pro-
vide information that can represent a picture of a phenomenon, and 
which can identify trends in criminality where management can 
base their decisions.

Examples of tactical/operational crime analysis include:

Specific profile analysis•	 : Identification of the specific characteristics 
of perpetrators of certain crimes. This includes the construction of 
a hypothetical picture of the perpetrator of a serious crime or series 
of offenses on the basis of crime scene data, witness statements, and 
other available information.
Offender group analysis•	 : Examination of the structure of a group of 
suspects, the significance of each member, and their involvement 
with criminal activities.
Investigations/operations analysis•	 : Evaluation of the effectiveness of 
activities that are undertaken within the context of an investigation.
Case analysis•	 : Establishment of the course of events immediately 
before, during, and after a serious offense.
Comparative case analysis•	 : Identification of series of crimes with 
common offenders by seeking similarities between offenses.
Operational crime analysis•	 : Category of types of crime analyses 
designed to support the investigation of one particular crime or 
one specific series of crimes with common offenders. Aims to pro-
vide an understanding of the information collected during a spe-
cific investigation.
Network analysis•	 : Provision of a detailed picture of the roles played 
by individuals, the nature and significance of the links between peo-
ple, and the strengths and weaknesses of the criminal network.

United Kingdom police forces are required to report every three months 
on the crime analysis of organized crime. The regional offices deal with the 
various law enforcement organizations and some nongovernmental organi-
zations. Organized criminal groups are mainly investigated by the regional 
police forces, sometimes assisted by national agencies. In complex cases, 
which include most of the investigations of organized crime, analysts are 
involved. They apply various analysis techniques, including a large variety 
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of charting techniques, e.g., to visualize associations between entities (link 
charts), flows of money or other commodities (flow charts), or sequences of 
events in time (event charts).

In intelligence analysis, the raw material for analysis is information 
(based on information sources) and knowledge (based on experience). We 
have argued that intelligence is located on a continuum somewhere between 
information and knowledge. Ratcliffe (2008, 99) has presented an alternative 
view by arguing that intelligence is at a higher level on the continuum than 
knowledge, and he uses the acronym DIKI (data, information, knowledge, 
and intelligence) to illustrate his point:

 To place the DIKI continuum in context, consider this example. At a local police 
station, a computer database records and retains the location of residential bur-
glary incidents. These computer records are data. When a crime analyst accesses 
the data and recognizes an emerging pattern of new burglaries in an area not 
normally plagued with a break-and-enter problem, then this becomes information. 
In essence, raw data have been enhanced with sufficient meaning to recognize a 
pattern. If the analyst subsequently talks to a detective and shares this informa-
tion, and the detective remembers that a new pawnshop has just opened in the 
area and that known burglars have been seen entering the pawnshop, this collec-
tive wisdom becomes knowledge. Various information strands have coalesced to 
enable the detective and the analyst to build a picture of the criminal environment 
in their minds, a picture that undoubtedly has gaps, but that also has enough 
substance to support hypotheses and contain implications. This is the structure 
of knowledge. Finally, when the crime analyst and the detective take their knowl-
edge to a senior officer who agrees to investigate the pawnshop and mount a 
surveillance operation to target burglars and gather further information, then this 
knowledge becomes intelligence. In other words, somebody uses it explicitly to 
try to reduce crime.

While this definition is certainly fascinating, it is neither mainstream nor 
feasible when our basic assumption is that intelligence is input to analysis. 
Furthermore, the definition of information also does seem a little bit strange, 
as information here seems to imply input from knowledge. Therefore, we 
continue using our stage approach in terms of data, information, intelligence, 
knowledge, and wisdom (DIKI).

Market Intelligence Analysis

For a long time, it was assumed that organized criminals had monopoly 
in their markets (Chang et al., 2005) because competition and competitors 
seemed invisible in their criminal activities. Therefore, theories of monopoly 
were frequently used in the study of organized crime.
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However, more recent studies have concluded that competitive markets 
exist for most criminal business enterprises. A market is characterized by 
five different kinds of actors: the criminal business enterprise, competing 
criminal enterprises, customers, suppliers, and substitute product business 
enterprises, as illustrated in Figure 7.3. Market share of the criminal business 
enterprise will only increase if the market shares of competing criminal 
enterprises decrease. If the market is growing and sales are stable for a crimi-
nal business enterprise, then it means that the market share for the enterprise 
is decreasing.

Competitive forces can be influenced by law enforcement actions. For 
example, after police shot and killed Ramon Arellano Felix, who headed the 
Tijuana cartel in Mexico in 2002, the position of Ismael Zambada-Garcia’s 
Sinaloa cartel was strengthened by increasing market share in the drug trade 
(Small and Taylor, 2006).

One of the studies showing that there are competing market forces was 
conducted by Paoli (2001, 31), who studied drug trade in Italy, Germany, 
and Russia.

The drug markets of the three environments we have investigated are open mar-
kets; the relationships between drug dealing enterprises usually more nearly resem-
ble competition than collusion. There are virtually no barriers to entry. Although 
some suppliers (such as Italian [M]afia groups) may occasionally enjoy consider-
able monopolistic power over local (usually small) markets, in most European and 
Russian cities drug enterprises seem to be price-takers rather than price-givers. 
This means that none of them are able to influence the commodity’s price appre-
ciably by varying the quantity of the output sold.

When there are many customers and suppliers in a market, no single 
supplier or customer can determine the price. The price is determined in the 
market by what is called “the invisible hand of the market.” Paoli (2001, 37) 

Suppliers try to control
business activities in

our enterprise

New criminal
organizations try to

enter our market

Competitors try to
increase their market
share at our expense

Substitutes try to
replace our products on

the market

Customers try to
influence our business

(e.g., prices)

Figure 7.3 Competitive forces in criminal markets.
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states that, because of the invisible hand of the market, it is so difficult for law 
enforcement to find evidence on what is actually going on.

Law enforcement agencies often resort to the specter of large-scale criminal 
organizations to back their requests for extra funding. As a matter of fact, it is 
the “invisible hand of the market” that reduces the effects of their repressive 
actions near to zero. At the retail level, the “industrial reserve army” willing to 
sell drugs seems to have no end. As a Milanese drug user noted, “For every five 
Moroccans who are arrested, there are at least fifty ready to do the same job 
even at less.”

While there are few criminal organizations that completely dominate 
a market and have a monopoly situation, there are also few criminals who 
enter a market on their own. Most criminals will join forces with others in 
a network or hierarchy to gain strength in a competitive market. By joining 
forces with other criminals, there will be added value that is shared among 
participants (Pérez, 2007).

Another study, showing that there are competing market forces, was 
conducted by Kenney (2007, 235), who studied Colombia’s drug trade.

Contrary to [perceived] wisdom, Colombia’s drug trade has never been domi-
nated by a price-fixing association. Even during the respective heydays of the 
Medellin and Cali “cartels,” cocaine production and exportation in Colombia was 
highly competitive, as independent trafficking groups in more than a dozen cities 
smuggled substantial amounts of cocaine to American and European drug mar-
kets. While some of these enterprises transacted with Pablo Escobar, the Orchoa 
brothers, and other prominent traffickers, their business relations more closely 
resembled informal producer–export syndicates than public or private cartels that 
controlled prices and monopolized markets. Although different groups occasion-
ally pooled their resources to complete large-scale drug shipments, while reduc-
ing their exposure to government authorities, they steadfastly maintained their 
own sources of supply, financing, and clientele.

These kinds of competitive forces in criminal markets are illustrated in 
Figure 7.3.

The invisible hand of the market causes a price to be fixed in a market 
based on supply and demand. Suppliers will be willing to sell more products 
if the price is higher. Customers will be willing to buy more products if the 
price is lower. Hence, an increasing product price leads to rising supply and 
falling demand, as illustrated in Figure 7.4.

The term elasticity in economics refers to the elasticity of demand and 
supply when price changes occur. For example, if supply changes drasti-
cally by a minor price change, then we say that price elasticity in demand 
is high. Price elasticity of demand is an elasticity that measures the nature 
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and degree of relationship between changes in quantity demanded of goods 
and changes in the price. A price elasticity of 1.0 means that the demand will 
drop with the same percentage as that of the price increase. If, in response 
to a 10 percent decline in the price of a product, the quantity demanded 
increases by 20 percent, then the price elasticity of demand would be 2.0 
(Dijck, 2007).

The invisible hand of the market determines the market price at y with 
a quantity of x. This is where the demand curve meets the supply curve in 
Figure 7.4.

Both demand and supply curves will change over time causing change 
in price and quantity. For example, when law enforcement is successful in 
getting a criminal group into prison, some of the supply disappears from 
the market. This will move the supply curve to the left in the figure causing 
price increase and quantity decrease, as illustrated in Figure 7.5. The price 
increases from y to y’, while the quantity decreases from x to x’.

PRICE

QUANTITY 

SUPPLY BEFORE DEMAND 

SUPPLY AFTER 

Figure 7.5 Market price determined by changing supply curve.
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SUPPLYDEMAND 

Figure 7.4 Market price determined by supply and demand curves.
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With a higher market price than before, new criminal groups may be 
interested in entering this market. If they do so, the market price will drop in 
direction from y’ back toward y.

Both in legal and illegal markets, the practice of market economics var-
ies. For example, when trying to introduce the American way of business to 
the legal economy in Russia, it failed (Buss, 2001, 95):

Much of the failure probably resulted because American approaches to eco-
nomic development—highly successful in other contexts—could not work during 
Russia’s transition from a command economy to its current state. Such things as 
promoting entrepreneurship, developing public–private partnerships, creating a 
market economy, accessing start-up capital, attracting foreign investment, over-
coming bureaucratic corruption and high taxation, working within the rule of law, 
and negating organized crime either should not have been done, or could not 
have been done, leaving many of our programs ineffective. 

Similarly, Tanev (2001) found that the Western-style market economy 
did not work in Bulgaria. The central government was not willing to lose 
power in favor of local democracy and market forces.

Demand on criminal markets is determined by a number of factors. 
Consumers may be dependent on the goods supplied on the market, which 
is the case for many drugs. Consumers may be willing to explore, which is 
the case for many sex buyers. Europol (2006, 25) made the following finding 
concerning criminal markets in Europe:

With regard to the facilitating factors in the discussion of criminal markets, a gen-
eral evolution toward increasingly complex setups for criminal endeavors can be 
witnessed. Increasingly, horizontal facilitating factors such as document forgery 
and identity theft, technology, the transport sector, the financial sector and the 
presence or absence of borders are employed for criminal gain. The latter mainly 
refers to opportunities provided by decreased border controls whilst administra-
tive and legal borders remain.

Criminal markets expand across national borders because demand is 
present in several countries, while nations may have different law enforce-
ment practices. When Europol (2006, 26) divides Europe into regions for 
organized crime, Norway was described as a country with heavily taxed 
goods and services that stimulate organized crime.

Northeast Europe with regard to highly taxed products aimed at the •	
Nordic countries and beyond
Southwest Europe in particular with regard to illegal immigration, •	
cocaine, and cannabis trafficking for further distribution in the 
European Union (EU)
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Southeast Europe specifically with regard to heroin trafficking, •	
illegal immigration, and trafficking in human beings, aimed at the 
whole of the EU

The price elasticity in both demand and supply will vary from market to 
market. For example, in a heavily dependent drug market, where consum-
ers are completely dependent on their daily dose, elasticity may be very low, 
as indicated in Figure 7.6. Whatever the price, a low-varying quantity is in 
demand to satisfy needs.

Market share is the percentage or proportion of the total available mar-
ket or market segment that is being serviced by an organization. It can be 
expressed as on organization’s sales revenue (from that market) divided by 
the total sales revenue available in that market. It can also be expressed as an 
organization’s unit sales volume (in a market) divided by the total volume of 
units sold in that market.

An interesting example of market size and market share is the sex market 
in Norway, since this country was criminalizing sex customers in 2008. This 
is similar to Sweden, where prostitute clients were criminalized some years 
earlier. While selling sex remains legal, both organizers and customers are 
illegal actors. The criminal organization trafficking women to the sex market 
in Norway is illegal. How does the market change? First, the demand curve 
will change. Next, market shares will change. While the prostitution mar-
ket has been shared among criminal organizations offering Nigerian, East 
European, and Asian women, it might be expected that there may be some 
pull out of the market, enabling the others to increase their market share. 
While the total market size is expected to decline, some may increase their 
market share, thereby sustaining their sales volume.

Increasing market share is one of the most important objectives used in 
legal business. Market share has the potential to increase profits given positive 
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Figure 7.6 Market price when demand elasticity is low.
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or no change in market size. Increasing market share enables a criminal busi-
ness enterprise to change the power structure in the competitive forces game. 
If the CBE significantly increases its market share, then it might be able to 
reduce the (negative) influence from substitutes, rivals, customers, clients 
and new entrants.

Increasing market share is part of marketing management, which is 
a business discipline focused on the practical application of marketing 
techniques and the management of an organization’s marketing resources 
and activities. Marketing managers are often responsible for inf luenc-
ing the level, timing, and composition of customer demand in a manner 
that will achieve the organization’s objectives. Typical marketing tech-
niques used by criminal business enterprises include threats, violence, 
and corruption.

In order to increase market share, businesses develop a marketing strat-
egy based on an objective understanding of their own business and the 
market in which they operate. Traditionally, marketing analysis was struc-
tured into three areas: customer analysis, company analysis, and competitor 
analysis. More recently, collaborator analysis and industry context analysis 
have been added.

The focus of customer analysis is to develop a scheme for market segmenta-
tion, breaking down the market into various constituent groups of customers, 
which are called customer segments or market segments. Marketing manag-
ers work to develop detailed profiles of each segment, focusing on any number 
of variables that may differ among segments; demographic, psychographic, 
geographic, behavioral, needs benefit, and other factors all may be examined.

In order to increase market share, competitor analysis is the most 
important. In competitor analysis, marketers build detailed profiles of each 
competitor in the market, focusing especially on their relative competitive 
strengths and weaknesses, opportunities, and threats. Marketing managers 
will examine each competitor’s cost structure, sources of profits, resources 
and competencies, competitive positioning and product differentiation, 
degree of vertical integration, historical responses to industry developments, 
alliances, and relationships.

While our main focus here is organized crime on criminal markets, it is 
also interesting to look at legal markets where organized crime occurs. The 
theory of occupational crime suggests that illegal business activities are forced 
on market actors because of market pressures. Leonard and Weber (1970) 
argued that insufficient attention had been focused by sociologists and oth-
ers on the extent to which market structure, i.e., the economic power avail-
able to certain corporations in concentrated industries, may generate criminal 
conduct.

Leonard and Weber present an example of occupational crime caused 
by manufacturer–dealer relationships in the 1970s. While there were only 
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four domestic manufacturers of cars, their products were distributed 
through 30,000 dealers with facilities scattered throughout the United States. 
Technically, the dealer is an independent businessman. Rarely, however, does 
he have the capital to acquire more than a fraction of the value of property 
involved in the dealership. The manufacturer supplies the rest and, although 
the dealer may increase his ownership, rising costs of real estate, equipment, 
and facilities, plus expansion of the dealership, may keep him dependent on 
the manufacturer for some time. Further, he operates under restrictive agree-
ments, terms of which are set by the manufacturer.

Dealers were pressured to accept the manufacturer’s low margin on car 
sales. To compensate for these low margins, many dealers introduced illegal 
practices to survive in the business. Typical practices included (Leonard and 
Weber, 1970, 415):

Forcing accessories•	 . For example, new cars arrive with accessories, which 
the buyer did not order, but must pay for in order to get delivery.
Used car markups•	 . Since dealers made little per unit on new car sales, 
they endeavored to compensate for this by large markups on used 
cars.
Service gouging•	 . Dealers also made up for their low returns in the 
sale of new cars by overcharging for service. This can be managed 
in may ways: by putting down more labor time than that actually 
consumed in repairs, by charging for repairs not actually made, by 
finding things wrong with the car that did not actually need repair, 
and by replacing parts unnecessarily.
High finance•	 . Dealers would often finance cars themselves, borrow-
ing money from a bank or credit agency and lending at a higher rate 
of interest.
Parts pushing•	 . This involves overcharging for parts, or use of a rebuilt 
part while charging for a new one.

According to the theory of occupational crime, such practices were 
introduced by dealers because of the market structure under which they were 
operating. The only way to survive as a car dealer was to be criminal. It is 
argued that what appears to the public as unethical or criminal behavior on 
the part of dealers and mechanics represents “conditioned” crime, or crime 
stimulated by conditions over which the dealer or mechanic has little control. 
Dealers and mechanics operate within systems controlled by outsiders, spe-
cifically by a few large automobile manufacturers.

Dijck (2007) studied the illicit cigarette market in The Netherlands. He 
found the market to be relatively open in the sense of a low threshold to enter 
this market. Newcomers can easily set up a cigarette trafficking scheme. The 
Netherlands, being a nation of transit and transport, provides a setting for 
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untaxed cigarettes. The market share of untaxed tobacco was estimated to 
be 3 percent in 2003 and 5 percent in 2005, while the total consumption of 
tobacco in The Netherlands was declining.

Traffickers of smuggled cigarettes may experience difficulties in linking 
supply and demand at any given time (Dijck, 2007, 165):

In one case, for example, offenders discussed over the phone the question whether 
they would accept a substitute shipment of counterfeit Marlboro cigarettes instead 
of the original brand cigarettes they bought at previous occasions. The supplier of 
the original brand cigarettes could not continue his delivery because the police had 
raided one of the main warehouses and confiscated all cigarettes. Though there 
is a market for counterfeit cigarettes in The Netherlands as well, these offenders 
were afraid that their customers particularly favored brand cigarettes, more pre-
cisely Marlboro, and that they would not be able to get rid of other brands than 
Marlboro cigarettes. 

Dijck (2007) found that cigarette traffickers rely on limited networks, 
consisting of one or two suppliers and a dozen customers. The cigarette black 
market provides ample opportunity to make a good profit. The profit oppor-
tunities exceed the low risk involved.

Markina (2007) conducted a similar study of the cigarette black market 
in Estonia. The market share of untaxed tobacco in Estonia is estimated to 
be much higher than in The Netherlands. This is not because legal tobacco 
prices are higher in Estonia. It is because neighboring countries, such as 
Russia, have much cheaper tobacco and because tobacco prices have risen 
much faster in Estonia compared to The Netherlands.

To join the European Union, Estonia had to harmonize taxes on ciga-
rettes and other tobacco goods quite quickly. For an ordinary smoker, the 
harmonization of taxes meant nothing else than a shocking increase in ciga-
rette prices within a relatively short period of time. As a consequence, many 
smokers looked for alternative supplies of tobacco and they found it on the 
black market. A survey in Estonia found that 60 percent of the respondents 
were ready to purchase illegal cigarettes as a reaction to the price increase.

While a package of legal cigarettes had the price of 2.05 euro in 2007, 
an illegal package only cost 0.57 euro. The places where illegal cigarettes are 
sold are quite well known to the public in Estonia. Customers buy illegal 
cigarettes either directly from retailers on the street (53 percent) or at the 
trader’s home (35 percent). Most of the illegal cigarettes come from bootleg-
ging (Markina, 2007, 204):

This particular type of smuggling, called bootlegging, involves the purchase of 
cigarettes in a country where cigarettes are low-priced and transporting them 
either for personal consumption or resale to the high-priced country in quantities 
exceeding limits set by custom regulation.
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Bootlegging involves transporting cigarettes over relatively short dis-
tances, usually between neighboring countries. Shipments of inexpensive 
Russian brands, such as Prima, Prima Nevo, North Star, or Arktika, end up 
in Estonia.

Intelligence Knowledge Work

Policing is generally viewed as a highly stressful and demanding profes-
sion. Considerable research has examined stress in policing. According to 
Richardsen et al. (2006), most of this work has focused on the effects of the 
distress of police officers, the impact of police work on their spouses and 
families, suicide, alcoholism, mortality, fatigue, posttraumatic stress disor-
der, and the effects of shift work schedules on police performance and health. 
Although it is not clear whether police work is inherently more demanding 
than other professions, police officers experience work events that are fre-
quently associated with psychological distress.

Richardsen et al. (2006) studied the mediating role of both negative 
(cynicism) and positive (work engagement) work attitudes in the relationship 
between work events and work and health outcomes. The cynicism theory 
proposes that police officers come into the occupation with idealistic notions, 
but quickly come to realize the hard realities of the world and of police work. 
Over time, they become increasingly intolerant of faults and mistakes in oth-
ers and may lose a sense of purpose. Cynicism may be a way to cope with 
what is perceived to be an unfriendly, unstable, and insecure world, provid-
ing a convenient explanation for constant disillusionment and a way of act-
ing out anger and resentment in the work place.

Richardsen et al. found that cynicism and engagement were highly cor-
related with both work and health outcomes in the expected direction, i.e., 
cynicism was associated with increased health complaints and reduced com-
mitment and efficacy, and engagement was associated with reduced health 
complaints and increased commitment and efficacy.

To understand knowledge, the notion of practice and the individual as a 
social participant in applying knowledge is important. Knowing and learn-
ing are integrated, continuous processes for detectives in police investiga-
tions. Knowledge always undergoes construction and transformation in use. 
It is not simply a matter for taking in knowledge. It is an act of construction 
and creation where knowledge is neither universal nor abstract, but depen-
dent on context (Chiva and Alegre, 2005).

It is relevant here to touch on the role of women in policing. While we 
find significant variance on a global basis, more and more countries have 
female officers working with male officers on a regular basis. It is not rare 
anymore to find a woman police officer heading a policing unit. In fact, in 
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the present day, it isn’t surprising to see a woman heading an entire police 
organization. For example, in Norway, the managing director of the entire 
police force is a woman.

While significant barriers still confront women in policing in many parts 
of the world, a number of legal and cultural obstacles to women in policing 
have recently been removed. Some gender differences enable female and male 
officers to complement each other. For example, studies show that female 
police officers rely on a policing style that uses less physical force and are less 
confrontational than male officers.

Detective Knowledge Work

According to Tong (2007), the secretive nature of the detective world has 
attracted little attention from researchers. However, competing perspectives 
about detective work can be discerned from available literature. Detective 
work has been characterized as an art, a craft, a science, and a combination of 
all three. The old regime of the seasoned detective highlighted the notion of 
detective work as a craft. An alternative perspective highlights the scientific 
nature of detective work, which focuses on the skills needed for crime scene 
management, the use of physical evidence, investigative interviewing, infor-
mant handling, offender profiling, management of the investigative process, 
and knowledge management.

It is important for detectives to be effective in their work, as new public 
management is focusing closely on the effective use of resources. However, 
measuring effectiveness is no easy task. Measurement, in an investigative 
context, has focused upon the outcome of cases, often at the expense of eval-
uating the process of the investigation and quality of its outputs. Tong (2007) 
argues that not only have the police been subject to inadequate measure-
ment criteria, such as clear-up rates, there has also been a lack of recognition 
of good quality police work. The task of recognizing good detective work 
involves more than providing an appropriate method of measurement, it also 
implies an awareness of the impact of practice as well as an awareness of the 
knowledge accumulation, sharing, and reuse.

It follows that the most useful approach to measuring detective effective-
ness will not necessarily be the measurement of specific outcomes, although 
such measures will be useful for resource management. Tong argues that 
effectiveness in the context of detective work is best measured by focusing 
on the key processes and decisions in which detectives engage to encourage 
a professional working culture based on how detectives come to decisions. 
In the context of the so-called value shop for knowledge work, decisions 
are made in all five primary activities of the value shop: understanding the 
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problem, identifying problem solutions, prioritizing actions, implementing 
investigation, and evaluating and controlling detective work.

Tong (2007) constructed this profile of an effective detective after analyz-
ing the academic literature relating to detective skills and abilities:

 1. Personal qualities: Intelligence, common sense, initiative, inquisi-
tiveness, independence of thought, commitment, persistence, abil-
ity to talk to people, flexibility, ability to learn, reflexivity, lateral 
thinking, creative thinking, patience, empathy, tolerance and inter-
preting uncertain and conflicting information, ability to work away 
from family and home, interpreting feelings, ideas and facts, hon-
esty, and integrity.

 2. Legal knowledge: Knowledge of the law referring to police powers, pro-
cedure, criminal justice process, a good grounding in criminal law, 
awareness of changes to legislation, courtroom protocol, rules of dis-
closure, use of evidence, format of case file, and awareness of defense 
arguments.

 3. Practical knowledge: Technology available to detectives and used by 
criminals, understanding the context in which crime is committed, 
and awareness of investigative roles of different functions of the police 
organization and specialist advisors. Recognition that crime changes 
with time and place and may require police responses that are tai-
lored to specific context. Forensic awareness and practical expertise 
(e.g., crime scene preservation and packaging of evidence).

 4. Generic knowledge: Recognition that knowledge changes, awareness of 
developments in practice will allow the detective to remain up to date.

 5. ἀ eoretical knowledge: Understanding of theoretical approaches to 
investigative reasoning and theories of crime.

 6. Management skills: The management and control of case informa-
tion, implementing investigative action, formulating investigative 
strategies, verifying expert advice, prioritizing lines of enquiry, 
formulating media strategies, awareness of resource availability, 
and knowledge of roles of personnel available to the investigation. 
Manage knowledge and learning through the use of research skills 
to enable the detective to remain up to date.

 7. Investigative skills: Interview technique, presenting evidence, culti-
vating informants, extracting core information (from files, reports, 
victims, and witnesses), file construction, appraising and evaluating 
information, ability to absorb and manage large volumes of infor-
mation, statement taking, problem solving, formulating lines of 
enquiry, create slow time, assimilate information from crime scene, 
continually review lines of enquiry, and question and challenge legal 
parties.
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 8. Interpersonal skills: Ability to communicate and establish a rapport 
with a range of people, remain open minded, be aware of conse-
quences of actions, and avoid speculation.

Stelfox and Pease (2005) argue that there has been surprisingly little 
empirical research into the way in which individual officers approach the 
task of investigating crime. In their own research, they found that investiga-
tors are practical people. Assuming that the cognitive abilities of the aver-
age investigator are no more or less than the population as a whole, it can 
be anticipated that he or she will remain liable to make the same cognitive 
errors as the rest of us. Assuming also that the decision-making environment 
the detective works in is unlikely to change much, it can be anticipated that 
errors will recur.

Intelligence has emerged as an important component of contemporary 
policing strategies. However, Innes et al. (2005) argue that crime intelligence 
analysis is used in line with traditional modes of policing, is a way of claim-
ing “scientific objectivity” for police actions, and is largely shaped by police 
perspectives on data. They argue that the sense of enhanced objectivity often 
attributed to the products of “intelligence work” is frequently overstated. 
Therefore, the products of crime analysis might better be understood as an 
artifact of the data and methods used in their construction, rather than pro-
viding an accurate representation of any crime problems.

Added to which, Innes et al. found that there has been increasing frus-
tration within certain sections of the police organization, with the perceived 
failure of community-policing programs to facilitate the routine supply of 
high-quality information to the police from members of the community. 
Any such concerns with low policing have been reinforced and amplified by 
recent developments at the “high policing” level where there is a well docu-
mented shift toward trying to effect enhanced national security from threats 
posed by terrorist groups, drug cartels, and organized crime networks.

The presence of criminal markets and networks implies a degree of 
organization to the conduct of crime. In turn, this serves to recursively jus-
tify the investment in technologies of analysis. It signals to the police that 
simply arresting isolated individuals will have only a temporary effect on 
crime levels before the adaptive qualities and replacement mechanisms of the 
surrounding networks and markets cause them to reform. Therefore, they 
need to conduct analysis so as to improve their awareness of the shape and 
makeup of the supporting networks and markets in which motivated crimi-
nals are located, so that any interventions taken against these criminals will 
have more impact (Innes et al., 2005).

One of the bottlenecks in international police cooperation is the target-
ing of the proceeds of crime. International agencies, such as Interpol and 
Europol, are sometimes involved in the interaction between the authorities 
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and enforcement organizations of the countries concerned. Borgers and Moors 
(2007) studied bottlenecks in international cooperation for The Netherlands 
in targeting the proceeds of crime. While no bottlenecks were found in coop-
eration with countries such as Belgium and the United Kingdom, bottlenecks 
were found in relation with countries such as Spain and Turkey. In relation 
to Turkey, The Netherlands acts mainly as the requesting state and not the 
requested state (Borgers and Moors, 2007, 8).

Regarding the cooperative relations with Turkey, Turkish respondents state that 
the framing of Dutch mutual assistance requests is inadequate. On the part of 
the Netherlands, there are different opinions on the depth of the investigation 
conducted at the request of the Netherlands. As far as the way in which peo-
ple address one another is concerned, it is striking that the Turkish respondents 
sometimes consider the Dutch manner of operation as haughty and impatient. 
According to Dutch respondents, communication difficulties also occur if Dutch 
police officials directly contact the Turkish judges involved.

To fight organized crime, law enforcement in the United Kingdom 
reorganized. The United Kingdom’s Serious Organized Crime Agency 
(SOCA) commenced operations in 2006 with an annual budget of £400 mil-
lion. SOCA consists of the National Crime Squad, the National Criminal 
Intelligence Service (NCIS), and investigators from Customs and the Home 
Office’s Immigration Service (Segell, 2007).

Case: Lawyers as Information Sources

Sometimes, lawyers and notaries are potentially excellent information 
sources about organized crime. The case of Evert Hingst, although excep-
tional in many ways, reflects the fact that people who render financial and 
legal services may play a vital role within and between criminal networks 
(Nelen and Lankhorst, 2008, 127):

On Monday, 31 October 2005, 36-year-old Dutch lawyer Evert Hingst was mur-
dered in front of his house in Amsterdam. Among Hingst’s clients were many 
noted and alleged criminals, including John Mieremet, who was once shot in front 
of Hingst’s office. After this assault, Mieremet claimed that Hingst had tried to set 
him up. Mieremet was murdered three days after the liquidation of Hingst, on 2 
November, in Thailand. Hingst, a fiscal specialist, had been accused of assisting 
criminals to launder their money abroad. He was imprisoned for several weeks 
after police discovered three firearms and a large sum of cash during a raid of his 
office in 2005. A suspect of money laundering, membership of a criminal orga-
nization and possession of firearms, Hingst gave up his profession as a lawyer in 
July 2005. He had previously been arrested on charges of forgery of documents 
in 2005.
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The lawyer Evert Hingst could be linked to Hells Angels Holland through 
John Mieremet and Willem Holleeder. Willem “The Nose” Holleeder is a 
Dutch criminal born May 29, 1958, in Amsterdam. He was one of the perpe-
trators of the kidnapping of brewery president Freddy Heineken, in 1983, for 
which Holleeder received a jail sentence of eleven years. He is assumed to be 
responsible for extortion of various real estate magnates, including Willem 
Endstra, who was murdered in 2004. A total of twenty-four people are sus-
pected of being part of a crime ring controlled by Holleeder. The nickname of 
“The Nose” is because of the size of Holleeder’s nose (www.wikipedia.org).

With companions Sam Klepper, John Mieremet, and his later brother-
in-law Cor van Hout, Holleeder was already, in the 1970s, a member of an 
opportunity-based criminal organization. They carried out armed robber-
ies more or less at random. At the age of eighteen, they had already enough 
money to drive around in expensive cars. The kidnapping of Heineken in 
1983 garnered them a ransom of €16 million (www.wikipedia.org).

In 2002, Holleeder came in the news when the monthly magazine Quote 
printed a photo of Holleeder alongside Willem Endstra. Endstra was regarded 
as “the banker” of the Dutch underworld. Endstra laundered drug money 
and invested it in real estate. Holleeder ordered the extortion of Endstra in 
2004 after Endstra started to give information to the Dutch national police. 
Hells Angels carried out the extortion because Holleeder enjoyed significant 
influence in the criminal motorcycle club (www.wikipedia.org).

Nelen and Lankhorst (2008) argue that lawyers and notaries sometimes 
are facilitators of organized crime. Culpable involvement of lawyers and 
notaries in organized crime tends to come from occasional cases in which 
they are involved. Culpable involvement of lawyers tends to be in systematic 
mortgage frauds and huge sums of money transferred through law firms. 
Culpable involvement of notaries tends to be in transactions on the property 
market, the establishment of legal entities to shield criminal activities, and 
drafting fraudulent deeds to enable money laundering.
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Enforcing Law on 
Criminal Business 

An important reason for enforcing law on criminal business is for the pre-
vention of organized crime. van den Bunt and van der School (2003) define 
organized crime prevention as all measures (laws and regulations) that have 
been established for fighting organized crime, except for measures pertain-
ing to criminal law. The death penalty does not fall under this definition, 
but all administrative measures and all measures undertaken by financial 
institutions do.

When the U.S. Federal Bureau of Investigation (FBI, 2008) launched its law 
enforcement strategy to combat international organized crime, it emphasized 
four priority areas of action to be taken against international organized crime:

 1. Marshal information and intelligence. Collect, synthesize, and 
timely disseminate the best available information and intelligence 
from multiple sources—including law enforcement, the intelligence 
community, foreign partners, and the private sector—to optimize 
law enforcement’s ability to identify, assess, and draw connections 
among nationally-significant international organized crime threats.

 2. Prioritize and target the most significant international organized crime 
threats. Select and target for high-impact law enforcement action the 
international organized crime figures and organizations that pose 
the greatest threat to the United States, and ensure the national coor-
dination of investigations and prosecutions involving these targets.

 3. Attack from all angles. Employ all available law enforcement and non-
law enforcement tools—including drawing upon the unique exper-
tise of every participating U.S. law enforcement agency in domestic 
operations, partnering with foreign counterparts to pursue cases at 
home and abroad, and employing U.S. government sanctions and 
advisories—all in a crosscutting effort to disrupt international orga-
nized crime activity.

 4. Enterprise theory. Develop aggressive strategies for dismantling 
entire criminal organizations, especially their leadership, by using 
proactive investigative techniques and multilayered prosecutions.

The senior investigating officer (SIO) is in charge of a criminal investiga-
tion in the law enforcement area. As the leader of a crime-solving project, it 
has been argued that the SIO needs investigative ability and crime knowledge 
as well as management skills. An empirical study in Norway was conducted, 

8
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which indicated that management skills are more important than crime 
knowledge and investigative ability. Furthermore, among management roles, 
the motivating role of personnel leader was found to be most important for 
effective SIOs.

Administrative Approach to Organized Crime

The concept of an administrative approach to organized crime was developed 
in New York City two decades ago. Complementing a very intensive criminal 
policy, administrative measures enabled the authorities to break the posi-
tions of power of the five big Mafia families in the city. The administrative 
approach consists of a number of instruments, ranging from the integrity 
testing of civil servants, the purchasing of strategically positioned buildings, 
and the refusal or withdrawal of permits to the screening of companies who 
compete for major contracts (Nelen and Huisman, 2008).

One decade later, the administrative approach to organized crime was 
introduced in the city of Amsterdam. The Amsterdam administrative approach 
had a somewhat different background (Nelen and Huisman, 2008, 208):

Because of the specific problems in the red-light district, Amsterdam city council 
emphasized that additional administrative attention should be devoted to this part of the 
city centre and called for the appointment of a so-called red-light district manager.

According to Nelen and Huisman, the administrative approach to orga-
nized crime is in line with recent developments in the context of situational 
crime prevention. Administrative intervention strategies aim at criminal 
organization deterioration, organized crime decline, crime profit collapse, 
and reduction in criminal business enterprises. In Amsterdam, the city 
authorities acquired more than fifty-six buildings from criminal business 
enterprises. Four illegal casinos and several establishments in the hotel and 
restaurant industries were closed down. More than twenty licenses for bars 
and restaurants were refused or withdrawn, and eight permits in the catering 
industry were withdrawn. The licenses of the key players in the sex industry in 
the red-light district were withdrawn until the entrepreneurs concerned were 
able to submit a transparent accounting result (Nelen and Huisman, 2008).

According to van den Bunt and van der Schoot (2003), case studies of 
organized crime show that illegitimate and legitimate environments inter-
mingle. Although these criminal interfaces are a threat to the legitimate 
world, they also offer opportunities for prevention. The message in their 
research is that, if criminal organizations are able to easily acquire or access 
resources, then the number of these resources should be reduced or made 
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more difficult to acquire or access. Their study identified opportunities that 
facilitate organized crime and presented measures to prevent them.

van der Schoot (2006) asked: What is the effectiveness of organized 
crime prevention? His research examined the possible effectiveness of three 
preventive measures taken against organized crime in The Netherlands: the 
antimoney laundering intervention, the screening and auditing approach, 
and the administrative approach of the City of Amsterdam. By assessing the 
program theory, process, and impacts, van der Schoot determined plausible 
outcomes and observed outputs. Together these outcomes and outputs deter-
mine the possible effectiveness of the preventive measures.

Investigation Value Shop

Police investigations have the value configuration of a value shop 
(Gottschalk, 2007). As can be seen in Figure 8.1, the five activities of a value 
shop are interlocking and while they follow a logical sequence, much like 
the management of any project, the difference from a knowledge manage-
ment perspective is the way in which knowledge is used as a resource to 
create value in terms of results for the organization. Hence, the logic of the 
five interlocking value shop activities in this example is of a police organi-
zation and how it engages in its core business of conducting reactive and 
proactive investigations.

The sequence of activities starts with problem understanding, moves 
into alternative investigation approaches, investigation decision, and 

Performance Evaluation 

Evaluate investigation process and results to change direction or complete case investigation

Investigation Implementation 

Carry out the investigation by interviews, surveillance, technical evidence, etc. 

Approach Decision 

Prioritize and plan investigative actions for detectives 

Investigation Approaches 

Develop alternative strategies for problem solving through investigation 

Problem Definition 

Develop an understanding of the law enforcement problem 

Figure 8.1 The knowledge organization of police investigations as value shop 
activities.
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investigation implementation, and ends up with criminal investigation eval-
uation. However, these five sequential activities tend to overlap and link back 
to earlier activities, especially in relation to activity 5 (control and evalua-
tion) in police organizations when the need for control and command struc-
tures is a daily necessity because of the legal obligations that police authority 
entails. Hence, the diagram is meant to illustrate the reiterative and cyclical 
nature of these five primary activities for managing the knowledge collected 
during and applied to a specific police investigation in a value shop manner. 
Furthermore, Figure 8.1 illustrates the expanding domain of the knowledge 
work performed in police investigations, starting in the center with prob-
lem understanding and ending at the edge with evaluation of all parts of the 
investigation process.

These five primary activities of the value shop in relation to a police 
investigation unit can be outlined as (Gottschalk, 2007):

 1. Problem definition. This involves working with parties to determine 
the exact nature of the crime and, thus, how it will be defined. For 
example, a physical assault in a domestic violence situation, depend-
ing on how the responding officers choose and/or perceive to define 
it, can be either upgraded to the status of grievous bodily harm to 
the spouse victim (usually female) or it may be downgraded to a less 
serious assault where a bit of rough handing took place toward the 
spouse. This concept of making crime, a term used on how detec-
tives choose to make incidents into a crime or not, is highly relevant 
here and is why this first activity has been changed from the original 
problem-finding term used in the business management realm to a 
problem definition process in relation to police work. Moreover, this 
first investigative activity involves deciding on the overall investiga-
tive approach for the case, not only in terms of information acquisi-
tion, but also, as indicated on Figure 8.1, in undertaking the key task, 
usually by a senior investigative officer in a serious or major incident, 
of forming an appropriate investigative team to handle the case.

 2. Investigation approaches. This second activity of identifying prob-
lem-solving approaches involves the actual generation of ideas and 
action plans for the investigation. As such, it is a key process because 
it sets the direction and tone of the investigation and is very much 
influenced by the composition of the members of the investigative 
team. For example, the experience level of investigators and their 
preferred investigative thinking style might be a critical success fac-
tor in this second primary activity of the value shop.

 3. Approach decision. This solution choice activity represents the deci-
sion of choosing between alternatives generated in the second activ-
ity. While the least important primary activity of the value shop in 
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terms of time and effort, it might be the most important in terms of 
value. In this case, trying to ensure, as far as is possible, that what 
is decided on is the best option to follow to get an effective inves-
tigative result. A successful solution choice is dependent on two 
requirements. First, alternative investigation steps were identified 
in the problem-solving approaches activity. It is important to think 
in terms of alternatives. Otherwise, no choices can be made. Next, 
criteria for decision making have to be known and applied to the 
specific investigation.

 4. Investigation implementation. As the name implies, solution exe-
cution represents communicating, organizing, investigating, and 
implementing decisions. This is an equally important process or 
phase in an investigation, as it involves sorting out the mass of infor-
mation coming into the incident room about a case and directing the 
lines of enquiry as well as establishing the criteria used to eliminate 
a possible suspect from further scrutiny in the investigation. A mis-
calculation here can stall or even ruin the entire investigation. Most 
of the resources spent on an investigation are used here in this fourth 
activity of the value shop.

 5. Performance evaluation. Control and evaluation involves monitor-
ing activities and the measurement of how well the solution solved 
the original problem or met the original need. This is where the com-
mand and control chain of authority comes into play for police orga-
nizations and where the determination of the quality and quantity 
of the evidence is made as to whether or not to charge and prosecute 
an identified offender in a court of law.

Senior Investigating Officer

The performance of the police in the area of investigation is continually 
under scrutiny by the government, the criminal justice system, and the 
media. There is widespread recognition within the police service for a 
need to improve the professionalism of the investigative response. In the 
United Kingdom, the professionalizing investigation program was intro-
duced in 2005. The purpose is to significantly improve the personal, func-
tional, and organizational ability of the service to investigate crime of 
any category. In performance terms, the aim of the program is to deliver 
(Home Office, 2005b):

Improved rates of crime detection•	
Improvement in the quality of case files•	
A reduction in the number of failed trails•	
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Improved levels of judicial disposal•	
Increased public confidence in the police service•	

The long-term outcomes of the program shall deliver the professional 
development of staff against robust national occupational standards by 
developing police staff that is better qualified and thereby better skilled in 
investigation, more focused training for investigation, and minimal accredi-
tation bureaucracy.

In all complex or serious cases on which a team of investigators is 
deployed, the senior investigating officer sets out what the main lines of 
enquiry are and records his or her decisions on those lines of enquiry as the 
investigation progresses. For example, the SIO directs which policy decisions 
are recorded in the HOLMES (Home Office large major enquiry system) in 
the United Kingdom. The Major Incident Policy Document is maintained 
whenever a Major Incident Room using HOLMES is in operation (Home 
Office, 2005a).

The SIO plays a pivotal role within all serious crime investigations. Concerns 
have been expressed, however, that there is a shortage of investigators with the 
appropriate qualities to perform this role effectively. The consequences of such 
a shortage could be severe. Not only might it threaten the effective workings 
of the judicial process, it can also waste resources, undermine integrity, and 
reduce public confidence in the police service. The principal aim of research 
conducted by Smith and Flanagan (2000) was to establish what skills, abilities, 
and personal characteristics an SIO ought to possess to be effective in the inves-
tigation of low-volume serious crimes (stranger rape, murder, and abduction). 
Interviews were conducted with forty officers from ten forces in the United 
Kingdom. These were selected to reflect a range of roles and experience with 
Criminal Investigation Departments (CID). Ten of these officers were nomi-
nated by their peers as examples of particularly effective SIOs.

Although the debate around SIO competencies has often polarized into 
arguments for and against specialist or generalist skills, the research high-
lighted the fact that the role of an SIO is extremely complex and the skills 
required wide-ranging. By applying a variety of analytical techniques, a total 
of twenty-two core skills were identified for an SIO to perform effectively in 
the role. The twenty-two skills were organized into three clusters:

 1. Investigative ability. This includes the skills associated with the assim-
ilation and assessment of incoming information into an enquiry and 
the process by which lines of enquiry are generated and prioritized.

 2. Knowledge levels. This relates to the different types of underpinning 
knowledge an SIO should possess.
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 3. Management skills. These encompass a broad range of skill types that 
were further subdivided between people management, general man-
agement, and investigative management.

The research revealed that the effective SIO is dependent upon a combi-
nation of management skills, investigative ability, and relevant knowledge 
across the entire investigative process, from initial crime scene assessment 
through to post-charge case management.

Ideally, an SIO should possess a high level of competency across each 
of the three clusters. In reality, this is not always possible and, when one or 
more is lacking, there is an increased risk that the investigation will be inef-
ficient or, in the worst case, will fail.

For example, an SIO from a predominantly non-CID background will 
have little experience within an investigative context. Hence, there is an 
increased risk that an investigation will fail due to suboptimal investigative 
decisions being made. Similarly, an SIO from a predominantly CID back-
ground may have less general management experience. Therefore, there may 
be an increased risk of failure from suboptimal management decisions.

The research suggested that some—but not all—deficiencies in an SIO’s 
skill portfolio may be compensated for by drawing on the skills and abilities 
of more junior officers within his/her investigative team. However, it was rec-
ognized that this was still a high-risk and short-term strategy.

In police investigations, the manager of an investigative unit is generally 
referred to as an SIO. This is a middle management-type position in the com-
mand and control hierarchy of a police organization. Such a middle-ranking 
position carries a good deal of responsibility for making sure an investigation 
stays on track, within budget, and produces good results in terms of evidence 
and prosecution. Such responsibility places strong leadership demands on 
the SIO. Hence, Mintzberg’s (1994) research on management roles is relevant 
and provides a firm basis on which to appreciate and understand the inter-
related activities of a manager.

A manager’s job consists of several parallel roles. At a certain point in 
time, the manager may perceive one role as more important than the others. 
Mintzberg found that it is a peculiarity of the management literature that its 
best-known writers all seem to emphasize one particular part of the man-
ager’s job to the exclusion of the others. Together they cover all the parts, but 
even that may not describe the complete task of managing.

Mintzberg’s role typology is frequently used in studies of managerial work. 
When such role terminology is applied to a police investigation context, some 
modification is required as the SIO will not necessarily be responsible for all 
aspects of each role. Furthermore, business management terminology does not fit 
so well in a policing and law enforcement domain. Hence, some of the role labels 
have been changed to provide a more accurate fit with police terminology.



146 Policing Organized Crime: Intelligence Strategy Implementation

These six police manager roles, adapted from Gottschalk (2007), 
are briefly described along with the police-specific role label noted in 
parentheses.

 1. Personnel leader (motivating role). As a leader, the manager is respon-
sible for supervising, hiring, training, organizing, coordinating, and 
motivating a cadre of personnel to achieve the goals of the organiza-
tion. This role is mainly internal to the police investigation unit. As 
stated previously, an SIO generally would not be responsible for hir-
ing a particular individual in a business sense, but would have a say 
in which particular police investigator might join his/her team for a 
particular investigation. However, the main thrust of this role for the 
SIO is that of motivating his/her staff and keeping such motivation 
up, especially in a difficult and protracted investigation.

 2. Resource allocator (resourcing role). The manager must decide how 
to allocate human, financial, and information resources to the differ-
ent tasks of the investigation. This role emphasizes planning, orga-
nizing, coordinating, and controlling tasks, and is mainly internal to 
the police investigation unit. Often, the SIO has to be an advocate in 
this regard to get the necessary resources for his/her team to be able 
to conduct the investigation efficiently and effectively.

 3. Spokesperson (networking role). As a spokesperson, the manager 
extends organizational contacts to areas outside his or her own 
jurisdiction. This role emphasizes promoting acceptance of the unit 
and the unit’s work within the organization of which they are part. 
For the manager it means contact with the rest of the organization. 
Frequently, he or she must move across traditional departmental 
boundaries and become involved in personnel, organizational, and 
financial matters. Thus, with regard to the SIO, this key role is one of 
networking within the police organization. We distinguish between 
the following roles, as illustrated in Figure 8.2:

 4. Entrepreneur (problem-solving role). The manager identifies the 
police needs and develops solutions that change situations. A major 
responsibility of the manager is to ensure that rapidly evolving inves-
tigation methods are understood, planned, implemented, and strate-
gically utilized in the organization. Such a role is more akin to being 
a problem solver than an entrepreneur in a police setting.

 5. Liaison (liaising role). In this role, the manager communicates with 
the external environment, and it includes exchanging information 
with government agencies, private businesses, and the media. This 
is an active, external role. This is a very similar role description for 
an SIO who has to liaise with a wide range of people throughout an 
investigation who are external to the police service, such as the public 
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prosecutor’s office, but who are part of the overall criminal justice 
system.

 6. Monitor (gatekeeping role). This role emphasizes scanning of the 
external environment to keep up with relevant changes, such as 
politics and economics. The manager identifies new ideas from 
sources outside his or her organization. To accomplish this task, 
the manager uses many resources, including vendor contacts, pro-
fessional relationships, and a network of personal contacts. While 
the SIO clearly monitors the progress of an investigation, the role 
description here is more like a gatekeeping role, in that it is not so 
much external politics or economics, which an SIO has to contend 
with, but rather making sure the media and other outside forces 
do not disrupt the progress on an investigation. Therefore, in that 
sense, this is a gatekeeping role to protect the investigative team 
from undue external pressure.

These six police manager roles are illustrated in Figure 8.3. As can be 
seen, the motivating and resourcing roles are internal to the investigation 
team for the SIO. The networking and problem-solving roles are directed 
toward the police organization, and the liaising and gatekeeping roles are 
linked to the external environment for the SIO.

Police Management: Role Activities in Investigation Process 

EXTERNAL ENVIRONMENT

5. Liaising
Role

3. Networking
Role

1. Motivating
Role

2. Resourcing
Role

Police Manager
(SIO)

Investigative
Team

4. Problem-solving
Role

6. Gatekeeping
Role

POLICE ORGANIZATION

Figure 8.2 Police manager roles in investigations.
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We would expect that these roles are not equally important for an SIO in 
relation to creating investigative success. Moreover, some roles may be more 
influential in terms of stimulating knowledge sharing. For example, adopting 
a motivating role may be more important for the SIO to engage in within the 
investigative team, but not as important in relation to the wider police orga-
nization. There is some research that suggests that the networking role (or 
spokesperson) is the most important for dealing with the larger organization 
when knowledge is communicated to stakeholders (Lahneman, 2004).

A survey instrument was applied in this research, where respondents 
filled in a space. In the open electronic space, respondents could write five 
characteristics in their own wording. To classify these responses, content 
analysis was needed. According to Riffe and Freitag (1997), seven features 
of content analysis distinguish poor studies from excellent studies. First, an 
explicit theoretical framework is needed. In this research, the theoretical 
framework of management roles as developed by Mintzberg (1994) is applied. 
Second, hypotheses or research questions are needed. In this research, the 
research question “what” is concerned with descriptions of characteristics. 
Third, other research methods should also be applied. In this research, a sur-
vey is supplemented with content analysis. Forth, extramedia data should 
be incorporated. In this research, results from another investigation survey 
were incorporated (Glomseth et al., 2007). Fifth, intercoder reliability should 
be reported. In this research, two researchers independently coded the char-
acteristics content construct. Sixth, reliability based on a random sample of 
coded content was not relevant in this research, as there is a complete set 
of responses. Finally, presentations of only descriptive statistics should be 
avoided. In this research, two independent researchers coded characteristics 
by respondents, and interpretations are presented in the paper.

Known terrorist financing
Total terrorist financing

Known money laundering

Total money laundering
Known proceeds of crime

Total proceeds of crime

Total costs of crime

Total economy

Figure 8.3 Conceptual model of the economic relationships between crime, 
money laundering, and terrorist financing. (Adapted from Stamp and Walker. 
2007.Trends and issues in crime and criminal justice. Canberra: Australian 
Government’s Institute of Criminology.)



Enforcing Law on Criminal Business  149

The questionnaire was sent to 325 detectives by e-mail. With 110 
responses returned, this gave a response rate of 34 percent. However, only 71 
detectives filled in the open space for characteristics of effective detectives, 
thereby reducing the response rate to 22 percent. Since each detective wrote 
five characteristics each, a total of 355 characteristics were collected, as listed 
in Table 8.1.

Two raters were involved in the classification of responses. There was no 
need to develop key words in this research (Gottschalk, 2001), as respondents 
provided responses in terms of key words. Acceptable interrater judgment 
reliability (IJR) of 0.94 was achieved. Reliability is an assessment of the degree 
of consistency between multiple raters of a variable (Hair et al., 2006).

As can be seen in the table, most respondents provided five characteristics 
of effective SIOs as requested. Only three respondents provided four charac-
teristics. A total of 352 characteristics represent our data in this research. 
Respondents were not asked to prioritize their five characteristics. Therefore, 
all 352 characteristics are treated as equally important in this research.

Our first analysis was simply to look for words, which were mentioned by 
several respondents. We find words such as “creativity,” “communication,” 
and “cooperation,” indicating that the manager of the investigation should 
contribute with new ideas (creativity), should talk to people (communica-
tion), and should work with people (cooperation).

Our second analysis was concerned with person focus versus task focus. 
It was assumed that SIOs tend to be task focused, while investigators would 
like them to be more person focused. When classifying all responses in 
Table 8.1 along these two categories, we found that 54 percent of the state-
ments are person focused, while 46 percent are task focused.

Our third analysis was classification of items in the table according to 
management areas. We make distinctions between four management areas:

Task management•	 . Managing the tasks of the investigation.
Person management•	 . Managing the officers involved in the 
investigation.
Administration management•	 . Managing the systems supporting the 
investigation.
Strategy management•	 . Managing the direction of the investigation.

When independent raters applied this classification scheme to the 352 
items in Table 8.1, this distribution emerged:

40 percent of the characteristics were assigned to •	 person 
management.
30 percent of the characteristics were assigned to •	 task management.
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Table 8.1 Characteristics of Effective SIOs According to Respondents  
(5 characteristics by 71 respondents)

Objectivity
Cooperative 

Skills
Authority When 

Needed
Keeping 

Overview
Organizational 

Skills
Creative Investigative 

knowledge
Cooperative skills Organizational 

skills
Motivational 
skills

Creative Motivational 
skills

Listening skills Participating in 
work

Managing the 
case

Curious Detailed Knowledge of law Not giving up Human 
knowledge

Motivational 
skills

Inspirational Professional Patient

Open mind Communicative 
skills

Empowering 
skills

Exploring 
personnel

Analytic skills

Communicative 
skills

Feedback skills Identifying 
connections

Investigative 
knowledge

Resisting 
pressure

Experience Broad 
competence

Action oriented Understanding 
the case

Communicator Good listener Ability to 
motivate

Avoiding details Creating ideas

Investigative 
insights

Integrity Ability to listen Judgment Decision maker

Analytic skills Creative Systematic Showing 
empathy

Good leader

Objective Sensitive Analytic Structured Creative
Listening to 
others

Experienced in 
the field

Motivational Good mood Make decisions

Ability to lead Find good 
solutions

Value employees Cooperation Good mood 
every day

Clever at 
organizing

Clear speech Cooperative Creative Lots of 
experience

Good organized Speed Knowledgeable Good memory Divide work
Good overview Delegation skills Analytic ability Team leadership Motivational 

skills
Stimulate 
officers

Delegate Humor Structured

Ability to 
communicate

Positive attitude Flexibility Investigative 
knowledge

Involvement

Structure Goal oriented Self confidence Engaged Creative
Motivational Engaged Analytic Professional 

skills
Systematic

Seeing the whole 
picture

Motivator Good at 
delegating

Good feedback Does care

Ability to 
supervise

Knowledge of 
the cases

Ability to delegate Investigative 
knowledge

Open minded

Openness Organized Motivating Results oriented Fair
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Table 8.1 Characteristics of Effective SIOs According to Respondents  
(5 characteristics by 71 respondents) (Continued)

Objectivity
Cooperative 

Skills
Authority When 

Needed
Keeping 

Overview
Organizational 

Skills
Systematic Thorough Honest Calm Empathetic
Objectivity Good at 

listening
Good mood Ability to 

prioritize
Having good 
overview

Motivational Systematic Good 
communication

Human Balanced

Concrete Caring Thorough Open to 
proposals

Experience

Patient Seeking options Listening Motivational Giving 
feedback

Results oriented Not afraid Communicative 
skills

Stimulate 
employees

Action oriented

Leadership skills Offensive Active Curious Fair
Cooperative 
skills

Structured Creative Listening Engaged

Investigative 
insights

Ability to receive Ability to 
systematize

Ability to 
delegate

Ability to 
motivate

Structured Investigative 
knowledge

Fair Positive attitude Ability to have 
oversight

Understanding 
people

Honesty Offensive High moral Objective

Creative Encouraging Open Knowledgeable Overview
Cooperative 
skills

Sees a person’s 
potential

Ability to listen Tactical Open to new 
ideas

Knowledgeable 
of law

Delegating Being creative Make decisions Motivate 
officers

Ability to see all Ability to inspire Ability to listen Ability to 
implement

Ability to 
correct

Professional Decision 
oriented

Engaged Motivational Team leader

Human Professional Openness Honesty Energy
Investigative 
insights

Motivational Including Ability to 
delegate

Goal oriented

Broad experience Ability to 
cooperate

Listen to others’ 
opinions

Being explicit Ability to 
delegate

Open mind Good at 
communicating

Decision minded Investigative 
knowledge

Present

Distribute tasks Thinking 
creatively

Good monitoring Good consulting Thinking new

Having good 
overview

Give credit and 
criticism

Good at 
encouraging

Suggesting 
solutions

Ability to cut 
the crap

Mature soul Investigative 
level

Good organizer Communicative 
skills

Contribute to 
openness
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Table 8.1 Characteristics of Effective SIOs According to Respondents  
(5 characteristics by 71 respondents) (Continued)

Objectivity
Cooperative 

Skills
Authority When 

Needed
Keeping 

Overview
Organizational 

Skills
Communication Humility Authority Self insight Humor and 

good mood
Open to 
proposals

Let others lead Give feedback Push progress Make decisions

Systematic Analytic Creative Determined Knowledgeable
Good team 
leader

Stimulating 
creativity

Having overview Open minded Patient

Motivator Keeping calm Decision power Creative Listening
Objectivity Listen Leading Think new Cooperation
Professional 
skills

Thorough Create team 
feeling

Ability to 
motivate

Analytic ability

Motivational Ability to 
stimulate

Communicative 
skills

Including 
personnel

Systematic

Leadership skills Investigative 
skills

Organizational 
skills

Creative Supervising 
skills

Stimulating 
team

Full of initiatives Knowledgeable Involving 
officers

Clear messages

Listening Relevant attitude Objective Humble Person oriented
Open Creative Innovative Inspirational Integrity
Knowing how to 
motivate

Able to cooperate Thinking 
creatively

Being structured Being effective

Creative Motivational Listening Social Investigative 
competent

Integrity Objective Cooperative skills Reliable Experience
Objective Motivational Structured Competent Thinking 

systematically
Investigative 
strengths

Ability to lead Having good 
overview

Being creative Good to 
communicate

Knowledge Experience Attitude Patience Overview
Ability to 
motivate

Ability to listen Investigative 
competence

Identifying 
limitations

Creativity

Good to 
communicate

Ability to 
delegate

Ability to 
prioritize

Decision power Ability to 
cooperate

Ability to 
motivate

Ability to be 
critical

Decision making 
ability

Ability to 
delegate

Ability to 
evaluate

Ability to 
motivate

Having patience Relevant 
experience

Being team 
oriented

Listen to others

Motivator Listening Supervising Create good 
environment

Let all into the 
team act

Focus Cooperative 
skills

Knowledge Creativity Humility
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18 percent of the characteristics were assigned to •	 strategic 
management.
12 percent of the characteristics were assigned to •	 administrative 
management.

The fourth analysis was concerned with our adoption of Mintzberg’s (1994) 
management roles into motivating role, resourcing role, networking role, prob-
lem-solving role, liaising role, and gatekeeping role. Although not explicitly 
asked for, characteristics of effective detectives can be interpreted in terms 
of their importance to the management roles. Each characteristic might be 
assigned to one of the roles according to importance of the characteristic in that 
specific role. This was done in the research, which resulted in this distribution:

38 percent of the characteristics were assigned to the motivating role •	
of personnel leader.
23 percent of the characteristics were assigned to the resourcing role •	
of resource allocator.
11 percent of the characteristics were assigned to the networking role •	
of spokesperson.
19 percent of the characteristics were assigned to the problem-solv-•	
ing role of entrepreneur.
5 percent of the characteristics were assigned to the liaising role of •	
liaison.
4 percent of the characteristics were assigned to the gatekeeping role •	
of monitor.

The fifth and final analysis was concerned with the distinction between 
investigative ability, knowledge levels, and management skills, as suggested 
by Smith and Flanagan (2000). When these three categories were applied to 
Table 8.1, we found 38 percent investigative ability, 9 percent knowledge, and 
53 percent management skills as characteristics of effective SIOs as defined 
by investigators.

Survey results indicate that the most important leadership role for SIOs is 
the motivating role of the personnel leader. In this role, the SIO is responsible 
for supervising, hiring, training, organizing, coordinating, and motivating a 
cadre of personnel to achieve the goals of the organization. This role is mainly 
internal to the police investigation unit. As stated previously, an SIO gener-
ally would not be responsible for hiring a particular individual in a business 
sense, but would have a say in which particular police investigator might join 
his/her team for a particular investigation. However, the main thrust of this 
role for an SIO is that of motivating his/her staff and keeping such motiva-
tion stimulated, especially in a difficult and protracted investigation.
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In different study, Glomseth et al. (2007) asked SIOs how they would rate 
the importance of each leadership role. Their results are listed in Table 8.2. 
SIOs themselves find the problem-solving role most important (5.0), followed 
by the resourcing role (4.8).

When compared to the current responses from detectives, we find some 
interesting results. While the SIOs do not find the motivating role particu-
larly important, detectives that are supervised by SIOs find this role most 
important. On the other hand, while SIOs find the problem-solving role most 
important, detectives do not find this role particularly important.

Two important limitations in the current study have to be addressed. 
First, the response rate of 22 percent is low. As there were no follow-ups in 
the survey administration and responding to each open-ended question 
was voluntary, the response rate as such is as expected. However, a bias in 
responses is not unlikely, limiting the possibility of generalized findings. For 
example, only detectives with strong opinions about leadership and manage-
ment may have articulated their views in the survey. Future research designs 
should strive for higher response rates and include contacting some random 
nonrespondents.

Second, the construct “effective” SIOs is problematic. Implicitly, we argue 
that there is a significant, positive relationship between detectives’ opinions 
and actual effectiveness, since we only measured what detectives consider to 
be effective. Also, because effectiveness was not defined in the questionnaire, 
responding detectives might have emphasized very different interpretations 
of this construct. Future questionnaire designs should strive to solve such 
research design problems.

Effective SIOs as evaluated by their subordinates are characterized 
by being person-oriented rather than case-oriented. Important skills 

Table 8.2 Measurement of Management Roles

Management Roles in Police Investigations Mean
Motivating role—responsible for guiding and follow-up personnel who participate 
in the investigation

4.7

Resourcing role—making decisions about allocation of resources in the 
investigation

4.8

Networking role—informing other involved units in the police about the 
investigation

4.4

Problem-solving role—identifying opportunities and initiatives in the investigation 5.0
Liaising role—managing information and knowledge about external matters that 
might be relevant for the investigation

4.6

Gatekeeping role—communicating with the external environment about the 
progress in the investigation

4.4

Note: 1 = not important to 7 = very important.
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are motivational skills, communicative skills, listening skills, and orga-
nizational skills. According to this study, the least important for SIOs is 
investigation knowledge, when compared to investigative ability and man-
agement skills.

Organized Crime Economics

The Home Office in the United Kingdom announced a new report on orga-
nized crime in 2007, but on the Internet (www.homeoffice.gov.uk/rds/
whatsnew1.html), this message was presented:

The Online Report “Organized crime: revenues, economic and social costs, and 
criminal assets available for seizure” has been withdrawn.

Reversing decisions and secrecy is questionable, as knowledge workers 
always should know more than there is information in a report. Knowledge 
is always ahead of its capture in documents. Police leadership is needed to 
fight organized crime. Development leadership has three characteristics: the 
leader acts as an exemplary model, shows individualized consideration, and 
demonstrates inspiration and motivation (Larsson et al., 2003).

The economic side of organized crime is important, and it manifests itself 
in money laundering and other ways of spending proceeds from criminal 
activity. In Australia, Stamp and Walker (2007) developed a conceptual pic-
ture of economic relationships, as illustrated in Figure 8.3.

The costs of crime are part of the Australian economy. The proceeds of 
crime are a subset of the costs. Some of the proceeds of crime in Australia 
are laundered, but some laundered money also comes from outside the 
Australian economy. Terrorist finance may not have criminal origins and is 
not necessarily laundered. The “known” components are very small subsets 
of their respective estimated totals. Figure 8.3 is not drawn to scale (Stamp 
and Walker, 2007).

Case: Hawala Bankers Transferring Criminal Proceeds

In the summer of 2008, a Nigerian prostitute went to an official bank in Oslo, 
Norway, to transfer money to Nigeria. This seemed to be a legal transaction 
as proceeds from prostitution are legal income. What the bank did not know 
was that the money was not from prostitution. The money was proceeds 
from drug trafficking rather than human trafficking, which is illegal income. 
When the bank discovered the prostitutes were lying about their income, 
money transfers were stopped.
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Therefore, the Nigerian drug dealers went to hawala bankers instead. Hawala 
bankers are financial service providers who carry out financial transactions 
without a license and, therefore, without law enforcement control. They accept 
cash at one location and pay a corresponding sum in cash or other renumeration 
at another location. This service is similar to services provided by official banks, 
but hawala bankers disregard all legal obligations concerning the identification 
of clients, record keeping, and the disclosure of unusual transactions, to which 
official financial institutions are subject (van den Brunt, 2008).

Hawala banking has a long history (van den Brunt, 2008, 113):

Primarily entrenched in the monetary facilitation of trade between distant regions, 
these bankers still provide a useful service especially to migrants who wish to 
transfer money to their country of origin. The informal system has long existed, but 
only recently gained prominence in conflict torn regions, such as Afghanistan and 
Somalia. After years of conflict, confidence in the formal banking system is absent 
and the remaining banks neither accept deposits nor extend loans. Significantly, 
these formal banks do not have the capacity to provide international or domestic 
remittance services.

Both official and hawala banks often transfer money without actually mov-
ing it. They are remitted without being physically moved elsewhere. It is also 
not a distinguishing feature of hawala banking that funds or value are trans-
ferred without leaving trails of the completed transactions. Rather, the essence 
of hawala banking is simply that financial transactions occur in the absence of, 
or parallel to, official banking sector channels (van den Brunt, 2008, 115):

Hawala banking is not certified and supervised by any government. There are 
international differences in regulation and supervision of financial transactions by 
Central Banks, but hawala banking has been legally banned in almost all countries 
of the world, even those, which are strongly Islamic, such as Pakistan and Iran.

Transactions between hawala bankers are based on trust. Banker A receives 
money paid out by hawalader B, making A indebted to B. Next time the roles 
will be reversed: B receives money from a remitter to be paid out by A to the 
recipient. Conflicts and misunderstandings about settlements seem likely to 
arise; yet in practice, relations between hawaladers appear to run smoothly 
(van den Brunt, 2008).
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Policing Motorcycle 
Club Organized Crime 

A distinction must be made between noncriminalized and criminalized bik-
ers. The latter outlaw bikers are typically motorcycle club members refer-
ring to themselves as “1 percenters.” Among the criminal biker clubs, we find 
Hells Angels, Outlaws, Bandidos, Pagans, and Coffin Cheaters. The most well 
known is Hells Angels Motorcycle Club (HAMC), which is in charge of many 
criminal business enterprises all over the world.

Lavigne (1996: 1) described criminal bikers in this way:

The darkness of crime lies not in its villainy or horror, but in the souls of those who 
choose to live their lives in the abyss. A man who toils from youth to old age to 
violate the line that divides civilization from wilderness; who proclaims he is not 
of society, but an outsider sworn to break its laws and rules, yet who readily seeks 
refuge in its lenient legal system, embraces its judicial paternalism and gains sub-
stance from its moral weakness; whose very existence as an outlaw is defined by 
society’s being, is but a shadow of the real world, bereft of freedom and doomed 
to tag along in society’s wake.

An important aspect of intelligence for policing criminalized bikers is 
to understand outlaw economics in terms of the financing of a subculture. 
For example, Wolf (1991, 247–268) studied a brotherhood of outlaw bikers in 
Canada called the Rebels:

It costs money to run an outlaw club, more money than the average citizen might 
think. The Rebels need cash continually to meet expenditures that are character-
istic of all outlaw motorcycle clubs.

The most expensive item is the clubhouse, since members have to rent or buy 
and furnish a building. … The Rebels always maintain enough money in their sav-
ings accounts in the event that one of their members requires bail or the services of a 
lawyer. … Outlaw clubs are well aware that the police are usually more reasonable 
in their surveillance procedures if they know that a club has the money to employ 
a sound legal defense and does not hesitate to bring up charges of police harass-
ment. … The Rebel reserve fund is also available to patch holders who simply find 
themselves short of cash. … The Rebels replenish their club treasury with money 
from five major sources: membership dues and club fines, the sale of various com-
modities to members, the brokerage of club shares, sponsoring “boogies,” and hold-
ing “field days.” … Outlaw motorcycle clubs vary in the extent to which they may 
engage in criminal activities for profit. Some clubs hold aloof from what could be 
classified as recurring organized crime. Clubs such as the Satan’s Choice, Outlaws, 
pagans, Bandidos, and Hells Angels, who have run the full gamut of crime, remain in 
distinct minority. Yet, even among these outlaw federations, the amount and nature 
of criminal activity vary from chapter to chapter and from year to year.

9
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In this chapter, we will assume that the Norwegian police is in the pro-
cess of establishing a national intelligence project to fight the criminal MC 
organizations, such as the Hells Angels Motorcycle Club in Norway.

Hells Angels Motorcycle Club

In the case of Criminal Intelligence Service Alberta’s annual report in Canada 
(von Rassel and Komarnicki, 2007), Hells Angels were gathering outside 
Calgary to celebrate the group’s tenth anniversary in Alberta. Hells Angels 
were identified as having been involved in the street-level drug trade. The 
worldwide biker gang arrived in Alberta ten years ago when it took over locally 
based independent gangs, such as the Grim Reapers in Calgary. Despite that 
history and three HAMC chapters in Alberta—Calgary, Edmonton, and a 
“Nomad” chapter based in Red Deer—Criminal Intelligence Service Alberta 
said the gang had failed to make significant inroads in the province’s crimi-
nal underworld (von Rassel and Komarnicki, 2007).

“Without making light of their propensity for extreme violence—aug-
mented by loyalty to the club’s name—members of the Hells Angels continue to 
lack in criminal business savvy,” the report said. “They have proven themselves 
to be an available source of ‘muscle’ either for their own endeavors or for other 
criminal organizations. They are preoccupied with the supremacy of their name 
within the criminal biker subculture” (Rassel and Komarnicki, 2007).

The Hells Angels’ Calgary chapter has suffered some highly publicized 
setbacks, notably having to abandon a fortified clubhouse under construc-
tion in Bowness because it violated building codes. The chapter’s then presi-
dent, Ken Szczerba, was jailed in 2001 for trying to arrange a plot to bomb 
the homes of Alderman Dale Hodges and a community activist involved in 
getting the construction halted. Nevertheless, police agencies underestimate 
the Hells Angels in this province at their peril, said the author of several 
books on the gang, as reported to von Rassel and Komarnicki (2007).

In the province of Quebec, the situation is very different. Police claim 
that Hells Angels control most of the organized crime in the province. 
Criminologists who argue that the government is to blame for the situation 
support this view. This is because of the policy of fighting the Mafia, which 
resulted in Hells Angels getting the opportunity to grow dominantly in the 
vacuum that emerged. Until then, Hells Angels were viewed as the street boys 
for the Mafia. In the years after 1994, wars between street gangs in the province 
have caused more than one hundred killings (including a person randomly 
passing who was killed by a car bomb). More than eighty-four bomb attacks 
have occurred, one hundred thirty cases of fires, and nine missing persons.

In Amsterdam in The Netherlands, Hells Angels are running much of 
the operations in the red light district. The motorcycle club owns restaurants 
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and gambling casinos, and they run the prostitution and drug business. 
Because Hells Angels have full control of the situation, there is not much 
public crime in the district. Therefore, Dutch police seem satisfied with the 
situation, although they know it is wrong. Dutch police know that many of 
the major drug deals for Europe are settled in the red light district where 
Hells Angels are in charge.

Also, spectacular killings are linked to Hells Angels MC Holland. For 
example, the Dutch lawyer Evert Hingst was murdered in front of his house 
in Amsterdam. Among Hingst’s clients were many noted and alleged crimi-
nals, including John Mieremet, who was once shot in front of Hingst’s office. 
After the assault, Mieremet claimed that Hingst had tried to set him up. 
Mieremet was murdered three days after the liquidation of Hingst, who could 
be linked to Hells Angels MC Holland through John Mieremet and Willem 
Holleeder. Willem “The Nose” Holleeder is a Dutch criminal born in 1958 
in Amsterdam. He was one of the perpetrators of the kidnapping of brewery 
president Alfred “Freddy” Heineken in 1983 (Nelen and Lankhorst, 2008).

Holleeder came in the news when the monthly magazine Quote printed 
a photo of Holleeder accompanied by Willem Endstra, who was regarded as 
the banker of the Dutch underworld. Endstra laundered drug money and 
invested it in real estate. Holleeder ordered the extortion of Endstra in 2004 
after Endstra started to give information to the Dutch national police. Hells 
Angels carried out the extortion because Holleeder enjoyed significant influ-
ence in the criminal motorcycle club.

When Dutch police were informed where to find the meeting room 
where criminal activities were planned, they installed listening devices and 
interception for communication control on the Hells Angels MC Holland 
premises. However, the police informant in the club was soon severely pun-
ished by the club, and meetings were moved to another HA resort.

When looking back at history, it all started in 1948 (www.wikipedia.org 
— search Hells Angels):

The Hells Angels club was formed in 1948 in Fontana, California. The name “Hells 
Angels” was believed to have been inspired by the common historical use, in both 
World War I and II, to name squadrons or other fighting groups by fierce, death-
defying names, such as Hells Angels and Flying Tigers. The Howard Hughes film 
Hell’s Angels was a major film of 1930 displaying extraordinary and dangerous 
feats of aviation. Several military units used the name Hells Angels prior to the 
founding of the motorcycle club of the same name. […]

The Hells Angels are shrouded in a cloud of mystery and controversy, thanks to 
a very strict code of secrecy and what can be construed as a practice of deliberate 
mythologizing by some members of the club. Members don’t use last names, even 
with one another. They just use a first name and, more often than not, a nickname. 
Due to its colorful history and the confirmed links of some of its members to orga-
nized crime, speculation and rumor about the club’s activities is rife.
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It is assumed that HAMC has more than 2,000 members and trial mem-
bers (prospects) in 189 local departments (chapters) in 22 countries all over 
the world. HAMC was the symbol of an outlaw biker anticulture in the 
1960s. The U.S. Federal Bureau of Investigation (FBI) estimates that Hells 
Angels make more than $1 billion a year on their global trafficking in drugs 
and women. This is denied by spokespersons of the club, who also argue that 
crimes committed by members are not the responsibility of the organization. 
Spokespersons of the club claim that they are only a motorcycle club, and 
that the majority of members are regular citizens who are misrepresented in 
the media. Nevertheless, HAMC presents itself as a 1 percent club, a phrase 
that was introduced because the American Motorcyclist Association claimed 
that 99 percent of all MC drivers are regular citizens.

When analyzing a Hells Angels motorcycle club, it should be understood 
that it most likely is a criminal organization. As a criminal organization, it 
is both similar to and different from other organized crime groups. When 
policing ethic street gangs, it is sometimes compared to fighting local Hells 
Angels chapters. Nothing could be farther from the truth. While street gangs 
should be understood in a context of temporary and dynamically changing 
relationships and finances, MC groups should be understood as more per-
manent structures and with permanent finances. Understanding both simi-
larities and differences between criminal business enterprises is critical in 
successful policing of organized crime. As illustrated in the law enforcement 
road map, it would not be considered a success if a closed down Hells Angels 
chapter in one city is revitalized in another.

Hells Angels can be identified both by the Harley Davidson motorcycles 
they ride and in the trafficking, drugs, extortions, money laundering, and other 
criminal activities. Hells Angels carried out the extortion of Endstra because 
Holleeder enjoyed significant influence in the criminal motorcycle club.

In analyzing the culture of a particular group or organization, Schein 
(1990) finds it desirable to distinguish three fundamental levels at which cul-
ture manifests itself: (1) observable artifacts, (2) values, and (3) basic under-
lying assumptions. When one enters an organization, one observes and feels 
its artifacts. This category includes everything from the physical layout, the 
dress code, the manner in which people address each other to the more per-
manent archival manifestations, such as company records, products, state-
ments of philosophy, and remains at crime scenes. These are all observable 
artifacts in the organization. A typical example is artifacts found on jack-
ets and tattoos found on bodies, such as A.F.F.A. (Angel. Forever. Forever. 
Angel.), which are manifestations of Hells Angels MC members.

Motorcycle clubs, such as HAMC, are fairly consistent in their modal 
organization, consisting of national, regional/state, and local tiers, which 
emerged after a formative period. Individual bikers, cliques, and chap-
ters answer to the national leadership, which controls their right to claim 
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membership, but they also have sufficient autonomy to accommodate their 
extremely independent and rebellious personalities and wide-ranging local 
circumstances (Quinn and Koch, 2003).

This tension between intense loyalty and hierarchical control on the one 
hand and autonomous masculinity on the other is perplexing to many outsid-
ers. Loyalty to a singular national hierarchy reinforces deeply felt tribal soli-
darity and power. Autonomy permits local flexibility in promoting growth 
and hegemony and avoids instigating rebellion among individuals. It also 
functions to make their actions difficult to directly link to the group’s formal 
leadership and keeps the relationship between the club and the actions of its 
members distant from each other (Quinn and Koch, 2003).

Values at the second level of Schein’s (1990) research can be studied in 
terms of norms, ideologies, charters, and philosophies. Strong values in Hells 
Angels MC include respect of other members. Basic underlying assumptions 
at the third and final level of organizational culture are concerned with per-
ceptions, thought processes, feelings, and behavior.

While studies have shown that people within the same legal organization 
have very different values, often measured in terms of deviation from the 
mean, we might expect members of illegal organizations to have very similar 
values. Their values will not only be typical for criminal organizations, they 
will also have much smaller deviations between members than in criminal 
gangs and networks that are not so well established.

A criminal business organization is an enterprise where all people in all 
parts of the organization are involved in criminal activity. Hells Angels MC 
is a legal motorcycle club in most countries (not in Canada), where the mem-
bers are involved in criminal activity based on emerging internal networks. 
For example, when a local Hells Angels MC organization runs a chain of 
legal tattoo shops, members are at the same time involved in drug smug-
gling, human trafficking, and other criminal activities. Thus, the chairman 
and entrepreneur in Hells Angels MC Holland, Willem van Boxtel, needs to 
express an overall strategy for the entire criminal business organization.

Hells Angels MC tends to have a matrix organization where the legal motor-
cycle club is along the vertical axis, while the criminal activities of HAMC are 
along the horizontal axis. The criminal activities are not initiated and orga-
nized from the top. Instead, one core entrepreneurial member initiates a crim-
inal project by identifying an opportunity and recruiting fellow members to 
the project. Top management is informed, but not necessarily involved.

Sometimes, HAMC gets into rivalry with similar clubs. For example, 
tough competition characterized MC organizations in Scandinavia a decade 
ago, where Bandidos, Hells Angels, and Outlaws were the main competitors. 
Among other business areas, they were competing in the amphetamine mar-
ket. This competition was labeled the “MC war,” as a variety of competitive 
weapons were used by the parties, including bombs.
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One of the violent occasions in the history of HAMC occurred during 
a Rolling Stones concert in Altamont, California, in 1969. HAMC mem-
bers were hired as guards for a compensation, which is claimed to include 
beer with a value of $500. During the song “Under My Thumb” (and not 
“Sympathy for the Devil” as many believe), Alan Passaro knifed to death 
Meredith Hunter, who had drawn a gun. Passaro was later released because 
the murder was defined as self-defense. Both Hunter and Passaro were mem-
bers of HAMC.

In the 1960s, during the Vietnam War, HAMC offered its services to 
American troops abroad. Although they were not allowed, this offer from 
the HAMC was perceived as a traitor’s act by all those who idolized the biker 
anticulture. The critics of HAMC argued that the biker club tried to make an 
alliance with the U.S. authorities. Six members of The John Brown Brethren 
group, a small but violent antiwar activist group, attacked a HAMC in San 
Francisco and killed four members.

Criminal Motorcycle Clubs in Norway

In Norway, we find three known criminal MC organizations—Hells Angels, 
Bandidos, and Outlaws—with different organizational structure and culture. 
Hells Angels seems to separate most systematically between the legal motor-
cycle club and criminal activity. The criminal HAMC activity is often based 
on private and personal initiative, where one member asks another member: 
“Would you like to take part in this?” Organized crime is then carried out by 
several HAMC members, but the criminal group is set up by initiative and 
contact directly among members. HAMC management is seldom directly 
involved. The organized crime is typically in areas such as narcotics, traffick-
ing, and torpedo activities. If crime fails and members get prosecuted, then 
they may be expelled from HAMC as failures.

Let us start with the beginning of Hells Angels in Norway, which was 
founded in 1992 (www.hells-angels.com):

In August 1992, Norway got its first Hells Angels chapter, Hells Angels MC 
Trondheim … In January 1995, the Club moved into a new clubhouse outside the 
city, the same as today.

While HAMC has recruited mainly motorcycle club-interested men, 
the Outlaws, on the other hand, has primarily recruited criminals as mem-
bers. Therefore, there is a more visible link between motorcycle activities and 
criminal activities. Bandidos seems to be somewhere in the middle between 
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Hells Angels and Outlaws. Some of the proceeds from organized crime in 
Norway is laundered and invested in Thailand by HAMC.

HAMC applies a matrix organization, where the motorcycle club is along 
the vertical axis while the organized crime is along the horizontal axis, as 
illustrated in Table 9.1. Hells Angels members, prospects, and hangarounds 
are potentially included in criminal projects A, B, and C. Project partici-
pants are recruited from national chapters as well as chapters in other coun-
tries. For example, when cocaine is to be smuggled from Holland to Norway, 
members of HAMC Norway and HAMC Holland plan the operation. Next, 
prospects and hangarounds are recruited to carry out the smuggling. In the 
matrix organization, each chapter emerges as a legal activity, while each proj-
ect emerges as an illegal activity.

In the last decade, the number of criminal MC clubs have increased three-
fold in Norway. Hells Angels is still the largest, but is challenged by Bandidos, 
Outlaws, and also the Coffin Cheaters club is on its way (Aftenposten, 2007). 
In 1997, Bandidos and Hells Angels shared geographical areas and criminal 
markets among themselves. This mutual agreement was achieved after the 
bloody Scandinavian MC war, which culminated with a 1997 bomb attack by 
Hells Angels on Bandidos headquarters in Drammen, Norway, west of Oslo. 
Now this mutual understanding is challenged and threatened by new gangs 
over the entire country.

HAMC Norway President Leif Kristiansen

Leif Ivar Kristiansen is head of HAMC in Norway. He is located at the 
Hells Angels’ clubhouse and headquarters in Trondheim, north of Oslo. He 
was interviewed in the Norwegian newspaper Adresseavisen (2005) when 
a power fight was going on in the Hells Angels organization. Hells Angels 
MC Norway has chapters in Hamar, Stavanger, Skien, Oslo, Drammen, 

Table 9.1 Matrix Organization of Hells Angels

Legal/Illegal
Hells Angels 
MC Norway

Hells Angels 
MC Sweden

Hells Angels 
MC Holland

Hells Angels 
MC Germany

Criminal project 
A

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Criminal project 
B

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Criminal project 
C

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds

Members
Prospects
Hangarounds
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Tromsø, and Trondheim (www.hells-angels.no), as shown on their Web 
page in Figure 9.1. When Hells Angels decides to present itself as clean from 
criminality, such as bomb attacks, women trafficking, or cocaine smug-
gling, then typically a person without a criminal record from HA manage-
ment is presented.

Two-thirds of all MC members in Hells Angels, Bandidos, and Outlaws 
have a criminal record in Norway. Some in management do as well. For 
example, Torkjel “The Rat” Alsaker was sentenced to several years in prison 
because of a shooting as well as participating in the bomb attack on Bandidos 
in Drammen in 1997. Leif Ivar Kristiansen, however, has no serious criminal 
record so far.

The headquarters building of HAMC Norway is at Trolla in Trondheim. 
The “chief executive officer” Leif Ivar Kristiansen has tried to become rich by 
establishing tattoo shops for money laundering. In 2001, he opened another 
outlet of his business chain called Tattoo World in the town of Lillehammer. 
According to Aftenposten (2001), police considered Hells Angels to be estab-
lished in Lillehammer by the presence of Kristiansen’s Tattoo World.

In an interview when confronted with the question whether he was the 
president of Hells Angels MC Norway and, hence, top executive in Norway, 
Kristiansen replied in Aftenposten (2001): “I don’t answer such questions. This 
is my secret. All my business activity occurs within my personal enterprise. 

Figure 9.1 Home page for Hells Angels Motorcycle Club Norway.
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It has nothing to do with HA. Such allegations build on stupidity, but it does 
not provoke me.”

The author contacted Hells Angels MC Norway in November 2008. The 
idea was to create another information source to triangulate information 
from police and open sources. The author decided to approach HAMC using 
a survey research. A questionnaire was developed with the contents listed in 
Table 9.2.

An e-mail was sent to all seven chapters in Norway at: tromsoe@
hells-angels.no, oslo@hells-angels.no, drammen@hells-angels.no, trond-
heim@hells-angels.no, skien@hells-angels.no, hamar@hells-angels.no, and 
stavanger@hells-angels.no. These locations are shown in Figure 9.2, includ-
ing the prospect location of Bergen.

Our e-mail contained this text:

Survey research among members of HAMC

To member of HAMC
I am carrying out survey research among members of HAMC. The purpose of 
the survey is to contribute to research about HAMC. I hope you are willing to 
participate in the survey. I ask you to fill in the attached questionnaire and return 
it to me.
Best wishes,
Petter Gottschalk
Professor at the Norwegian School of Management
Lecturer at the Norwegian Police University College

This e-mail was sent to all seven chapters at 5 p.m. When logging on the 
next morning, there was this e-mail in the inbox from the previous night at 
11:30 p.m.:

Hi you, I urge you to contact me immediately about this inquiry LEIF HAMC TEL 
900 81 666.

When calling this number in the same morning, Leif answered the 
phone. We had a conversation for about forty minutes. His first response 
was that nobody within HAMC Norway would fill in the questionnaire. We 
asked why, and he answered that issues related to money (income and wealth) 
as well as crime (smuggling and narcotics) were irrelevant and impossible to 
respond to.

At this early point in the conversation, it was interesting to reflect what 
might have happened the previous night. While we had e-mailed directly to 
all seven chapters in Norway as illustrated on the map in Figure 9.2, they had 
all immediately reported to President Leif about this incident, causing him 



168 Policing Organized Crime: Intelligence Strategy Implementation

as president to send us an e-mail six hours later. Leif had ordered all seven 
chapters not to respond to our questionnaire.

On the phone, Leif furiously denied that HAMC was a criminal organi-
zation. He said, “Police ha[ve] never been able to prove it.” And, “Ever since 
we started up in Norway in 1992, police ha[ve] tried to make a serious case 
against me. But they will never succeed.”

Table 9.2 Attempted Survey Research Form for the Hells Angels MC Norway 
in 2008

Questionnaire for Members of HAMC
I am      years old
I have been  member of HAMC for      years
I am educated as                       (profession)
I went to school for      years
I have been in prison for      years
I have      children

Your Reaction to Statements about Hells Angels MC Norway
Completely 

Disagree
Completely 

Agree
I enjoy being member of HAMC 1  2  3  4  5  6  7
Interests of the club are more important than my personal 
interests

1  2  3  4  5  6  7

I am proud of our work attitude 1  2  3  4  5  6  7
I am proud of our clubhouse 1  2  3  4  5  6  7
Our chapter is one of the best within HAMC 1  2  3  4  5  6  7
Our chapter has good profitability 1  2  3  4  5  6  7
HAMC is a popular club locally 1  2  3  4  5  6  7
Police is not problem for us in HAMC 1  2  3  4  5  6  7
Local authorities are no problem for us in HAMC 1  2  3  4  5  6  7
I am happy with my motorcycle 1  2  3  4  5  6  7
I make sufficient money 1  2  3  4  5  6  7
HAMC is a criminal organization 1  2  3  4  5  6  7
I have participated in smuggling 1  2  3  4  5  6  7
I have participated in money retrieval 1  2  3  4  5  6  7
I have participated in narcotics trade 1  2  3  4  5  6  7
I have participated in organized crime 1  2  3  4  5  6  7
I believe there will be more HAMC chapters in Norway 1  2  3  4  5  6  7
I think Knut Storberget is a clever minister of justice 1  2  3  4  5  6  7
I think Jens Stoltenberg is a clever prime minister 1  2  3  4  5  6  7
I think Ingelin Killengreen is a clever chief of police 1  2  3  4  5  6  7
Our chapter is well organized 1  2  3  4  5  6  7
We perceive no competition from Outlaws 1  2  3  4  5  6  7
We perceive no competition from Bandidos 1  2  3  4  5  6  7
We perceive no competition from Coffin Cheaters 1  2  3  4  5  6  7
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We told him that our students at the Norwegian School of Management 
this year had an assignment concerning police knowledge management 
related to organized MC crime. He asked if students at the Drammen cam-
pus had this assignment as well, since his daughter is one of the students 
there. We replied in the negative, as the assignment was only for the Oslo 
campus. Leif seemed obviously proud of his daughter being a student at 
our school.

When asked whether there would be a new chapter in Bergen (see 
Figure 9.2), Leif replied, “You may ask what you want, but I do not always 
respond.” We told him about newspaper stories speculating on an eighth 
Norwegian chapter in Bergen (Schmidt, 2008):

Stavanger

Skien

Drammen

Oslo

Hamar

Trondheim 

Tromsø Svalbard 

Finnmark 

Nord-
land

Bergen?

Figure 9.2 Seven chapters and one potential chapter of HAMC Norway.
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Fears that the Hells Angels will establish in Bergen

Police believe the Hells Angels want to establish themselves in Bergen already 
before Christmas. Now they are warning local municipalities to allow the criminal 
MC gang to get a foothold. Bergen is the only big city in Norway without a chapter 
of the Hells Angels. Competing Bandidos and Outlaws are not represented in the 
city either.

We know a club is on its way. Indications suggest that we will soon have one 
large motorcycle club in Bergen, said police executive Norvald Visnes. The police 
have received specific information about the Bergen club Renegade MC in Fana 
outside Bergen will be accepted into the Hells Angels. 

At the time of writing, Renegade MC had the status of prospect club. 
Rune Hans Tvedt in the Renegade MC denied to the newspaper that the club 
wanted to become a chapter in HAMC.

Hells Angels Motorcycle Club World

When Hells Angels MC Norway, as a motorcycle club, is not directly involved 
in organized crime, though it is a criminal organization, individual members 
do team up to carry out criminal projects. The relationship between criminal 
projects and the base organization is characterized by independence in terms 
of resource mobilization and management. Each criminal project enjoys 
freedom as long as it succeeds. Criminal projects requiring critical resources 
in terms of innovative knowledge, large sums of money, and advanced tech-
nology are organized and run outside the base Hells Angels organization by 
participating criminal HA members who move temporarily out of chapter 
homes. Such criminal projects represent temporary organizations with their 
own goals, resources, and deadlines.

However, HAMC management decides the policy and rules to be fol-
lowed both in the legal motorcycle club operations as well as in criminal 
activities. Global, European, Norwegian, and chapter management repre-
sent levels of authority reporting and taking orders. It is an obvious hierar-
chy. Global executives visit local management, and local management visits 
global executives. Informal communication among managers takes place 
during “motorcycle parties” where hundreds of executives and members 
from a number of countries around the world may join to drink and talk.

Similar to the situation in Canada, where Hells Angels expanded their 
criminal activities into areas where the Mafia had been active because law 
enforcement was concerned with the Mafia, Norwegian police for a while 
ignored Hells Angels and other MC clubs to fight gangs that had established 
themselves in the capital city of Oslo. The gangs had shot at each other in 
a well-known restaurant district, causing public attention and politicians’ 
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concern. High priority was put on policing Pakistani and other gangs, while 
Hells Angels, Bandidos, and Outlaws could develop their criminal organiza-
tions with little police attention.

In Norway, HAMC and the others are perceived by the press, politicians, 
and public to be criminal clubs, although the clubs, as such, are not defined 
as criminal organizations. Canada seems still to be the only country that has 
officially labeled HAMC a criminal organization. Therefore, being a member 
in Canada is being a criminal, while this is not the case in Norway.

It seems that new recruits among Hells Angels in Norway carry out most 
of the criminal activities. They qualify for higher positions in the organiza-
tion by successfully completing human trafficking, cocaine smuggling, debt 
collection, and money laundering.

In September 2007, the earlier MC club Norsmen in the town of Øvre 
Eiker became a full and complete member of HAMC. Hells Angels MC 
Drammen became the new name of Norsmen and became the seventh HA 
chapter in Norway. It came as quite a surprise to many Norwegians, a surprise 
that indicates that Hells Angels MC Norway is still making progress in the 
country. The mayor of Øvre Eiker, Anders B. Werp, expressed in an interview 
by NRK News (2007) that he very much disliked having HA in his town.

Shortly after, he received the following letter from Drammen Mayor T. 
O. Hansen. Drammen is close to the town of Øvre Eiker.

The threat from the MC clubs are of concern to the whole region

Open letter to the Mayor of Øvre Eiker, Anders B Werp.
In recent days, people in the Drammen Region did get confirmed what they 

all have feared, MC Norway Drammen has become full worthy member of Hells 
Angels.

Many, not at least Drammen people, do still remember the bomb in Konnerud 
street ten years ago very well. While it has been quite [sic] on the surface for some 
years now, the fact that Hells Angels establish themselves so strongly in our region 
now is of great concern to all of us.

An opportunity has lead to the establishment of Hells Angels in Øvre Eiker. But 
this does not imply that the challenge involved is only of concern to Øvre Eiker. 
The MC clubs are not restricted by municipality boarders. The criminality that we 
can assume these people bring with them, will also be felt in neighboring munici-
palities, not at least in Drammen as the regional center. 

Therefore, it seems so important in law enforcement to prevent births of 
criminal organizations and pull all roots of established criminal organiza-
tions out of the earth.

Hells Angels MC Norway had chapters in Trondheim, Hamar, Oslo, 
Skien, Stavanger, and Drammen in 2008. Other MC clubs in Norway are 
Bandidos, Outlaws, and also Coffin Cheaters.
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Bandidos and Outlaws

The Bandidos Motorcycle Club was founded in 1966 in Texas. The member-
ship in this MC club is estimated to 2,400 members in fourteen countries. 
In Norway, Bandidos has approximately forty members in five departments: 
Oslo, Fredrikstad, Drammen, Kristiansand, and Stavanger. Bandidos is 
involved in organized crime (www.wikipedia.org, search Bandidos):

In October 2006, George Wegers, then Bandidos’ international president, pleaded 
guilty and received a two-year sentence for conspiracy to engage in racketeering. 
Also, in November 2006, Glenn Merrit of the Bellingham, Washington, chapter 
was sentenced to four years in prison for drug possession and trafficking in stolen 
property. A total of 32 members were indicted in the associated investigation, on 
charges including conspiracy, witness tampering, and various drug and gun viola-
tions. Eighteen of those plead guilty.

Outlaws was founded in McCook, Illinois, in 1935. The club consists 
of two hundred local clubs in the United States, Canada, Australia, Asia, 
and Europe. In Norway, Outlaws has four departments in Oslo, Drammen, 
Fredrikstad, and Romerike. Outlaws involvement in organized crime 
includes (www.wikipedia.org, search Outlaws):

On June 10, 1997, U.S. attorneys indicted seventeen members of the •	
Outlaws motorcycle club for racketeering, murder, narcotics traffick-
ing, and bombing. Members were from Wisconsin, Illinois, and Indiana 
chapters. The Bureau of Alcohol, Tobacco, and Firearms (ATF) com-
pleted a 2½-year investigation sparked by a war between the Outlaws 
and Hells Angels for control over areas of Chicago and Milwaukee.
On December 19, 2000, Kevin O’Neill, president of the Wisconsin/•	
Stateline Outlaws chapter, received a sentence of life in prison after 
being convicted on racketeering charges.
On May 31, 2001, Edward Anastas, one-time president of the •	
Milwaukee chapter of the Outlaws motorcycle club, was arrested after 
being named in a sealed indictment charging him with racketeering 
conspiracy, cocaine conspiracy, and participating in a bombing.
On March 14, 2003, Thomas Sienkowski, president of the Milwaukee •	
chapter of the Outlaws motorcycle club, was sentenced to ten years 
in prison for racketeering.
On August 8, 2006, four Outlaws members were wounded, three seri-•	
ously, in an ambush in Custer State Park, South Dakota, among bik-
ers gathered for the Sturgis Motorcycle Rally. A woman acquaintance 
was also wounded. Two men arrested and charged with attempted 
murder were said to be Canadian members of the Hells Angels. A 
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statement posted on the Outlaws’ Web site had announced Outlaws 
members would attend Sturgis, but not make any “display of power,” 
and claimed that they had given prior notice to federal law enforce-
ment of their intention to sightsee and enjoy the rally.
Frank Rego Vital of Roberta, Georgia, an Outlaws MC member, •	
was shot and killed in an early morning gunfight June 24, 2007, in 
the parking lot of The Crazy Horse Saloon strip club in Forest Park, 
Georgia, by two members of the Renegades MC in what has been 
described as a self-defense shooting after Vital and other Outlaws 
members followed the men from the club. Both Renegade members 
were shot several times, but survived.
On June 27, 2006, Christopher Legere of Raymond, New Hampshire, •	
an Outlaws member, was arrested in the murder of a man who was 
wearing a Hells Angels shirt. The victim, John Denoncourt, 32, 
of Manchester, New Hampshire, was shot and killed outside the 
3-Cousins Pizza and Lounge in Manchester on Sunday, June 25, 
2006, after he was spotted hugging the bartender, who was Legere’s 
girlfriend. Denoncourt, according to friends and family, was not a 
Hells Angel member himself, but had friends who were. Legere had 
been involved in another incident in Connecticut in early 2006 when 
he was charged with illegal possession of body armor by a convicted 
felon, telling police that “tensions were high” between the Hells 
Angels and the Outlaws at the time and that members from outside 
of the state were brought in to protect Marty Warren, who claimed 
to be the East Coast representative for the Outlaws.
On July 31, 2007, the FBI raided Brockton, Massachusetts, Outlaws. •	
The Taunton, Massachusetts, clubhouse was raided, but due to 
immunity of the Brockton clubhouse nothing happened. Many peo-
ple were arrested, including Joseph Noe, from the former Taunton 
chapter of the Outlaws.
On the morning of August 16, 2007, federal agents, along with the •	
Daytona Beach SWAT (Special Weapons and Tactics) team, raided 
the Outlaws biker club’s hangout on Beach Street in Daytona Beach, 
Florida. Federal agents also raided a site in Ormond Beach and two 
others around the state. The search of the Jacksonville clubhouses 
netted federal agents sixty weapons. U.S. Attorney General Alberto 
Gonzales announced a Detroit grand jury indictment of sixteen of 
the Outlaws National Club’s members. The Detroit grand jury indict-
ment included various charges, including assault and drug distribu-
tion. Eleven Outlaws leaders and high-ranking members of the gang 
were arrested after a five-year investigation. The FBI said several 
gang members were charged with conspiracy to commit assault on 
members of the Hells Angels Motorcycle Club in Indiana.
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On March 5, 2008, fighting broke out at a motorcycle meeting in •	
Germany between Outlaws and Hells Angels members. Arrests 
were made.
On March 10, 2008, a racial conflict broke out between the Outlaws •	
and a group of African-Americans.
On July 30, 2008, agents from the FBI and the ATF raided several •	
facilities associated with the Outlaws in the Chicago area. The FBI 
brought in a SWAT team and an urban assault vehicle to the club-
house on the city’s west side in case violence broke out.

Coffin Cheaters originates from Australia, where there are ten depart-
ments with approximately one hundred seventy members. The members are 
involved in all kinds of criminality that generate income for the club and 
its members. Coffin Cheaters MC now has two full-worthy departments in 
Norway, one in Ringerike and the other in Stjørdal.

In Norway, an Outlaws member was shot and wounded in 1996. Six Hells 
Angels members were arrested, but charges were dismissed. Again in 1997, 
two Outlaws members were shot at (Aftenbladet, 2000):

1987•	 . Members of the MC club The Shabby Ones are involved in a 
number of violent episodes.
1988•	 . In June, four Shabby Ones members are accused of serious vio-
lence against a man. The crime occurred at a motorcycle gathering 
in Lyngdal. In August, three Shabby Ones members are searched for 
after a violent episode at the cinema in Bryne. In September, narcot-
ics and weapons are found in an apartment belonging to one of the 
members of The Shabby Ones.
1989•	 . Two members of The Shabby Ones are arrested, suspected of 
drugs smuggling. Two are involved in insurance fraud.
1991•	 . The MC gang The Shabby Ones from Sandnes attack Ålgård 
Motorcycle Club members with bats.
1992•	 . Police action against the club localities of The Shabby Ones, 
weapons are confiscated and seven members arrested.
1993•	 . Member of MC club The Shabby Ones is put on trial because of 
violence against a policeman, which caused serious injuries.
1995•	 . In February, shooting between members of the Rabies MC (now 
Bandidos) and Customizers (now HA) in Oslo. Rabies MC members 
in a car were shot at. In August, five persons are arrested after illegal 
import of 25 kilos of hashish from Denmark to Norway. Two of the 
arrested are members of an MC club. In October, a member of the 
Hells Angels club at Braut is arrested. The police found narcotics and 
weapons. In December, a man from HA, Braut, is caught by police in 
Trondheim, with weapons, illegal spirits, and amphetamine. Also in 
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December, shots fired against a member of the Bronx-95 (Bandidos). 
Three HA members prosecuted, but released.
1996•	 . In January, two members of Back Guard MC W. Seaside are 
jailed for illegal import of a kilo of amphetamine to Norway. Also 
in January, Outlaws member shot and wounded. Ten HA members 
released after trial. In February, police find weapons in the clubhouse 
of Black Guard MC W. Seaside at Lomeland in Gjesdal. In March, 
Bandidos member shot and wounded at Oslo Airport. HAMC sus-
pected of attempted murder. In May, two women in a car outside 
HA premises shot at, one hurt. In July, a Danish Bandidos member 
is shot and killed by Newcastle United in Bangkok. A Hells Angels 
member was imprisoned. In November, police found weapons, nar-
cotics, user equipment, and stolen goods in the clubhouse of Hells 
Angels at Braut. In December, seven members of HA at Braut are 
arrested for using drugs.
1997•	 . In June, two persons in the HA club at Braut are arrested by 
police. One of them is jailed for possession of narcotics. Also in June, 
a woman is killed when a powerful bomb explodes in the Bandidos 
headquarters in Bangkok. In November, police action against Black 
Guard MC W. Seaside. The catch consists of weapons and narcotics. 
Two men in the criminal MC milieu are jailed after drug seizure.
1998•	 . In January, a member of the MC club Hogs Riders in Stavanger 
is jailed. He has been indicted in connection with 11 kilos of amphet-
amine seized in Oslo in December 1996. In July, after a police action 
against the Hells Angels in Braut, seven people reported use of 
drugs.
2000•	 . Four people linked to Bandidos were arrested and indicted in 
a serious violence case in Østfold.

The Norwegian departments are closely linked to international opera-
tions. All over the world, these criminal biker clubs make money on nar-
cotics traffic, human smuggling, prostitution, debt collection, and violence 
tasks. The MC gangs are dependent on personal contacts across borders. At 
international gatherings and parties, organized crimes are agreed upon and 
planned, and international executives from the United States and Europe 
give their orders to each chapter or department. MC gatherings for these 
gangs are more than drinking and fun. Gang members have secret meetings 
in hotel rooms, camping wagons, and bars. An example is the international 
party held in the city of Kristiansand in Norway by Bandidos in 2007. Swedes 
came by ferry from Strømstad to Sandefjord, while groups of fifteen members 
arrived by plane from the continent at Kjevik airport outside Kristiansand, 
and some came by ferry from Hirtshals in Denmark. A total of two hundred 
guests took part in the Bandidos feast in Kristiansand.
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Prison guards in Norwegian prisons are afraid of inmates from 
criminal motorcycle clubs. One guard expressed his concerns like this 
(Dagsavisen, 2007):

Every time we get in someone from HA and Bandidos, it takes only two minutes 
and then they have control over all the prisoners in the section. They always 
have some assistants who do the work for them so that we never get a case 
against them, and they can follow regular progression as prisoners without red 
tags, while they in reality regulate all activities among prisoners. They recruit 
new ones that [sic] they can use when they get out, for various criminal activi-
ties. Prisoners do, of course, not want to get in conflict with these inmates, as 
it can have consequences for them when they get out, and it is always useful to 
get a bit of protection both inside and outside, and therefore they take on the 
role of assistants. This is a problem, and it becomes bigger and bigger.

Theories Applied to MC Crime

There are many theories about MC crime, but few empirical studies. One the-
ory is the matrix theory, which claims that criminal projects are organized 
horizontally while the motorcycle club is managed vertically. This would 
imply that the Hells Angels MC, for example, is a matrix organization. A 
member initiates a criminal project by involving other members (colleagues) 
in the same club; this is a horizontal initiative. Management is not necessar-
ily involved. The legal part of the motorcycle club is run by the vertical axis, 
while the criminal part of the motorcycle club is run by the horizontal axis 
in the matrix. This theory seems to find support in the MC crime practice in 
Norway.

Another theory is the newcomer theory, which implies that newcomers 
need to make themselves deserving of membership in the MC club through 
committing successful crimes. These freshmen need to convince MC club 
management that they are competent in carrying out criminal activities, 
such as smuggling of drugs and debt collection. Based on successful comple-
tion of organized crimes, newcomers expect to be enrolled in the MC club. 
This theory seems to find support in MC crime practice in Norway as well.

Swedish police recently carried out an intelligence-led action against 
Bandidos based on the newcomer theory. It was a coordinated action at 
ten locations in Sweden. A total of thirteen persons were arrested among 
Bandidos members. The arrests were a result of cooperation between several 
government authorities. The background was intelligence and analysis car-
ried out by the Skåne police district and national criminal police in Sweden’s 
national task force against MC groups (Rikskriminalpolisen, 2008, 33).
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Bandidos has a strictly hierarchical structure while Hells Angels has a flat orga-
nization similar to a franchising business. Deepest down in the pyramid are the 
criminals that apply for membership. To qualify, they must carry out crimes and 
several specific activities, such as cleaning, shopping, guarding, chauffeuring, etc. 
The benefit is protection and the prospect of future climbing in ranks. Already 
before membership is actually achieved, prospect persons have normally become 
regular criminals in organized crimes.

The suspicions against the thirteen Bandidos members were specifically 
about organized transfer of illegal labor and tax withdrawal amounting to 15 
million Swedish krona (US$6 million). The general impression at the national 
criminal police in Sweden is that MC gangs are active in most or all crime 
areas where there is money. The leaders are a special brand of entrepreneur 
who consider the laws in society as not valid either for themselves or for their 
business activities.

There are a number of more general theories that might be applied to 
explain aspects of organized crime:

 1. Theory of criminal market forces—cartel theory
 2. Theory of unstable governments—regime theory
 3. Theory of rivalry—competition theory
 4. Theory of dominance—monopoly theory
 5. Theory of external threats—conspiracy theory
 6. Theory of rational choice—decision theory
 7. Theory of fear—violence theory
 8. Theory of market mechanisms—market theory
 9. Theory of psychological deviance—behavioral theory
 10. Theory of competence—learning theories
 11. Theory of social environments—environment theory
 12. Theory of deviant subcultures—subculture theory
 13. Theory of decentralization—organizational theory
 14. Theory of social control—control theory
 15. Theory of prisoner’s dilemma—game theory
 16. Theory of entrepreneurship—innovation theory

Knowledge Matrix in Policing MC Crime

Police in Canada have put substantial efforts recently into fighting criminal 
MC clubs. For several years, they have used expert witnesses in cases related 
to MC crime. Expert witnesses are neutral experts who are able to explain 
how these clubs and their members work in terms of, for example, signs and 
signals used by debt collection where threats of violence are common. These 
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expert witnesses are independent of police intelligence and police investiga-
tions, and they explain in court the structure and culture in various MC 
clubs, such as Hells Angels, Bandidos, and Outlaws.

Norwegian police has very limited knowledge of MC-related crime. 
The limited knowledge available to the Norwegian police force is spread 
over many national police agencies and local police districts. We, therefore, 
assume that there is a need to develop knowledge in the police force about 
criminal motorcycle clubs in Norway. We further assume that there will 
be a new department established in the National Criminal Police Center 
(Kriminalpolitisentralen—Kripos) for intelligence and analysis in the 
country. We might label the new department the MC Crime Department 
(MCCD) within Kripos. MCCD’s ultimate goal would be to eliminate 
criminal MC clubs in Norway by the year 2030 in cooperation with local 
police districts, national police agencies, and international police organi-
zations, such as Europol and Interpol. We assume that MCCD will have 
ten knowledge workers, among them five police officers, three data tech-
nologists, and two lawyers. Police officers are intelligence and investiga-
tion experts, data technologists are computer experts, while lawyers are 
the legal experts. One of the police officers will head the department. It is 
assumed that the department will be in operation next year. The depart-
ment’s role is to contribute to more knowledge about MC crime and crimi-
nals in Norway.

The purpose of the remaining chapter is to illustrate potential prepa-
rations that need to be completed before establishing this thought depart-
ment in terms of knowledge needs, information systems, work process, work 
dynamics, and causal relationships.

A knowledge matrix is a table that lists knowledge needs. The matrix 
shows knowledge categories and knowledge levels. Here, we make distinc-
tions between these knowledge categories for policing MC crime:

 1. Administrative knowledge is knowledge about police as an organi-
zation and workplace. It is knowledge about procedures, rules, and 
regulations.

 2. Policing knowledge is knowledge about work processes and practices 
in police work when fighting crime. Police knowledge is based on 
police science, which includes all aspects of policing internally as 
well as externally. It includes external factors that influence the role 
and behavior of police in society.

 3. Investigative knowledge is knowledge based on case-specific and case-
oriented collection of information to confirm or disconfirm whether 
an act or no act is criminal. Included here are case documents and 
evidence in such a form to prove useful in a court case.
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 4. Intelligence knowledge is knowledge based on a systematic collection 
of information concerned with a certain topic, a certain domain, 
certain persons, or any other focused scope. Collected information 
is transformed and processed according to a transparent meth-
odology to discover criminal capacity, dispositions, and goals. 
Transformation and processing generate new insights into criminal-
ity that guide the effectiveness and efficiency of policing. Included 
in intelligence knowledge is phenomenological knowledge, which 
is defined as knowledge about a phenomenon, in terms of what it 
is about (know what), how it works (know how), and why it works 
(know why). Phenomenological knowledge enables intelligence offi-
cers to “see” what “something” is about by understanding and not 
missing it when information emerges.

 5. Legal knowledge is knowledge of the law, regulations, and legal pro-
cedures. It is based on access to a variety of legal sources both nation-
ally and internationally, including court decisions. Legal knowledge 
is composed of declarative, procedural, and analytical knowledge. 
Declarative knowledge is law and other regulations. Procedural 
knowledge is the practice of law. Analytical knowledge is the link 
between case information and laws.

 6. Technological knowledge is knowledge about the development, use, 
exploitation, and exploration of information and communication 
technology. It is knowledge about applications, systems, networks, 
and databases.

 7. Analytical knowledge is knowledge about the strategies, tactics, and 
actions that police can implement to reach desired goals.

In addition to this classification in knowledge categories, we also make 
distinction between knowledge levels:

 1. Basic knowledge is knowledge necessary to get work accomplished. 
Basic knowledge is required for an intelligence officer as a knowledge 
worker to understand and interpret information, and basic knowl-
edge is required for an intelligence unit as a knowledge organiza-
tion to receive input and produce output. However, basic knowledge 
alone produces only elementary and basic results of little value and 
low quality.

 2. Advanced knowledge is knowledge necessary to get good work done. 
Advanced knowledge is required for an intelligence officer as a 
knowledge worker to achieve satisfactory work performance, and 
advanced knowledge is required for an intelligence unit as a knowl-
edge organization to produce intelligence reports and crime analysis 
that are useful in policing. When advanced knowledge is combined 
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with basic knowledge, then we find professional knowledge workers 
and professional knowledge organizations in law enforcement.

 3. Innovative knowledge is knowledge that makes a real difference. 
When intelligence officers apply innovative knowledge in intelli-
gence and analysis of incoming and available information, then new 
insights are generated in terms of crime patterns, criminal profiles, 
and policing strategies. When intelligence units apply innovative 
knowledge, then new methodologies in intelligence and analysis are 
introduced that other parts of police forces can learn.

Based on these categories and levels, our knowledge matrix consists of seven 
knowledge categories and three knowledge levels, as illustrated in Table 9.3. The 
purpose of the table is to illustrate that there are a total of twenty-one knowledge 
requirements in policing criminal business enterprises. Based on the table, each 
intelligence unit has to identify and fill in the table for knowledge requirements.

Knowledge levels are defined as basic knowledge, advanced knowledge, 
and innovative knowledge. An alternative is to define knowledge levels in 
terms of knowledge depth: know what, know how, and know why. These 
knowledge depth levels represent the extent of insight and understanding 
about a phenomenon. While know what is simple perception of what is going 
on, know why is complicated insight into cause-and-effect relationships to 
why it is going on.

 1. Know what is knowledge about what is happening and what is going 
on. A police officer perceives that something is going on that might 
need his or her attention. The officer’s insight is limited to percep-
tion of something happening. The officer doesn’t understand how it 
is happening or why it is happening.

 3. Know how is knowledge about how a crime develops, how a crimi-
nal behaves, or how a criminal business enterprise is organized. The 

Table 9.3 Knowledge Matrix for Knowledge Requirements in Policing 
Criminal Business Enterprises

Basic 
Knowledge

Advanced 
Knowledge

Innovative 
Knowledge

Administrative Knowledge
Policing Knowledge
Investigative Knowledge
Intelligence Knowledge
Legal Knowledge
Technological Knowledge
Analytical Knowledge
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officer’s insight is not limited to a perception of something that is 
happening; he or she also understands how it is happening.

 3. Know why is the knowledge representing the deepest form of under-
standing and insight into a phenomenon. The officer does not only 
know that it occurs and how it occurs, he or she also has developed 
an understanding of why it occurs or why it is like this.

When HAMC is organized in a different way than Bandidos, an officer at 
the know what level only knows that they are different. An officer at the know 
how level knows how they are different, for example, in terms of recruiting 
new bikers with criminal experience. An officer at the know why level knows 
why Bandidos has a stronger tendency than Hells Angels to recruit bikers 
with criminal experience.

Based on these depth levels, our alternative knowledge matrix consists of 
seven knowledge categories and three knowledge depth levels, as illustrated 
in Table 9.4. Again the purpose of the table is to illustrate that there are a 
total of twenty-one knowledge requirements in policing criminal business 
enterprises. Based on the table, each intelligence unit has to identify and fill 
in the table for knowledge requirements.

Research Model for Policing MC Crime

We assume that the ambition and goal in Norway is to reduce MC crime 
and ultimately eliminate criminal motorcycle clubs. This is illustrated in 
Figure 9.3, where a time perspective is introduced. Starting in 2008, we 
assume that Norwegian police authorities will have to spend some years to 
develop knowledge. Then, more effective policing can take place, thereby 
reducing the number of crimes. Ultimately in 2030, there might still be a 
core of crimes that still exist.

Table 9.4 Alternative Knowledge Matrix for Knowledge Requirements in 
Policing Criminal Business Enterprises

Know What Know How Know Why
Administrative Knowledge
Policing Knowledge
Investigative Knowledge
Intelligence Knowledge
Legal Knowledge
Technological Knowledge
Analytical Knowledge
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The reason for this positive projection into the future has to be found 
in causal relationships if the projection is to be trustworthy. In the research 
model in Figure 9.4, some potential causal relationships are illustrated. The 
dependent variable in the model is the number of crimes committed by crim-
inals in MC clubs annually in Norway.

The next step in a research process is to formulate research hypotheses 
for each of the links in the research model. These hypotheses are labeled H1 

Knowledge development in
police 

Core crimes continue 

Effective policing

Growth in MC crimes

2008 2030

Number
of crimes

400
300
200
100

0

Figure 9.3 Possible development in crimes by criminal motorcycle clubs.
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Police knowledge 
about MC crime in 
terms of knowledge 
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Knowledge 
management systems 
in terms of stages of 
growth in technology

Intelligence and 
analysis in terms of 
information sources 
and quality 

Effectiveness in 
policing in terms of 
performance in value 
shop activities

Organizational 
structure in terms of
knowledge versus 
bureaucracy

Organizational culture 
in terms of competition 
versus collaboration in 
policing 

H1

H2

H3
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Figure 9.4 Research model explaining variation in the number of crimes.
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to H6 in the research model. However, in this book, it is not appropriate to 
move beyond the stage of a research model in our presentation of policing 
criminal business organizations.
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Applying Police 
Knowledge 

The need for knowledge in policing criminal business enterprises has been 
stressed throughout this book. Knowledge has emerged as the most impor-
tant resource in policing. So far, we have offered new insights into the under-
standing of organized crime based on the enterprise paradigm, the theory of 
profit-driven crimes, and theories of criminal entrepreneurship. This chap-
ter now makes a contribution to intelligence-led and knowledge-based polic-
ing, an emerging area of interest that builds upon and enhances policing as 
knowledge work, police officers as knowledge workers, and police forces as 
knowledge organizations.

Policing criminal business enterprises requires police intelligence and 
investigations. Police intelligence has to be based on an implemented intel-
ligence strategy.

Criminal organizations take on many different forms requiring differ-
ent kinds of policing of criminal business enterprises. For example, Staring 
(2008, 165) tells the story of how Dutch police discovered a Chinese gang 
controlling human smuggling in The Netherlands:

Just before the summer holidays of 2005, the Dutch National Criminal Investigation 
Service arrested ten members of a violent Chinese gang. All detainees were sus-
pected of human smuggling, drug trafficking, extortion, and liquidations. Police 
not only found large amounts of drugs and money, but also came across twenty-
four automatic firearms, among which [were] several Uzis. The Chinese gang 
members were allegedly heavily involved in smuggling Chinese from their home 
country through The Netherlands to the United Kingdom. Smuggled immigrants 
had to pay up to forty or even fifty thousand euros for their journey and, accord-
ing to the police, the gang members were prepared to use violence towards 
defaulters. In addition, the police suspected some of the arrested gang mem-
bers [of] being linked to previously apprehended snakeheads of other Chinese 
smuggling organizations. Since the turn of the millennium, the Chinese in The 
Netherlands have acquired the reputation of being involved in professionally 
organized human smuggling through Eastern European countries to the United 
Kingdom, using safe houses in harbor cities such as Rotterdam. The involvement 
of Chinese immigrants with human smuggling in The Netherlands became explic-
itly visible through the “Dover case.” In this tragedy on June 18, 2000, fifty-eight 
Chinese smuggled immigrants on their way to the United Kingdom suffocated in 
a refrigerated cargo container. The “Dover case” put The Netherlands on the map 
as a transit country for human smuggling although it wrongly focused solely on 
Chinese smugglers. It turned out that Dutch citizens from different ethnic back-
grounds and with different judicial status were involved in the lucrative business 
of human smuggling.

10



186 Policing Organized Crime: Intelligence Strategy Implementation

Contrary to public belief, organized crime by criminal organizations 
is not a new phenomenon. Felsen and Kalaitzidis (2005) describe historical 
cases, such as piracy, slavery, and opium smuggling. Piracy is a robbery com-
mitted at sea. The earliest documented incidences of piracy are the exploits 
of the Sea Peoples who threatened the Aegean in the thirteenth century 
BCE. The most famous and far-reaching pirates in medieval Europe were the 
Vikings, warriors and looters from Scandinavia. They raided the coasts, riv-
ers, and inland cities of all Western Europe as far south as Seville in Spain.

Like slavery and piracy, smuggling has existed throughout history by 
criminal organizations of different sizes. Smuggling arises because of dif-
ferent laws and regulations that govern markets across borders. Whenever 
the flow of a commodity is controlled or prohibited by one state, it cre-
ates an environment that favors profits through smuggling (Felsen and 
Kalaitzidis, 2005).

Police Knowledge Organization

To fight organized crime and police criminal business enterprises, police 
officers need knowledge that is determined by their role or duties (Centrex, 
2005, 18).

The level of knowledge required by police staff will be determined by the specific 
role they perform or duties, which they are assigned. Staff profiling is a means 
of conducting a gap analysis. This analysis helps to determine the levels of staff 
knowledge required to meet organizational needs (in line with NIM [National 
Intelligence Model]) and also to assist with succession planning and the need for 
knowledge to be maintained.

Knowledge management is important and often critical in policing. 
Combating fraud and financial crime is an interesting example, where 
financial intelligence and interaction between public and private sectors 
is required. Identifying, reporting, and investigating suspected fraud and 
suspicious financial operations is essential for the effectiveness of antifraud 
measures and the protection of financial interests. This process, which can 
result in asset confiscation and prosecution, requires reliable intelligence, 
often received from reports on suspicious transactions made by the busi-
ness sector (banks, intermediaries, notaries, audit firms, etc.) to financial 
intelligence units. At a conference on combating fraud and financial crime 
hosted by the Academy of European Law (ERA, 2008), several issues related 
to financial intelligence and interaction between public and private sectors 
were discussed:
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What are the practical results of the application of antimoney laun-•	
dering legislation?
What are the new trends and developments in the field of finan-•	
cial intelligence based on information from antimoney launder-
ing agencies?
How can financial intelligence help prevent financial crime in the •	
first place?
How is cooperation between financial intelligence units and other •	
authorities developing?
Is there a role for customs authorities in combating underground •	
banking, enforcing cash controls, and other measures?
Are there benefits to be drawn from wider intelligence, such as •	
the analysis of trade data in order to identify trade-based money 
laundering?

Through the experience of national, European Union (EU), and inter-
national experts, the roles of private and public sectors in terms of han-
dling requests, safeguarding information, and other aspects of the financial 
intelligence-gathering process were discussed at the conference (ERA, 
2008). Intelligence provided by financial intelligence units is today an essen-
tial tool for investigation agencies in fulfilling the official mandate to fight 
fraud in organized crime, ensuring accuracy and relevance of the informa-
tion received, disseminated, and processed for different user groups, such as 
criminal police.

Policing is normally left to law enforcement authorities in a region or 
nation. However, policing sometimes occurs in the private sector, such as 
corporate policing in the case of a press leak from Hewlett Packard’s board 
of directors (Baer, 2008, 2).

When Hewlett Packard (HP) announced in September 2006 that its Board 
Chairman, Patricia Dunn, had authorized HP’s security department to investigate 
a suspected Board-level press leak and that the investigation included tactics such 
as obtaining HP Board members’ and reporters’ telephone records through false 
pretences (conduct known as “pretexting”), observers vehemently condemned the 
operation as illegal and outrageous. In congressional testimony, however, Dunn 
defended the investigation as “old fashioned detective work.” Although Dunn 
would later claim that she was unaware of key aspects of the investigation, her 
description was not so far off. The police routinely rely on deception to investigate 
and apprehend wrongdoers.

Deception is an activity where someone is to believe something that is 
not true. In law enforcement, deception in overt contacts is applied to extract 
information from witnesses and suspects. Deception is in direct opposition 
with the common norms associated with corporate governance, loyalty, trust, 
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and transparency. Despite the risk of subsequent liability, Baer (2008) argues 
that corporations increasingly employ surveillance, undercover investiga-
tions, and deceptive techniques in interrogations.

Knowledge organization has emerged as the dominant structure of 
both public and private organizations in the transition from an industrial 
to a knowledge society (Lassen et al., 2006). Knowledge organization in the 
management sciences is concerned with structures within which knowledge 
workers solve knowledge problems (Bennet and Bennet, 2005a, 2005b; Lassen 
et al., 2006; Smith, 2003; Uretsky, 2001).

There are many definitions of knowledge. Nonaka et al. (2000) describe 
it as justified true belief. Definitions of organizational knowledge range from 
a complex, accumulated expertise that resides in individuals and is partly 
or largely inexpressible to a much more structured and explicit content. 
There are also several classifications of knowledge, e.g., far, explicit, embod-
ied, encoded, embedded, event, procedural, and common. Knowledge has 
long been recognized as a valuable resource for the organizational growth 
and sustained competitive advantage, especially for organizations compet-
ing in uncertain environments. Recently, some researchers have argued that 
knowledge is an organization’s most valuable resource because it represents 
intangible assets, operational routines, and creative processes that are hard 
to imitate (Wasko and Faraj, 2005). However, the effective management of 
knowledge is fundamental to the organization’s ability to create and sustain 
a competitive advantage.

Knowledge management research has described organizational knowl-
edge flows in terms of the knowledge circulation process that consist of five 
components: knowledge creation, accumulation, sharing, utilization, and 
internalization. Of these five parts, the knowledge-sharing process is what 
this book focuses on. Knowledge sharing within and between organiza-
tions is not a one-way activity, but a process of trial and error, feedback, and 
mutual adjustment of both the source and the recipient of knowledge. This 
mutuality in the knowledge sharing suggests that the process can be con-
structed as a sequence of collective actions in which the source and the recip-
ient are involved. There are many different knowledge-sharing mechanisms: 
it can be informal and personal as well as formal and impersonal. Informal 
mechanisms include conversation, unscheduled meetings, electronic bulle-
tin boards, and discussion databases. More formal knowledge-sharing chan-
nels include video conferencing, training sessions, organizational intranets, 
and databases.

Bennet and Bennet (2005a) define knowledge organizations as complex 
adaptive systems composed of a large number of self-organizing components 
that seek to maximize their own goals, but operate according to rules in 
the context of relationships with other components. In an intelligent com-
plex adaptive system, the agents are people. The systems (organizations) 
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are frequently composed of hierarchical levels of self-organizing agents (or 
knowledge workers), which can take the forms of teams, divisions, or other 
structures that have common bonds. Thus, while the components (knowl-
edge workers) are self-organizing, they are not independent from the system 
they comprise (the professional organization).

Knowledge is often referred to as information combined with inter-
pretation, reflection, and context. In cybernetics, knowledge is defined as a 
reducer of complexity or as a relation to predict and to select those actions 
that are necessary in establishing a competitive advantage for organizational 
survival. That is, knowledge is the capability to draw distinctions within a 
domain of actions (Laise et al., 2005). According to the knowledge-based view 
of the organization, the uniqueness of an organization’s knowledge plays a 
fundamental role in its sustained ability to perform and succeed (Turner and 
Makhija, 2006).

According to the knowledge-based theory of the firm, knowledge is the 
main resource for a firm’s competitive advantage. Knowledge is the primary 
driver of a firm’s value. Performance differences across firms can be attrib-
uted to the variance in the firms’ strategic knowledge. Strategic knowledge is 
characterized by being valuable, unique, rare, nonimitable, nonsubstitutable, 
nontransferable, combinable, and exploitable. Unlike other inert organiza-
tional resources, the application of existing knowledge has the potential to 
generate new knowledge (Garud and Kumaraswamy, 2005).

Inherently, however, knowledge resides within individuals and, more 
specifically, in the employees who create, recognize, archive, access, and apply 
knowledge in carrying out their tasks (Liu and Chen, 2005). Consequently, 
the movement of knowledge across individual and organizational boundaries 
is dependent on employees’ knowledge-sharing behaviors (Liebowitz, 2004). 
Bock et al. (2005) found that extensive knowledge sharing within organiza-
tions still appears to be the exception rather than the rule.

The knowledge organization is very different from the bureaucratic orga-
nization. For example, the knowledge organization’s focus on flexibility and 
customer response is very different from the bureaucracy’s focus on organi-
zational stability and the accuracy and repetitiveness of internal processes. 
In the knowledge organization, current practices emphasize using the ideas 
and capabilities of employees to improve decision making and organizational 
effectiveness. In contrast, bureaucracies utilize autocratic decision making 
by senior leadership with unquestioned execution by the workforce (Bennet 
and Bennet, 2005b).

In knowledge organizations, transformational and charismatic leader-
ship is an influential mode of leadership that is associated with high levels of 
individual and organizational performance. Leadership effectiveness is criti-
cally contingent on, and often defined in terms of, leaders’ ability to motivate 
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followers toward collective goals or a collective mission or vision. (Kark and 
Dijk, 2007).

In the knowledge society, knowledge organizations are expected to play 
a vital role in local economic development. For example, knowledge institu-
tions, such as universities, are expected to stimulate regional and local eco-
nomic development. Knowledge transfer units in universities, such as Oxford 
in the United Kingdom and Grenoble in France, are responsible for local and 
regional innovations (Smith, 2003).

Uretsky (2001) argues that the real knowledge organization is the learn-
ing organization. A learning organization is one that changes as a result of its 
experiences. Under the best of circumstances, these changes result in perfor-
mance improvements. The terms knowledge organization and learning organi-
zation are usually (but not necessarily) used to describe service organizations. 
This is because most, if not all, of the value of these organizations comes from 
how well their professionals learn from the environment, diagnose prob-
lems, and then work with clients or customers to improve their situations. 
The problems they work on are frequently ambiguous and unstructured. The 
information, skills, and experience needed to address these problems vary 
with work cases. A typical example is detectives in police investigations.

Similarly, Bennet and Bennet (2005b) argue that learning and knowledge 
will have become two of the three most important emergent characteristics of 
the future world-class organization. Learning will be continuous and wide-
spread, utilizing mentoring, classroom, and distance learning, and will likely 
be self-managed with strong infrastructure support. The creation, storage, 
transfer, and application of knowledge will have been refined and developed 
such that it becomes a major resource of the organization as it satisfies cus-
tomers and adapts to environmental competitive forces and opportunities.

The third characteristic of future knowledge organizations will be that 
of organizational intelligence. Organizational intelligence is the ability of 
an organization to perceive, interpret, and respond to its environment in a 
manner that meets its goals while satisfying multiple stakeholders. Intelligent 
behavior may be defined as being well prepared, providing excellent outcome-
oriented thinking, choosing appropriate postures, and making outstanding 
decisions. Intelligent behavior includes acquiring knowledge continuously 
from all available resources and building it into an integrated picture, bringing 
together seemingly unrelated information to create new and unusual perspec-
tives and to understand the surrounding world (Bennet and Bennet, 2005b).

In our context of policing and law enforcement, “intelligence” has another 
meaning as well. Brown (2007, 340) defined intelligence in this context as:

Intelligence is information, which is significant or potentially significant for an 
enquiry or potential enquiry.
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What establishes information as intelligence is that it is a subset of infor-
mation defined by the special quality of being significant and relevant. If 
information is significant, it has value and it has relevance. Analysis does not 
create intelligence, it merely discovers, attributes, and refines it.

According to Bennet and Bennet (2005a), designing the knowledge orga-
nization of the future implies development of an intelligent complex adaptive 
system. In response to an environment of rapid change, increasing complexity, 
and great uncertainty, the organization of the future must become an adap-
tive organic business. The intelligent complex adaptive system will enter into 
a symbiotic relationship with its cooperative enterprise, virtual alliances, and 
external environment, while simultaneously retaining unity of purpose and 
effective identification and selection of incoming threats and opportunities.

In the knowledge organization, innovation and creativity are of critical 
importance. The literature on creativity provides a view of organizing for 
innovation by focusing on how individuals and teams come to shape knowl-
edge in unique ways. Innovation consists of the creative generation of a new 
idea and the implementation of the idea into a valuable product, and thus 
creativity feeds innovation and is particularly critical in complex and inter-
dependent work. Taylor and Greve (2006) argue that creativity can be viewed 
as the first stage of the overall innovation process.

Innovative solutions in the knowledge organization arise from diverse 
knowledge, processes that allow for creativity, and tasks directed toward cre-
ative solutions. Creativity requires application of deep knowledge because 
knowledge workers must understand the knowledge domain to push its 
boundaries. Team creativity likewise relies on tapping into the diverse knowl-
edge of a team’s members (Taylor and Greve, 2006).

Within knowledge organizations, we often find communities of practice. 
Brown and Duguid (2001) argue that for a variety of reasons, communities 
of practice seem a useful organizational subset for examining organizational 
knowledge as well as identity. First, such communities are privileged sites for 
a tight, effective loop of insight, problem identification, learning, and knowl-
edge production. Second, they are significant repositories for the development, 
maintenance, and reproduction of knowledge. Third, community knowledge 
is more than the sum of its parts. Fourth, organizational ability to adapt to 
environmental change is often determined by communities of practice.

Police Knowledge Resources

Knowledge is a renewable, reusable, and accumulating resource of value to 
the organization when applied in the production of products and services. 
Knowledge cannot as such be stored in computers, it can only be stored in 
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the human brain. Knowledge is what a knower knows; there is no knowledge 
without someone knowing it.

The need for a knower in knowledge existence raises the question as to 
how knowledge can exist outside the heads of individuals. Although knowl-
edge cannot originate outside the heads of individuals, it can be argued that 
knowledge can be represented in and often embedded in organizational pro-
cesses, routines, and networks, and sometimes in document repositories. 
However, knowledge is seldom complete outside of an individual.

In this book, knowledge is defined as information combined with experi-
ence, context, interpretation, reflection, intuition, and creativity. Information 
becomes knowledge once it is processed in the mind of an individual. This 
knowledge then becomes information again once it is articulated or com-
municated to others in the form of text, computer output, spoken or written 
words, or other means. Six characteristics of knowledge can distinguish it 
from information: knowledge is a human act, knowledge is the residue of 
thinking, knowledge is created in the present moment, knowledge belongs 
to communities, knowledge circulates through communities in many ways, 
and new knowledge is created at the boundaries of old. This definition and 
these characteristics of knowledge are based on current research (e.g., Poston 
and Speier, 2005; Wasko and Faraj, 2005).

Today, any discussion of knowledge quickly leads to the issue of how 
knowledge is defined. A pragmatic definition defines the topic as the most 
valuable form of content in a continuum starting at data, encompassing 
information, and ending at knowledge. Typically, data is classified, summa-
rized, transferred, or corrected in order to add value, and become informa-
tion within a certain context. This conversion is relatively mechanical and 
has long been facilitated by storage, processing, and communication tech-
nologies. These technologies add place, time, and form utility to the data. In 
doing so, the information serves to inform or reduce uncertainty within the 
problem domain. Therefore, information is united with the context, that is, it 
only has utility within the context.

Knowledge has the highest value, the most human contribution, the 
greatest relevance to decisions and actions, and the greatest dependence on 
a specific situation or context. It is also the most difficult of content types to 
manage because it originates and is applied in the minds of human beings. 
People who are knowledgeable not only have information, but also have the 
ability to integrate and frame the information within the context of their 
experience, expertise, and judgment. In doing so, they can create new infor-
mation that expands the state of possibilities and, in turn, allows for further 
interaction with experience, expertise, and judgment. Therefore, in an orga-
nizational context, all new knowledge stems from people. Some knowledge is 
incorporated in organizational artifacts like processes, structures, and tech-
nology. However, institutionalized knowledge often inhibits competition in 
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a dynamic context, unless adaptability of people and processes (higher order 
learning) is built into the institutional mechanisms themselves.

Our concern with distinctions between information and knowledge is 
based on real differences as well as technology implications. Real differences 
between information and knowledge do exist, although for most practical 
purposes these differences are of no interest at all. Information technol-
ogy implications are concerned with the argument that computers can only 
manipulate electronic information, not electronic knowledge. Business sys-
tems are loaded with information, but without knowledge.

Some have defined knowledge as a fluid mix of framed experience, 
values, contextual information, and expert insights that provides a frame-
work for evaluating and incorporating new experiences and information. It 
originates and is applied in the minds of knowers. In organizations, it often 
becomes embedded not only in documents or repositories, but also in orga-
nizational routines, processes, practices, and norms. Distinctions are often 
made between data, information, knowledge, and wisdom.

Data•	  are letters and numbers without meaning. Data are indepen-
dent, isolated measurements, characters, numerical characters, and 
symbols.
Information•	  is data that are included in a context that makes sense. 
For example, 40 degrees can have different meaning depending on 
the context. There can be a medical, geographical, or technical con-
text. If a person has 40 degrees Celsius in fever, that is quite seri-
ous. If a city is located 40 degrees north, we know that it is far south 
of Norway. If an angle is 40 degrees, we know what it looks like. 
Information is data that make sense because it can be understood 
correctly. People turn data into information by organizing it into 
some unit of analysis, e.g., dollars, dates, or customers. Information 
is data endowed with relevance and purpose.
Knowledge•	  is information combined with experience, context, inter-
pretation, and reflection. Knowledge is a renewable resource that 
can be used over and over, and that accumulates in an organiza-
tion through use and in combination with employees’ experiences. 
Humans have knowledge; knowledge cannot exist outside the heads 
of individuals in the company. Information becomes knowledge 
when it enters the human brain. This knowledge transforms into 
information again when it is articulated and communicated to oth-
ers. Information is an explicit representation of knowledge; it is in 
itself not knowledge. Knowledge can be both truths and lies, perspec-
tives and concepts, judgments and expectations. Knowledge is used 
to receive information by analyzing, understanding, and evaluating; 
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by combining, prioritizing, and decision making; and by planning, 
implementing, and controlling.
Wisdom•	  is knowledge combined with learning, insights, and judg-
mental abilities. Wisdom is more difficult to explain than knowl-
edge because the levels of context become even more personal and, 
thus, the higher-level nature of wisdom renders it more obscure than 
knowledge. While knowledge is mainly sufficiently generalized solu-
tions, wisdom is best thought of as sufficiently generalized approaches 
and values that can be applied in numerous and varied situations. 
Wisdom cannot be created like data and information, and it can-
not be shared with others like knowledge. Because the context is so 
personal, it becomes almost exclusive to our own minds and incom-
patible with the minds of others without extensive transaction. This 
transaction requires not only a base of knowledge and opportunities 
for experiences that help create wisdom, but also the processes of 
introspection, retrospection, interpretation, and contemplation. We 
can value wisdom in others, but we can only create it ourselves.

It has been argued that expert systems using artificial intelligence are 
able to do knowledge work. The chess-playing computer called Deep Blue 
by IBM is frequently cited as an example. Deep Blue can compete with 
the best human players because chess, though complex, is a closed system 
of unchanging and codifiable rules. The size of the board never varies, the 
rules are unambiguous, the moves of the pieces are clearly defined, and there 
is absolute agreement about what it means to win or lose. Deep Blue is no 
knowledge worker; the computer only performs a series of computations at 
extremely high speed.

While knowledge workers develop knowledge, organizations learn. 
Therefore, the learning organization has become a term frequently used. The 
learning organization is similar to knowledge development. While knowl-
edge development is taking place at the individual level, organizational learn-
ing is taking place at the firm level. Organizational learning occurs when the 
firm is able to exploit individual competence in new and innovative ways. 
Organizational learning also occurs when the collective memory, includ-
ing local language, common history, and routines, expands. Organizational 
learning causes growth in the intellectual capital. Learning is a continuous, 
never-ending process of knowledge creation. A learning organization is a 
place where people are constantly driven to discover what has caused the 
current situation and how they can change the present. To maintain a com-
petitive advantage, an organization’s investment decisions related to knowl-
edge creation are likely to be strategic in nature.
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Police versus Criminal Knowledge

Police organizations are not the only entities developing into knowledge 
organizations with police officers developing into knowledge workers, but, 
criminal organizations are doing so as well, with criminals developing into 
knowledge workers.

Knowledge is a resource in organized crime. This chapter makes a con-
tribution to existing theory. Using a resource-based theory approach, we 
attempt to develop new means of conceptualizing organized crime. It is 
timely in as much as this is a growing area of concern for researchers active 
in entrepreneurship. However, the developments suggested in this book need 
to be further explored in future research to make a significant contribution. 
As an early exploration into the possible fit between resource-based theories 
of the firm and criminal entrepreneurship, we do suggest some linkages that 
might be profitably researched.

The essence of the resource-based theory of the enterprise lies in its 
emphasis on the internal resources available to the enterprise, rather than 
on the external opportunities and threats dictated by industry conditions. 
Enterprises are considered to be highly heterogeneous, and the bundles of 
resources available to each enterprise are different. This is because enterprises 
have different initial resource endowments and because managerial decisions 
affect resource accumulation and the direction of enterprise growth as well 
as resource utilization.

Organized criminals apply their criminal entrepreneurship in 
resource allocation decisions. The business enterprise model of organized 
crime focuses on how economic considerations, rather than hierarchical 
or ethnic considerations, lie at the base of the formation and success of 
organized crime groups. Regardless of ethnicity or hierarchy, the enter-
prise model labels economic concerns as the primary cause of organized 
criminal behavior. A study of illicit drug sales in the Southwest United 
States found that the drug markets consisted of small organizations rather 
than massive, centralized bureaucracies that were competitive rather than 
monopolistic in nature. A study of bookmaking, loan sharking, and num-
bers gambling in New York City found that they were not monopolies 
in the classic sense or subject to control by some external organization 
(Albanese, 2004). Instead, economic forces arising from the illegality of 
the product tended to fragment the market, making it difficult to control 
or centralize these illegal activities on a large scale. The supply of illegal 
goods seems not marked by a tendency toward the development of large-
scale criminal enterprises, due to the illegal nature of the product. Instead, 
smaller, more flexible, and efficient enterprises characterized this type of 
organized crime.
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Illegal entrepreneurship knowledge might also be applied to legal busi-
ness development. In a study by Aidis and Praag (2004), illegal entrepreneur-
ship experience was found to be associated with business motivation. This is 
in line with human capital theory that maintains that knowledge provides 
individuals with increases in their cognitive abilities, leading to more pro-
ductive and efficient potential activity.

Aidis and Praag (2004) found that the skills developed through illegal 
business activities under socialist systems in Eastern Europe were not acquired 
with the expectation that they would ultimately be useful in a completely dif-
ferent setting of transition to market economy. Nevertheless, such prior expe-
rience in the black market provides valuable human capital for entrepreneurs 
in a market-oriented setting, and thereby changing the perception of the 
“unofficial” or “black” economy. Illegal entrepreneurship experience within 
centrally planned economies is a unique and historical phenomenon.

Operational Knowledge Sectors

Criminal organizations are, to an increasing extent, knowledge organizations 
as they develop over time. Also police forces are, to an increasing extent, 
knowledge organizations, as policing is more and more about preventing 
crime and solving complicated criminality.

If the police have more knowledge, crime will be fought in an efficient 
and effective way, and the police will succeed. If the police know less than 
the criminals, crime will have freedom to expand and succeed. Hence, it is 
not the absolute level of knowledge in police that is important, rather it is the 
relative knowledge level, as illustrated in Figure 10.1, about knowledge war 
between the police and criminal organizations.

Distinctions can be made between core, advanced, and innovative 
knowledge. These knowledge categories indicate different levels of knowledge 
sophistication. Core knowledge is that minimum scope and level of knowledge 
required for daily operations, while advanced knowledge enables an organi-
zation to be competitively viable, and innovative knowledge is the knowledge 
that enables the organization to lead its industry and competitors.

Core Knowledge

Core knowledge is the basic knowledge required to stay in business. This is 
the type of knowledge that can create efficiency barriers for entry of new com-
panies, as new competitors are not up to speed in basic business processes. 
Because core knowledge is present in all existing competitors, the firm must 
have this knowledge even though it will provide the firm with no advantage 
that distinguishes it from its competitors. Core knowledge is that minimum 
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scope and level of knowledge required just playing the game. Having that 
level of knowledge and capability will not assure the long-term competitive 
viability of the firm, but does present a basic industry knowledge barrier to 
entry. Core knowledge tends to be commonly held by members of an indus-
try and, therefore, provides little advantage other than over nonmembers 
(Zack, 1999).

In a law firm, examples of core knowledge include knowledge of the law, 
knowledge of the courts, knowledge of clients, and knowledge of procedures. 
For a student in the business school, core knowledge includes knowledge of 
what subjects to study this term and where the lectures take place. In a police 
organization, core knowledge includes knowledge of policing tasks and pro-
cedures. In a criminal organization, core knowledge includes knowledge of 
relevant crimes and procedures.

According to Tiwana (2002), core knowledge is the basic level of knowl-
edge required just to play the game. This is the type of knowledge that cre-
ates a barrier for entry of new companies. Because this level of knowledge 
is expected of all competitors, you must have it even though it will provide 
your company with no advantage that distinguishes it from its competitors. 
Let us take two examples from the business world: one is from the consumer 
electronics (hard product) business and one from Internet programming 
(soft product). To enter the modem manufacturing market, a new company 
must have extensive knowledge of these aspects: a suitable circuit design, all 
electronic parts that go into a modem, fabricating surface mount (SMD) chip 
boards, how to write operating system drivers for modems, and familiarity 
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Figure 10.1 Knowledge war between the police and criminal organizations.
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with computer telephony standards. Similarly, a company developing Web 
sites for, say, florists, needs server hosting capabilities, Internet program-
ming skills, graphic design skills, clearly identified target markets, and nec-
essary software. In either case, just about any competitor in these businesses 
is assumed to have this knowledge in order to compete in their respective 
markets; such essential knowledge, therefore, provides no advantage over 
other market players.

Advanced Knowledge

Advanced knowledge is what makes the organization competitively visible 
and active. Such knowledge allows the firm to differentiate its products and 
services from that of a competitor through the application of superior knowl-
edge in certain areas. Such knowledge allows the firm to compete head on 
with its competitors in the same market and for the same set of customers. 
Advanced knowledge enables a firm to be competitively viable. The firm may 
have generally the same level, scope, or quality of knowledge as its competi-
tors, although the specific knowledge content will often vary among com-
petitors, enabling knowledge differentiation. Firms may choose to compete 
on knowledge head on in the same strategic position, hoping to know more 
than a competitor. They instead may choose to compete for that position by 
differentiating their knowledge (Zack, 1999).

In a law firm, examples of advanced knowledge include knowledge of 
law applications, knowledge of important court rulings, and knowledge of 
successful procedural case handling. For a student in the business school, 
advanced knowledge includes knowledge of important articles and books, 
which are compulsory literature in subjects this term. In police organiza-
tions, examples of advanced knowledge include intelligence procedures and 
investigation techniques. In criminal organizations, examples of advanced 
knowledge include competitor intelligence and policing insights.

According to Tiwana (2002), advanced knowledge is what makes your 
company competitively viable. Such knowledge allows your company to dif-
ferentiate its product from that of a competitor, arguably, through the appli-
cation of superior knowledge in certain areas. Such knowledge allows your 
company to compete head on with its competitors in the same market and 
for the same set of customers. In the case of a company trying to compete 
in modem manufacturing markets, superior or user-friendly software or an 
additional capability in modems (such as warning online users of incoming 
telephone calls) represents such knowledge. In case of a Web site develop-
ment firm, such knowledge might be about international flower markets and 
collaborative relationships in Dutch flower auctions that the company can 
use to improve Web sites delivered to its customers.
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Innovative Knowledge

Innovative knowledge allows a firm to lead its entire industry to an extent 
that clearly differentiates it from competition. Such knowledge allows a firm 
to change the rules of the game by introducing new business practices. Such 
knowledge enables a firm to expand its market share by winning new cus-
tomers and by increasing service levels to existing customers. Innovative 
knowledge is that knowledge that enables a firm to lead its industry and 
competitors and to significantly differentiate itself from its competitors. 
Innovative knowledge often enables a firm to change the rules of the game 
(Zack, 1999).

In a law firm, examples of innovative knowledge include knowledge of 
standardizing repetitive legal cases, knowledge of successful settlements, 
and knowledge of modern information technology to track and store vast 
amounts of information from various sources. For a student in the business 
school, innovative knowledge includes knowledge of important topics within 
subjects, links between subjects, typical exam questions, and knowledge of 
business cases where theory can be applied. In police organizations, inno-
vative knowledge includes intelligence within the center of criminal orga-
nizations, such as the Cosa Nostra, Hells Angels, and Yakuza. In criminal 
organizations, innovative knowledge includes intelligence within the center 
of customs agencies, police authorities, and municipalities.

According to Tiwana (2002), innovative knowledge allows a company 
to lead its entire industry to an extent that clearly differentiates it from 
competition. Innovative knowledge allows a company to change the rules 
of the game. Patented technology is an applicable example of changing the 
rules. Patents cannot always protect innovative knowledge, as the lawsuit 
between Microsoft® and Apple® in the 1980s should serve to remind us. 
Apple sued Microsoft for copying the look and feel of its graphical user 
interface (GUI). The Supreme Court ruled that things like look and feel 
could not be patented; they can only be copyrighted. Microsoft won the 
case because it copied the look and feel, but used entirely different code to 
create it in the first place.

Knowledge Depth

Knowledge levels were here defined as basic knowledge, advanced knowl-
edge, and innovative knowledge. An alternative is to define knowledge levels 
in terms of knowledge depth: know what, know how, and know why. These 
knowledge depth levels represent the extent of insight and understanding 
about a phenomenon. While know what is simple perception of what is going 
on, know why is complicated insight into cause-and-effect relationships 
about why things are going on.
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Know what•	  is knowledge about what is happening and what is going 
on. A police officer perceives that something is going on that might 
need his or her attention. The officer’s insight is limited to percep-
tion of something happening. The officer doesn’t understand how 
it is happening or why it is happening. Similarly, a criminal knows 
what to do, but he does not know how to do it or why he is supposed 
to do it.
Know how•	  is police knowledge about how a crime develops, how a 
criminal behaves, how investigation can be carried out, or how a 
criminal business enterprise is organized. The officer’s insight is not 
limited to a perception of something that is happening; he or she 
also understands how it is happening or why it is. Similarly, criminal 
know-how is present when the criminal understands how crime is 
to be carried out and how criminal competitors and the police will 
react to the crime.
Know why•	  is the knowledge representing the deepest form of under-
standing and insights into a phenomenon. The police officer and the 
police knowledge organization not only know that it occurs and how 
it occurs, but he/she also has developed an understanding of why it 
occurs or why it is like this. The criminal individual and the criminal 
organization not only know what is going on and how it is occurring, 
but an understanding of causality is also present.

A key point of this research article is that the relative knowledge level 
of police should determine policing strategy when forcing law enforcement 
on criminal enterprises. Variations in the relative knowledge level might be 
found between countries and regions, and it might be found between crimi-
nal industries.

For example, countries like Norway and Sweden may find themselves 
in sector 1 (see below) most of the time, mainly due to ignorant criminals, 
which does not require extremely knowledgeable police forces to fight them 
successfully. The United Kingdom may find itself in sector 4 (see below) most 
of the time, mainly because of the National Intelligence Model (NIM) and 
national control actions required in law enforcement against national and 
transnational organized crime. Countries such as Italy and Pakistan may find 
themselves in sector 2 (see below) of disadvantaged policing, where the rela-
tive knowledge level is higher in criminal organizations than in police orga-
nizations. We do not suggest any country in sector 3 (see below), although 
that is certainly a sector to strive for in all countries.

Variations may be found between criminal industries as well. In Norway, 
trafficking of women and children may be found in sector 1, smuggling 
and handling of narcotics in sector 2, smuggling of alcohol in sector 3, and 
armed robbery in sector 4. In the United Kingdom, the situation may be 
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quite different with armed robbery in sector 1, protection business in sector 
2, drug trade in sector 3, and trafficking in sector 4. These examples are just 
ideas to illustrate the situations that may differ within nations and among 
nations.

Sector 1: Random Policing
In this first sector, both police and criminals suffer from lack of knowledge. 
Therefore, it becomes random who succeeds and who fails. Both criminal 
entrepreneurs and investigating police officers only have basic knowledge of 
crime business. The core knowledge may consist of some basic insights into 
distribution channels and market places. The knowledge is limited to know 
what, where both sides know what is going on, but they do not know how it is 
going on, and they do not know why it is going on. Criminal entrepreneurs are 
not very sophisticated; they are typically opportunity-based without under-
standing how and why business performance does not improve. Similarly, 
police observe what is going on, but they do not understand how, and they 
certainly do not understand why. Also, police actions are only understood in 
terms of what is done in policing, as they do not know how their actions work 
and why some of their actions work while other do not work.

This situation causes randomness on both sides. Because they have so lit-
tle knowledge, randomness occurs both among criminal entrepreneurs and 
police officers in their crime and law enforcement, respectively. Randomness 
is lack of order, purpose, cause, and predictability.

In sector 1, we suggest that the optimal law enforcement strategy has 
these characteristics:

Time frame•	 : Some weeks up to some months
Goal•	 : Imprisonment of nonimportant members of criminal 
organizations
Forecast•	 : Chaotic, turbulent, and dynamic criminal environment
Change•	 : Results in quantitative terms
Action•	 : Short-term gain rather than long-term prevention
Resources•	 : Division of labor based on need-to-know management
Analysis•	 : Identifying criminals
Decision•	 : Hierarchical organizational structure

Sector 2: Disadvantaged Policing
In this second sector, criminals are ahead of police. For example, criminal 
business enterprises may have knowledge of money laundering procedures 
and methods and knowledge of information and communication technology 
that are completely unfamiliar to law enforcement agencies.
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In this sector, we suggest that the optimal law enforcement strategy has 
these characteristics:

Time frame•	 : A few days up to a few weeks
Goal•	 : Imprisonment of individuals associated with criminal 
organizations
Forecast•	 : Chaotic, turbulent, and dynamic criminal environment
Change•	 : Results in quantitative terms
Action•	 : Short-term gain rather than long-term prevention
Resources•	 : Division of labor based on need-to-know management
Analysis•	 : Identifying and solving crimes based on random policing 
opportunity
Decision•	 : Hierarchical organizational structure

Sector 3: Targeted Policing
In this third sector, police can be in charge of the situation and can pre-
vent and solve crime because they are ahead of criminals in terms of relative 
knowledge level. Police have a better understanding of security, psychology, 
technology, and other factors influencing organized crime.

In this sector, we suggest that the optimal law enforcement strategy has 
these characteristics:

Time frame•	 : A few months up to a few years
Goal•	 : Closedown of criminal enterprises
Forecast•	 : Predictable environment
Change•	 : Results in society quality terms
Action•	 : Focus on criminal organization rather than criminals
Resources•	 : Knowledge management for knowledge sharing and 
knowledge development
Analysis•	 : Business analysis of criminal enterprises
Decision•	 : Knowledge organization structure

Sector 4: Competitive Policing
In this fourth and final sector, both criminals and police officers work in 
knowledge organizations characterized by innovative knowledge. Criminal 
knowledge organizations are able to adapt quickly to new market conditions, 
law enforcement strategies, customs control procedures, and other factors 
influencing business performance. Similarly, police knowledge organizations 
understand criminal business enterprises in terms of their structures, mar-
kets, roles, and relationships.

In this sector, we suggest that the optimal law enforcement strategy has 
these characteristics:
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Time frame•	 : From weeks to years
Goal•	 : Limit criminal industries in terms of size in the legal economy
Forecast•	 : Stable environment
Change•	 : Results in quantitative terms
Action•	 : Short-term gain combined with long-term borders for crime
Resources•	 : Knowledge workers
Analysis•	 : Identifying criminal businesses and their performance
Decision•	 : Vertical knowledge-based decision making

Contingent Approach to Policing

The contingent approach to policing organized crime takes into account that 
policing strategy must be dependent on the relative position in the knowledge 
war with organized criminals. As such, this chapter has made a contribution 
to the emerging academic discipline of police science. According to Jaschke 
et al. (2007, 23),

Police science is the scientific study of the police as an institution and of polic-
ing as a process. As an applied discipline, it combines methods and subjects of 
other neighboring disciplines within the field of policing. It includes all of what 
the police do and all aspects from outside that have an impact on policing and 
public order. Currently it is a working term to describe police studies on the way 
to an accepted and established discipline. Police science tries to explain facts and 
acquire knowledge about the reality of policing in order to generalize and to be 
able to predict possible scenarios.

Core topics of police science include strategies and styles of policing, 
police organizations and management, and policing specific crime types. 
This chapter is at the core of police science by studying the serious type of 
organized crime in the context of policing illegal business entrepreneurship.

Policing criminal business enterprises requires police intelligence and 
police investigations that is central to police science. Police intelligence has 
to be based on an implemented intelligence strategy.

This chapter so far has suggested that policing organized crime requires 
a contingent approach. The relative knowledge between police organizations 
and criminal organizations determines the optimal policing approach. Both 
police organizations and criminal organizations were identified as knowl-
edge organizations, where the knowledge levels are core knowledge, advanced 
knowledge, and innovative knowledge in terms of know what, know how, and 
know why. Based on the relative knowledge of criminals versus police, four 
sectors emerge: random policing, disadvantaged policing, targeted policing, 
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and competitive policing. Future research will need to evaluate the sector 
model and the relevant policing strategies suggested in this chapter.

Case: Social Intelligence and Investigation Service*

In The Netherlands, we find SIOD (the Social Intelligence and Investigation 
Service). Fighting criminal entrepreneurship is a priority task for SIOD, 
which defines criminal entrepreneurship as obtaining financial–eco-
nomic gains through facilitating criminal offenses by delivering goods or 
services. This not only concerns the criminal entrepreneur who special-
izes in illegal activities in terms of organized crime, but also the entre-
preneur who combines his role of bona fide entrepreneur with that of 
criminal entrepreneurship that represents forms of organization crimi-
nality. The social disturbance resulting from criminal entrepreneurship 
may take the form of financial damage, but also other forms of dam-
age for society may result from it, such as false competition and human 
exploitation.

The investigation process of the SIOD is intelligence led. The SIOD deals 
with social disturbance thematically within the chain of work and income. 
The SIOD chooses a particular theme, in consultation with policy director-
ates of the Ministry of Social Affairs and Employment. This takes place on 
the basis of knowledge of the type, degree, and development of criminal 
entrepreneurship. Next, this theme is developed into an action plan, in which 
all investigations and external parties cooperate on this specific theme.

Since the SIOD fights criminal entrepreneurship, they invest in the devel-
opment of financial and digital expertise. Based on this expertise, the service 
distinguishes itself as a special police force. It is the purpose of financial and 
digital investigation to uncover more financial damage and criminal capital 
and, eventually, recover it.

The SIOD makes knowledge of its employees transparent by registering 
information in a structured fashion in a centralized database. This should 
enable better use of available knowledge in the organization for investiga-
tion, policy, and analysis. Developing, retaining, and sharing expertise with 
respect to each investigation of fraud in the social security domain is impor-
tant for success.

One of the reasons for establishing a special police force within social 
security was that it was considered desirable to add a final approach of 
heavy investigation to the regular inspection, control, and light investiga-
tion of entrepreneurship in organized crime. The Special Police Forces 

* This case is based on information on the Web site: www.siod.nl.
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Act (Wet op de BOD’en) determines the domain of the SIOD. In this act, 
and in the Parliamentary discussion of it, the area of activity of the SIOD 
is described in relation to the role of the special investigation as part of 
the antifraud measures within the sphere of the Ministry of Social Affairs 
and Employment.

The domain of the SIOD concerns, in principle, all legislation of the 
Ministry of Social Affairs and Employment. This mainly concerns subjects in 
the fields of employee insurance schemes, social assistance (benefits and get-
ting people back to work), and the labor market (employment of illegal aliens, 
temporary work agencies, and labor market subsidies). In addition, other 
ministry-related subjects, such as labor conditions, belong to the domain of 
the SIOD.

Case: Criminal Intelligence Service Alberta*

“At a time when Hells Angels are gathering outside Calgary to celebrate the 
group’s tenth anniversary in Alberta, law enforcement agencies are iden-
tifying another gang—the Crazy Dragons—as the province’s top criminal 
threat.

The Criminal Intelligence Service Alberta’s annual report, obtained 
Friday by the Herald, identifies 54 criminal groups of varying sophistication 
operating in the province.

Four groups are identified as ‘mid-level’ threats, meaning they have dem-
onstrated some level of sophistication and are linked to multiple criminal 
groups.

The remaining 50 were classified as ‘lower level’ threats focused on a lim-
ited amount of activities and fewer links to other criminal organizations.

‘The most noticeable criminal group in Alberta—with cocaine operations 
throughout the province as well as in parts of British Columbia, Saskatchewan, 
and the Northwest Territories—is known to police as the Crazy Dragons,’ 
says the report, a collection of intelligence from Alberta’s law enforcement 
agencies.

In another passage that doesn’t refer to the Crazy Dragons by name, the 
document says nearly every law enforcement agency that contributed to the 
report has encountered the gang.

‘Among competing groups there is one that surpasses all the others 
with their drug products being provided in some measure to virtually every 

* This case is based on a newspaper article in the Calgary Herald in Canada entitled “Gangs 
ranked: Crazy Dragons head list of Alberta crime threats.” (von Rassel and Komarnicki, 
2007)
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reporting city and town, even in the midst of activities by other criminal 
groups,’ the report says.

Nothing is said about any specific activity in Calgary, but police in the 
past have linked the Crazy Dragons to the deadly feud between two street 
gangs, Fresh off the Boat (FOB) and FOB Killers (FK).

A previous Criminal Intelligence Service Alberta report said the Crazy 
Dragons may have supplied guns to one of the gangs. Violence between FOB 
and FK has killed nine members or associates since 2001.

This year’s report said a second group, led by a Vietnamese organized 
crime figure, ‘is involved in the large-scale production of marihuana [sic] in 
southern Alberta.’

The report bleakly predicts the province’s booming economy will allow 
organized crime groups to maintain their grip on the underworld while 
police deal with the fallout among the working poor and drug addicted.

‘It is suggested the bulk of police intervention will become increasingly 
necessary at the street level where social network breakdowns (domestic and 
labor-related) as well as competition among lower level criminals will mani-
fest themselves with greater frequency,’ reads the report.

The Hells Angels, meanwhile, are identified as being involved in the 
street-level drug trade.

The worldwide biker gang arrived in Alberta 10 years ago when it took 
over locally based independent gangs such as the Grim Reapers in Calgary.

Despite that history and three chapters in Alberta—Calgary, Edmonton, 
and a ‘Nomad’ chapter based in Red Deer—Criminal Intelligence Service 
Alberta says the gang has failed to make significant inroads in the province’s 
criminal underworld.

‘Without making light of their propensity for extreme violence—aug-
mented by loyalty to the club’s name—members of the Hells Angels continue 
to lack in criminal business savvy,’ the report says.

‘They have proven themselves to be an available source of ’muscle’ 
either for their own endeavors or for other criminal organizations. They 
are preoccupied with the supremacy of their name within the criminal 
biker sub-culture.’

The Hells Angels’ Calgary chapter has suffered some highly publicized 
setbacks, notably having to abandon a fortified clubhouse under construc-
tion in Bowness because it violated building codes.

The chapter’s then-president, Ken Szczerba, was jailed in 2001 for trying 
to arrange a plot to bomb the homes of Ald. Dale Hodges and a community 
activist involved in getting construction halted.

Nevertheless, police agencies underestimate the Hells Angels in this 
province at their peril, said the author of several books on the gang.

‘They weren’t the best and brightest of the bikers, but they’re still part of 
an international organization and they’re dangerous,’ said Yves Lavigne.
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More than 50 Hells Angels from different chapters pulled up to the local 
clubhouse southeast of Calgary Friday evening as RCMP cruisers patrolled 
nearby roads.

Neighbor Nancy Gunn said the motorcycle gang has met at the club-
house next door before, and she’s never had any concerns.

‘Rush hour traffic is worse than having a few bikes go by,’ she said.
Monitoring Hells Angels parties has dubious value, Lavigne added, con-

sidering they take great care to behave in public.
‘When the Hells Angels socialize, they know they’re under scrutiny,’ he 

said.
Although there are only three chapters in Alberta, the Hells Angels 

involvement in the drug trade is widespread, said Lavigne.
‘Who do you think supplies Fort McMurray and Grande Prairie?’
Those boomtowns are evidence Alberta’s robust economy has a down-

side, Criminal Intelligence Service Alberta says—growing demand for illegal 
drugs that will enrich organized crime groups and stretch police resources.

‘The problems associated with harmful lifestyle choices facilitated by 
increased incomes may predominate law enforcement attention,’ the report 
says.”
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Policing Criminal 
Enterprises 

Policing organized crime remains problematic. Harfield (2008) found that 
organized crime challenges long-held paradigms about policing delivery 
infrastructure and whether law enforcement (as opposed to other policing 
and regulatory interventions) is the most effective way of dealing with orga-
nized crime. Perceptions of organized crime have changed. It is now often 
viewed in terms of preventing harm caused rather than automatically pros-
ecuting criminality.

With the creation of the Serious Organized Crime Agency (SOCA) in 
the United Kingdom, for example, government, in essence, is suggesting 
that organized crime has developed to become an issue beyond the com-
petence of conventional policing. Policing organized crime has become a 
resource-intensive, technology-dependent, specialist skill activity, which 
challenges capacity and capability in organizations that are characterized 
more by bureaucracy than a knowledge organization of structure and cul-
ture. Techniques lawfully available when policing organized crime include 
human, audio and video surveillance, and the use of covert human intel-
ligence sources, such as infiltration by undercover officers and the gathering 
of intelligence through informants (Harfield, 2008).

Given the making-money motivation based on the enterprise paradigm 
in organized crime, it seems like an obvious step to divest organized crimi-
nals of their ill gotten proceeds (Beare and Martens, 1998, 415).

If taking the profit out of crime is a legitimate goal of law enforcement, it then 
seems only logical that criminal organizations that have the most assets as a result 
of their illegal endeavors should be high on the list of priorities.

Law enforcement agencies need advanced knowledge about crimes and 
criminal organizations to fight organized crime successfully. In addition, 
they need knowledge of tools for analysis of organized crime. For example, 
geographic information systems (GIS) can help identify hotspots and simu-
late activities of criminal organizations.

Knowledge Support Systems

The effective use of information in knowledge work is at the heart of success-
ful policing (Home Office, 2008, 42).

11
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The analysis of information about offences and offenders enables investigation, 
analysis of crime patterns determines deployment and planning, good communi-
cation with the public is the basis of reassurance and can provide vital intelligence 
about criminal activity. Officers who are able to access accurate, timely informa-
tion in an efficient way can deliver better service and achieve better outcomes.

The achievements and considerable investment in police information 
technology over the past decade has to be recognized. That investment has 
given the police service a number of capabilities. These include DNA data-
base and fingerprint identification systems that support law enforcement.

The use of GIS by crime analysts in law enforcement is growing. In 
England and Wales, Weir and Bangs (2007) report that the large majority 
of crime analysts surveyed used GIS in their analysis, which, when used 
in crime reduction and community safety, can extend beyond crime data 
alone. Analysts make use of a large number of multiagency datasets in order 
to better understand crime problems and more effectively target interven-
tions. Similarly, Johnson et al. (2007) report the use of GIS in crime mapping, 
where they found that crime (burglary and other types) develops clusters in 
space and time.

In the United States, the Shelby Police Department in North Carolina 
has built a GIS-based ComputerStatistics (CompuStat) system using ESRI 
ARcGIS® software that is helping to lower crime rates and better share infor-
mation. Map-based tools help the agency see exactly where crimes have been 
reported and effectively respond to events in a dynamic fashion. The depart-
ment implemented ESRI software-based Crime Analysis Tools® (CAT), an 
ArcGIS extension that analyzes crime patterns and calls for service. Viewing 
and analyzing incidents by crime type and on a weekly, monthly, and annual 
basis helps commanders comb through volumes of data stored in record man-
agement systems. They use GIS to look at district breakdowns of reported 
incidents, repeat calls, and areas where particular crimes have spiked above 
average. These analyses help district managers compare and contrast what is 
happening in other districts. Spatial analysis is used for all types of crimes, 
including homicide, sexual assault, robbery, larceny, and car theft. The query 
results, once visualized on a map, are then shared agency-wide.

A strategic move that makes prevention, detection, and repression of 
organized crime more effective has to do with strengthening the technologi-
cal capabilities of the police force. When Italian police launched their recent 
anti-Mafia strategies, funding was provided for information and communi-
cation technology in terms of an integrated system of satellite telecommu-
nication, modern sensors located in the area, and operative interconnected 
control rooms (Spina, 2008, 203).
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A targeted and effective use of new technologies can be devastating to [M]afia 
activities. “Men of honor” usually speak very little, but they cannot avoid a certain 
amount of crucial communication, both between themselves as well as with their 
victims. In the past (and often still today) the [M]afia moved without anybody see-
ing or hearing anything, but if phone calls and conversations can be tapped and 
acts can be filmed, there is no need for witnesses anymore, and the work of [M]afia 
men becomes much more difficult. As is well known, Bernardo Provenzano—the 
boss of all bosses in Cosa Nostra—used an archaic medium (small slips of paper, 
so called pizzini), to avoid interception. But even small sheets need “postmen” to 
deliver them and postmen can be detected. Provenzano was caught in April 2006, 
after having spent more than 40 years on the run, because the police were able to 
monitor his relatives and the people who brought him clean underwear.

Another example of information and communication technology in intel-
ligence and analysis is network analysis. Xu and Chen (2004) demonstrate 
how network analysis might be applied by using shortest path algorithms to 
identify associations in criminal networks. Effective and efficient link analysis 
techniques are needed to help law enforcement and intelligence agencies fight 
organized crimes, such as narcotics violation, terrorism, and kidnapping.

Knowledge organizations apply knowledge management systems in their 
knowledge work. Several knowledge management systems support detectives. 
One example is geographic information systems. In Sweden, the Hobit sys-
tem is a geographic occurrences and crime information system used within 
the Swedish police. The system gives the police an improved opportunity to 
map out crimes. When and where crimes are committed can be processed 
and sought out much faster thanks to this new system.

Knowledge management is concerned with simplifying and improving 
the process of sharing, distributing, creating, capturing, and understanding 
knowledge. Information technology can play an important role in successful 
knowledge management initiatives. The extent of information technology can 
be defined in terms of growth stages for knowledge management systems.

 A model consisting of four stages—officer-to-technology systems, offi-
cer-to-officer systems, officer-to-information systems, and officer-to-applica-
tion systems—is discussed below (Figure 11.1).

Office-to-Technology Systems: Stage 1

In this stage, tools for end users are made available to knowledge workers. In 
the simplest stage, this means a capable networked PC on every desk or in 
every briefcase with standardized personal productivity tools (word process-
ing, presentation software, etc.), so that documents can be exchanged easily 
throughout a company. More complex and functional desktop infrastruc-
tures can also be the basis for the same types of knowledge support. Stage 1 
is recognized by widespread dissemination and use of end-user tools among 
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knowledge workers in the company. For example, lawyers in a law firm will 
in this stage use word processing, spreadsheets, legal databases, presentation 
software, and scheduling programs.

Related to the new changes in computer technology is the transformation 
that has occurred in report writing and recordkeeping in police investigations. 
Every police activity or crime incident demands a report on some kind of form. 
The majority of police patrol reports written before 1975 were handwritten.

Today, officers can write reports on small notebook computers located 
in the front seat of the patrol unit; disks are handed in at the end of the shift 
for hard copy needs. Cursor keys and spell check functions in these report 
programs are useful, timesaving features.

An example of an officer-to-technology system is the Major Incident 
Policy Document in the United Kingdom (Home Office, 2005b). This docu-
ment is maintained whenever a Major Incident Room using HOLMES (Home 
Office large major enquiry system) is in operation. Decisions, which should 
be recorded, are those that affect the practical or administrative features of 
the enquiry, and each entry must clearly show the reasoning for the decision. 

Level of IT supported 
knowledge management 
in law enforcement 

Time in years

Stage 1

Officer-to-Technology
End-user-tools

Stage 2

Officer-to-Officer
Who-knows-what

Stage 3

Officer-to-Information
What-they-know

Stage 4

Officer-to-Application
How-they-think

Use of IT tools that provide personal
efficiency, e.g. word-processing,
spreadsheets, presentation software, etc. 

Use of IT to find other knowledge workers,
e.g. intranets, yellow-pages systems,
emails, staff profiles, etc. 

Use of IT to provide access to
stored documents, e.g. databases,
contracts, articles, photographs,
reports, etc. 

Use of a specific IT system
designed to solve a knowledge
problem, e.g. expert system,
business/criminal-security
intelligence, etc. 

Figure 11.1 The knowledge management system’s stage model for police 
intelligence.
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When the HOLMES is used, the senior investigative officer (SIO) directs 
which policy decisions are recorded on the system.

The basic information entered into HOLMES includes location of inci-
dent, data and time of incident, victim(s), senior investigating officer, and 
date enquiry commenced. During the enquiry, which has been run on the 
HOLMES, a closing report is prepared and registered as another document 
linked to a category of Closing Report. The report will contain the following 
information: introduction, scene, the victim, and miscellaneous.

Stage 1 can be labeled end user tools or people-to-technology as informa-
tion technology provides knowledge workers with tools that improve per-
sonal efficiency.

Officer-to-Officer Systems: Stage 2

This stage concerns information about who knows what knowledge is made 
available to all people in the firm and to selected outside partners. Search 
engines should enable work with a thesaurus because some expertise termi-
nology may not always match the terms the expert uses to classify that exper-
tise. The creation of corporate directories, also referred to as the mapping of 
internal expertise, is a common application of knowledge management tech-
nology. Because much knowledge in an organization remains noncodified, 
mapping the internal expertise is a potentially useful application of technol-
ogy to enable easy identification of knowledgeable persons.

Here we find the cartographic school of knowledge management (Earl, 
2001), which is concerned with mapping organizational knowledge. It aims to 
record and disclose who in the organization knows what by building knowl-
edge directories. Often called Yellow Pages, the principal idea is to make sure 
knowledgeable people in the organization are accessible to others for advice, 
consultation, or knowledge exchange. Knowledge-oriented directories are 
not so much repositories of knowledge-based information as gateways to 
knowledge, and the knowledge is as likely to be tacit as explicit.

At stage 2, firms apply the personalization strategy in knowledge man-
agement. According to Hansen et al. (1999), the personalization strategy 
implies that knowledge is tied to the person who developed it and is shared 
mainly through direct person-to-person contact. This strategy focuses on 
dialog between individuals; knowledge is transferred mainly in personal 
e-mail, meetings, and one-on-one conversations.

Electronic networks of practice are computer-mediated discussion 
forums focused on problems of practice that enable individuals to exchange 
advice and ideas with others based on common interests. Electronic net-
works have been found to support organizational knowledge flows between 
geographically dispersed co-workers and distributed research and develop-
ment efforts. These networks also assist cooperative open-source software 
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development and open congregation on the Internet for individuals inter-
ested in a specific practice. Electronic networks make it possible to share 
information quickly, globally, and with large numbers of individuals (Wasko 
and Faraj, 2005).

Communication competence is important at stage 2. Communication 
competence is the ability to demonstrate skills in the appropriate communica-
tion behavior to effectively achieve one’s goals. Communication between indi-
viduals requires both the decoding and encoding of messages (Ko et al., 2005). 
Lin et al. (2005) found that knowledge transfer depends on the completeness 
or incompleteness of the sender’s and the receiver’s information sets.

The dramatic reduction in electronic communication costs and ease of 
computer-to-computer linkages has resulted in opportunities to create new 
channel structures, fueling interest in interorganizational systems. These 
systems are planned and managed ventures to develop and use information 
technology (IT)-based information exchange systems to support collabora-
tion and strategic alliances between otherwise independent actors. These 
systems allow for the exchange of information between partners for the pur-
pose of coordination, communication, and cooperation.

While the access to organizational information and communication of 
knowledge with distant colleagues through mobile technology is a common 
phenomenon in the business world, the police have a long tradition of sup-
porting geographically distributed work through the employment of state-
of-the-art mobile technologies as well.

The typical system at stage 2 of knowledge management technology in 
police investigations is the intranet. Intranets provide a rich set of tools for 
creating collaborative environments in which members of an organization 
can exchange ideas, share information, and work together on common proj-
ects and assignments regardless of their physical location. Information from 
many different sources and media, including text, graphics, video, audio, and 
even digital slides can be displayed, shared, and accessed across an enterprise 
through a simple common interface.

Stage 2 can be labeled who knows what or people-to-people as knowledge 
workers use information technology to find other knowledge workers.

Office-to-Information Systems: Stage 3

In this stage, information from knowledge workers is stored and made avail-
able to everyone in the firm and to designated external partners. Data-mining 
techniques can be applied here to find relevant information and combine 
information in data warehouses (Srinivasa et al., 2007, 4295).
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Data mining is a process of extracting nontrivial, valid, novel, and useful informa-
tion from large databases. Hence, data mining can be viewed as a kind of search 
for meaningful patterns or rules from a large search space that is the database.

However, data mining as in any other computer software has limitations 
Lind et al. (2007).

Whenever huge masses of personal data are stored at one place, and especially 
when tied to a system with the intelligence to tailor this data, there is enormous 
privacy risk. The idea is that strict access control surround the data. Will that 
be the case? We can only hope. We see a risk of abuse from corrupted person-
nel and from hackers or other intruders. Also, there is a risk that data [may] 
be overly interpreted as true, and that end users be wrongly accused. With 
the ease in accessing and perhaps performing data mining on huge amounts of 
personal data, the risk that a police investigation might take the wrong turn is 
much greater. 

On a broader basis, search engines are Web browsers and server software that 
operate with a thesaurus because the terminology in which expertise is sought 
may not always match the terms used by the expert to classify that expertise.

An essential contribution that IT can make is the provision of shared 
databases across tasks, levels, entities, and geographies to all knowledge work-
ers throughout a process (Earl, 2001). For example, Infosys Technologies—a 
$3.2 billion Indian company with over 100,000 employees and globally dis-
tributed operations—created a central knowledge portal called KShop. The 
content of KShop was organized into different content types, for instance, 
case studies, reusable artifacts, and downloadable software. Every knowledge 
asset under a content type was associated with one or more nodes (represent-
ing areas of discourse) in a knowledge hierarchy or taxonomy (Garud and 
Kumaraswamy, 2005).

Sifting though the myriad content available through knowledge man-
agement systems can be challenging, and knowledge workers may be over-
whelmed when trying to find the most relevant content for completing a new 
task. To address this problem, system designers often include rating schemes 
and credibility indicators to improve users’ search and evaluation of knowl-
edge management system content (Poston and Speier, 2005).

An enterprise information portal is viewed as a knowledge community. 
Enterprise information portals are of multiple forms, ranging from Internet-
based data management tools that bring visibility to previously dormant data 
so that their users can compare, analyze, and share enterprise information to 
a knowledge portal, which enables its users to obtain specialized knowledge 
that is related to their specific tasks.
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Electronic knowledge repositories are electronic stores of content 
acquired about all subjects for which the organization has decided to main-
tain knowledge. Such repositories can comprise multiple knowledge bases 
as well as the mechanisms for acquisition, control, and publication of the 
knowledge. The process of knowledge sharing through electronic knowledge 
repositories involves people contributing knowledge to populate repositories 
(e.g., customer and supplier knowledge, industry best practices, and product 
expertise) and people seeking knowledge from repositories for use.

Individuals’ knowledge does not transform easily into organiza-
tional knowledge even with the implementation of knowledge repositories. 
According to Bock et al. (2005), individuals tend to hoard knowledge for var-
ious reasons. Empirical studies have shown that the greater the anticipated 
reciprocal relationships are, the more favorable the attitude toward knowl-
edge sharing will be.

In stage 3, firms apply the codification strategy in knowledge manage-
ment. According to Hansen et al. (1999), the codification strategy centers 
on information technology: Knowledge is carefully codified and stored in 
knowledge databases and can be accessed and used by anyone. With a codi-
fication strategy, knowledge is extracted from the person who developed 
it, is made independent from that person, and stored in the form of inter-
view guides, work schedules, benchmark data, etc., and then searched and 
retrieved and used by many employees.

Two examples of knowledge management systems at stage 3 in law 
enforcement are COPLINK® and geodemographics. COPLINK has a rela-
tional database system for crime-specific cases, such as gang-related inci-
dents and serious crimes, such as homicide, aggravated assault, and sexual 
crimes. Deliberately targeting these criminal areas allows a manageable 
amount of information to be entered into a database (Chen et al., 2002). 
Geodemographic profiles of the characteristics of individuals and small 
areas are central to efficient and effective deployment of law enforcement 
resources. Geocomputation is based on GISs.

Stage 3 can be labeled what they know or people-to-docs as informa-
tion technology provides knowledge workers with access to information 
that is typically stored in documents. Examples of documents are contracts 
and agreements, reports, manuals and handbooks, business forms, letters, 
memos, articles, drawings, blueprints, photographs, e-mail and voice mail 
messages, video clips, script and visuals from presentations, policy state-
ments, computer printouts, and transcripts from meetings.

At stage 3, police management gets access to electronic information that 
can be used for managing police performance. At this stage, sufficient infor-
mation is electronically stored to apply performance management systems. 
An example of such a system is iQuanta in the United Kingdom, which is a 
Web-based data analysis tool that provides its users with easy access to unified 
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policing performance information based on common data and agreed analy-
sis. iQuanta arose from a system developed to provide the Home Office with 
accurate and timely assessment of police performance at different organiza-
tional levels. The system iQuanta supports the comparison of performance 
in three main ways: (1) comparison with peers (similar areas elsewhere), (2) 
comparison across time, and (3) progress toward targets/direction of travel 
(Home Office, 2005a).

Another example from the United Kingdom is the CORA system. CORA 
(Crime Objective Results and Analysis) is implemented at the Lancashire 
Police for performance management. CORA provides access to crime and 
detection data at several organizational levels. Several comparisons and fore-
casts are made and presented using a variety of different graphical displays. 
Navigation between views and drilling into the data is a matter of on-screen 
button presses. Printable versions of the views have been predefined (Home 
Office, 2005a).

Officer-to-Application Systems: Stage 4

In stage 4, information systems solving knowledge problems are made 
available to knowledge workers and solution seekers. Artificial intelligence 
is applied in these systems. For example, neural networks are statistically 
oriented tools that excel at using data to classify cases into one category or 
another. Another example is expert systems that can enable the knowledge of 
one or a few experts to be used by a much broader group of workers requiring 
the knowledge. Officer-to-application systems will only be successful if they 
are built on a thorough understanding of law enforcement.

Artificial intelligence (AI) is an area of computer science that endeavors to 
build machines exhibiting human-like cognitive capabilities. Most modern AI 
systems are founded on the realization that intelligence is tightly intertwined 
with knowledge. Knowledge is associated with the symbols we manipulate.

Knowledge-based systems deal with solving problems by exercising 
knowledge. The most important parts of these systems are the knowledge 
base and the inference engine. The former holds the domain-specific knowl-
edge, whereas the latter contains the functions to exercise the knowledge in 
the knowledge base. Knowledge can be represented as either rules or frames. 
Rules are a natural choice for representing conditional knowledge, which is in 
the form of “if–when” statements. Inference engines supply the motive power 
to the knowledge. There are several ways to exercise knowledge, depending 
on the nature of the knowledge. For example, backward-chaining systems 
work backward from the conclusions to the inputs. These systems attempt to 
validate the conclusions by finding evidence to support them. In law enforce-
ment, this is an important system feature, as evidence determines whether a 
person is charged or not for a crime.
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Case-based reasoning systems are a different way to represent knowl-
edge through explicit historical cases. This approach differs from the rule-
based approach because the knowledge is not complied and interpreted by an 
expert. Instead, the experiences that possibly shaped the expert’s knowledge 
are directly used to make decisions. Learning is an important issue in case-
based reasoning because with the mere addition of new cases to the library, 
the system learns. In law enforcement, police officers are looking for similar 
cases to learn how they were handled in the past, making case-based reason-
ing systems an attractive application in policing.

Use of expert systems in law enforcement includes systems that attempt 
to aid in information retrieval by drawing upon human heuristics or rules 
and procedures to investigate tasks. The AICAMS (artificial intelligence 
crime analysis management system) project is a knowledge-based system for 
identifying suspects, which was developed by Prof. K.P. Lam of the Chinese 
University of Hong Kong. AICAMS also includes a component to fulfill the 
needs for a simple but effective facial identification procedure based on a 
library of facial components. The system provides a capability for assembling 
an infinite number of possible facial composites by varying the position and 
size of the components. AICAMS also provides a geomapping component by 
incorporating a map-based user interface (Chen et al., 2002).

Another example is the SSMT (Scientific Support Modeling Tool) in the 
United Kingdom. This tool is aimed at enabling rapid process analysis and 
improvement of scientific support processes. The SSMT comprises two linked 
modules. First, the identification module covers the process from scene atten-
dance through to generating a fingerprint or DNA match. Next, the detections 
module covers the steps after an identification has been generated through to 
detection of the crime. SSMT is a simulation tool applied to different situations, 
such as testing the impact of alternative scene attendance policies on resource 
requirements and identifying bottlenecks in the process (Home Office, 2005a).

Stage 4 can be labeled how they think or people-to-systems where the sys-
tem is intended to help solve a knowledge problem.

Improving Knowledge Support

Information technology to support knowledge work of police officers is 
improving (Hughes and Jackson, 2004). For example, new information sys-
tems supporting police investigations are evolving. Police investigation is 
an information-rich (Fahsing et al., 2004) and knowledge-intensive practice 
(Chen, et al., 2002; Sheptycki, 2002). Its success depends on turning infor-
mation into evidence. However, the process of turning information into 
evidence is neither simple nor straightforward. The raw information that is 
gathered through the investigative process is often required to be transformed 
into usable knowledge before its value as potential evidence can be realized 
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(Hughes and Jackson, 2004). Hence, in an investigative context, knowledge 
acts as an intervening variable in this transformative process of converting 
information via knowledge into evidence.

Decision Chart for Crime Investigation

Policing organized crime requires a structured, yet flexible procedure as illus-
trated in the organized crime investigation flow chart in Figure 11.2. It rep-
resents a checklist in a certain sequence to determine whether it is organized 
crime as well as the crime severity. A distinction is made between absolute 
requirements and questions guiding the investigation.
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Figure 11.2 Organized crime investigation flow chart.
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A flow chart is a schematic representation of an algorithm or a process. 
A flow chart also is a method to monitor a process. It typically has a start and 
an end. Arrows represent flow of control, while boxes represent processing 
steps. In the flow chart, each processing step results in a conditional ques-
tion, where Yes and No are alternative answers leading to different paths in 
the flow chart.

The first question—“Serious criminal activity?”—refers to a single inci-
dent, where a No answer would lead to the next question: “Series of offenses?” 
A Yes answer would lead to the question: “Repetition likely?” This initial deci-
sion sequence in the flow diagram indicates that either one, single criminal 
activity is serious or there is a series of minor offenses for one to move on in 
the diagram. Exit from the diagram will occur if there is only a single, minor 
criminal activity. Exits are indicated by a circular symbol.

The proposed flow chart is not universal. Rather, it is contingent on 
expertise and situation. Experts in law enforcement in a country or region 
may have different decision texts in the decision boxes. We do not argue with 
them, as the text in the boxes in our flow chart represents examples of Yes–No 
decision points rather than a universal template.

Therefore, our idea is to present the flow chart approach in general to 
law enforcement. Because of the definitional problems of organized crime 
and criminal organizations that have plagued both theory and practice for 
several decades, the flow chart represents an alternative approach to identify 
organized crime in a structured and sequential fashion.

If we start randomly in the middle of the flow chart at “Violence or 
threats?” (assuming that the investigation of a criminal activity has led to 
this decision point), a No answer would lead to termination in the sense of 
rejecting the organized crime hypothesis. On the other hand, a Yes answer 
would maintain the organized crime hypothesis into the next decision ques-
tion—“Organization still exists?”—meaning the existence of involved crimi-
nals still being active.

At the end of the flow chart, the final control question is phrased: “Surely 
organized crime?” If the answer is Yes, investigators might be completely sure that 
the initial crime observed is part of organized crime by a criminal organization.

Road Map for Law Enforcement

In addition to the flow chart determining the extent and severity of organized 
crime, there is a need for a systematic approach to fight organized crime by 
law enforcement. We call it a road map, where law enforcement starts by 
determining an ambition level for policing organized crime. An extreme, 
ultimate ambition would be to prevent organized crime from developing into 
criminal organizations, as illustrated in Figure 11.3.
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A road map represents a diagnostic- and assessment-based framework for 
consolidating efforts, reflecting the collective engagement experiences of all law 
enforcement stakeholders. A road map is a visual representation of phases and fac-
tors in a plan. The road map for fighting organized crime consists of four phases, 
and it is characterized by four critical success factors. The four phases are:

 1. Ambition phase. The strategic ambition phase is where politicians and 
executive police management develop a strategy to fight organized 
crime. Several documents may result in this phase. For example, the 
government may supply the Parliament with a document where the 
issues and priorities are lined up. Often, such a document is so gen-
erally formulated that it is of little value to policing. However, the 
political document might be followed by a more specific document 
by the Police Directorate formulating goals and local documents in 

STRATEGIC AMBITION
Organized crime never to develop into criminal organizations

KNOWLEDGE
If police knew what police

knows, more crimes would be
solved with less resources

TECHNOLOGY
Knowledge management
systems linking electronic

information to knowledge work

STRATEGIC ANALYSIS
Global, national, and local intelligence using information technology

STRATEGY
Expert approaches to fight

organized crime based on law
enforcement experience

STRATEGIC PROJECTS
Goals, resources, time frames, responsibilities, and actions

PROJECT RESULTS
Metrics to measure organized crime frequencies and impacts

MANAGEMENT
Coordination of knowledge

work and actions

Figure 11.3 Law enforcement road map.
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police districts formulating actions. The different document levels—
politics, directorate, constabulary—need to integrate with each other, 
which they often do not do. To secure alignment of political ambi-
tions, criminology ambitions, social ambitions, policing ambitions, 
and other ambitions related to organized crime, alignment mecha-
nisms, such as content analysis, milestones, goals, and evaluations, 
should be institutionalized.

 2. Analysis phase. The strategic analysis phase is concerned with under-
standing and insights. Too often, failing actions are based on frag-
mented or completely missing analysis. When fighting street gangs 
based on ethnic backgrounds, it is sometimes compared to fighting 
local Hells Angels chapters. Nothing could be more wrong. While 
street gangs have to be understood in a context of temporary and 
dynamically changing relationships and finances, motorcycle club 
(MC) groups have to be understood as more permanent structures 
and finances. Understanding both similarities and differences 
between criminal organizations is critical in successfully fight-
ing organized crime. Understanding differences between criminal 
industries, such as commerce versus robbery, is crucial in selecting 
appropriate and contingent policing actions.

 3. Project phase. Before moving into operations, policing actions should 
be organized as projects. Fighting a criminal organization success-
fully is normally not a matter of quick policing raids and interroga-
tions. Rather, it is about removing the foundations for its operations. 
Both at the top and at the bottom, criminals have to be removed. 
Valuables belonging to the criminal organization have to be removed, 
and the markets, on which it operates, have to be closed down. To 
coordinate such a diversity of actions, a project structure should be 
put in place. A project has a goal, it is a coordinated undertaking of 
interrelated activities, it has limited duration, and it is unique in the 
sense of fighting a specific criminal organization or a specific kind of 
organized crime.

 4. Evaluation phase. In the evaluation phase, project results are evalu-
ated. Evaluation does not have to wait until the project duration is 
expired. Rather, all major deviations from a project plan should be 
studied. If the goal was to close down a criminal Hells Angels MC 
chapter in one city, and this goal was achieved, it may not be satis-
factory if a new chapter is established in another city with the same 
gang members. Therefore, one needs not only to look at project goals, 
but also at ambitions from the ambition phase when evaluating proj-
ect performance, as the project is just one stone in building a safe 
and noncriminal society.
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The road map consists of four critical success factors:

 1. Knowledge. Basic knowledge in policing includes criminology, 
psychology, sociology, and law. To fight organized crime, required 
knowledge includes management science, organizational theory, 
accounting, finance, and business administration.

 2. Technology. Information systems have to be available to both ana-
lysts and project participants. Systems should cover all four stages in 
the knowledge management technology stage model: officer-to-tools 
systems, officer-to-officer systems, officer-to-information systems, 
and officer-to-application systems. For example, GISs with informa-
tion from various sources might be combined into a complete pic-
ture of activities for simulation and prediction of organized crime.

 4. Strategy. Based on experience, police officers have an understanding 
of what works and what does not work. Strategy is about approaches 
that work. For example, the national intelligence model in the United 
Kingdom represents a collection of approaches based on experience. 
Strategy is here a choice of approaches to fighting organized crime, 
where the choice is a selection from a wider set of alternatives.

 4. Management. Leadership is required to coordinate knowledge work 
and policing actions when fighting organized crime. Management is 
about both individuals and tasks. Individuals may be both experts 
and newcomers who are in need of very different kinds of coaching 
and feedback. Tasks may be both small and large, which are in need 
of very different kinds of planning and evaluation.

Knowledge Matrix with Categories and Levels

The types of knowledge involved in the practice of law enforcement can be 
categorized as administrative, policing, legal, procedural, and analytical 
knowledge (Gottschalk, 2007).

Administrative knowledge•	  is knowledge about the operations of 
the crime areas, offices, services, locations, uniforms, budgets, 
and statistics.
Policing knowledge•	  is knowledge about actions, behavior, procedures, 
and rules.
Legal knowledge•	  is knowledge of the law and court rulings.
Procedural knowledge•	  is knowledge of evidence and rights of 
suspects.
Analytical knowledge•	  is knowledge of investigative behavior, includ-
ing investigative thinking styles.
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Distinctions can be made between core, advanced, and innovative 
knowledge. These knowledge categories indicate different levels of knowl-
edge sophistication (Gottschalk, 2007).

Core knowledge•	  is that minimum scope and level of knowledge 
required for daily operations.
Advanced knowledge •	 enables an intelligence unit to be competitively 
viable.
Innovative knowledge•	  is the knowledge that enables the intelligence 
unit to take the lead in the police district or force.

To identify knowledge needs in policing, we can combine knowledge 
levels with knowledge categories. Core knowledge, advanced knowledge, 
and innovative knowledge are combined with administrative knowledge, 
policing knowledge, legal knowledge, procedural knowledge, and analytical 
knowledge, as illustrated in Table 11.1.

Knowledge-Based Systems

The use of knowledge-based systems in intelligence and analysis has always 
been somewhat limited. One reason for the limited use might be that these 
systems often bring along changes. These changes can be limited to adapta-
tion of working methods and procedures, but structural changes might also 
be unavoidable. Changes can cause uncertainty among knowledge workers, 
such as intelligence officers and detectives. This uncertainty, for example, 
could be related to possible future shifts in the balance of power between 
office workers and patrolling officers.

Table 11.1 Knowledge Matrix to Identify Knowledge Needs in Police 
Intelligence

Levels 
Categories

Core 
Knowledge

Advanced 
Knowledge

Innovative 
Knowledge

Administrative
Knowledge
Policing
Knowledge
Legal
Knowledge
Procedural
Knowledge
Analytical
Knowledge
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Knowledge-based policing systems are systems that represent knowledge 
relevant to law enforcement, usually combined with knowledge of meth-
ods and processes of a specific police domain. These systems are capable of 
executing or supporting (some segments) of police tasks, using the available 
knowledge representations in terms of data and information in the systems. 
Two well-known classes of knowledge-based systems are rule-based systems 
and case-based reasoning systems.

In a rule-based system, knowledge is represented and stored in the form 
of police rules. These rules often have the form of action rules, which are 
sets of conditions and connected actions. A rule says that if a certain situ-
ation occurs, or a certain condition occurs, then a specific action is to be 
executed. By reasoning, with rules the knowledge-based system can answer 
intelligence and other police questions. Rule-based systems offer the pos-
sibility to store and apply well-defined procedures within an organization. 
Besides legal, policing, and intelligence rules, police officers often use rules of 
thumb, heuristics, and implicitly developed criteria in their crime analysis. 
Rule-based systems facilitate the application of such knowledge by explicat-
ing the decision rules.

Case-based reasoning systems use a database containing solutions to 
problems in order to solve new problems. Examples from intelligence include 
undercover operations, interrogations, and informants. In these systems, 
known case positions are compared with a new problem; the comparison is 
based on theoretical assumptions and hypotheses, and arguments both pro 
and con are evaluated. A case-based reasoning system facilitates the applica-
tion of semistructured information representing knowledge by intentionally 
reusing past experiences when solving problems. A case-based reasoning 
system uses problems from the past to facilitate the solving of new problems 
by comparing patterns. As time goes by, a collection of problems and solu-
tions for these problems are constructed, thereby reaching a critical mass of 
cases, which makes it interesting for comparison with new problems. Each 
problem is classified with the help of already specified attributes. The user 
specifies a problem and assigns weights to various attributes to indicate their 
relative importance in solving problems.

Case: Criminal Money Management

The need for knowledge in policing will be exemplified in the following 
by criminal money management. In December 2005, the European Union 
commissioned the EDGE project on criminal financing. This project was a 
report into the disguising or laundering of illegally derived money or, more 
accurately defined by the project team, as about criminal money manage-
ment (CMM).
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The term CMM is presented in the final report of the EDGE project 
as the link and cutting edge between profit-oriented crime and terrorism. 
Furthermore, the term profit-oriented crime is viewed as any money derived 
from the various activities of what has academically been considered as 
related yet different fields of study into organized crime, white collar, and 
gang crime (AGIS, 2005). The link with terrorism of CMM relates to the 
extent to which legal and/or crime money is used to finance terrorist attacks 
and activities.

The EDGE project identified 20 influential factors that impact to varying 
degrees on CMM. These factors were defined and given projection weight-
ings by the experts involved in the EDGE project as to the relative impact 
of these factors occurring in the foreseeable future, up to and until the year 
2012, on the world stage.

Each of these influential factors and the experts’ relative projections are 
presented and discussed below. These factors are presented as a way of sum-
marizing a number of the themes on criminal financing involved in orga-
nized crime as well as foreshadowing a range of other issues connected to 
crime financing in general. The factors are (AGIS, 2005):

 1. Global Migration: Significant increase (70 percent projection). The 
movement of people across and between countries will significantly 
increase in the near future as a result of increasing birth rates, social 
inequalities, and worldwide climate changes.

 2. Criminal Underground Markets: Substantial increase (80 percent pro-
jection). Criminal underground markets will substantially expand 
due to increasing demand for illegal goods and services that are 
driven by globalized economy and global social disparity between 
rich and poor countries.

 3. Political Perceptions: Sizeable increase (60 percent projection).
Politicians will become increasing aware of the huge financial impact 
that CMM has on their national economies and the pressure this 
exerts on public confidence in the financial sector as well as national 
security issues, such as international terrorism threats and environ-
mental disasters.

 4. World Economy: Steady increase (45 percent projection). The develop-
ment of global trade will continue at a steady pace over the longer 
term. This projection takes into account the occasional market cor-
rections and fluctuations that occur from time to time on the world 
economy. Hence, as global trading increases so does crime develop-
ment in terms of expanding criminal markets and, as a consequence, 
money laundering or the more accurate term: criminal money 
management.
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 5. International Movement of Goods, Services, and Values: Substantial 
increase (80 percent projection). In line with the steady development 
of the world economy into a borderless global community, or at the 
very least, more liberalized and, hence, porous border control mech-
anisms, there is a corresponding increased flow of goods, services, 
and values across the international landscape. Such a substantially 
increasing international movement of goods, services, and values cre-
ates multiple opportunities for criminal entrepreneurs to use a wide 
variety of means for the transportation and distribution of their illegal 
products and activities, in particular, people and drug trafficking.

 6. Development of Extremism: Extensive increase (90 percent projec-
tion). Several factors on the global horizon (social and economic 
inequalities; difficult democratization process in Afghanistan, Iraq, 
and the Middle East; increasing racial segregation in many countries 
and cities, particularly in Europe) make extremist behavior in its 
many forms, especially political and religiously inspired extremism, 
increasing likely and extensive in the foreseeable future.

 7. Flexibility of Criminal Actors: Significant increase (70 percent projec-
tion). Criminals who are profit-oriented are quick to respond to and 
exploit new business opportunities resulting from new technologies, 
new products, and new markets. Also, the movement in organized 
crime trends is away from the more traditional notions of hierar-
chical structures, like the Italian Mafia, to more transnational net-
works and loose alliances of criminal groups working together for 
particular criminal operations. Such criminal flexibility will present 
increasing new challenges for policing international security.

 8. Corruption Development: Moderate increase (40 percent projection). 
Corruption is a major issue for police and security services world-
wide because of the vast amount of money available to organized 
crime groups to bribe and corrupt police and public officials. This is 
especially significant in developing countries where law enforcement 
is weak and police are not well paid. Hence, corruption as a strategy 
used by organized crime to further their business aims will continue 
to increase at a moderate rate in the foreseeable future.

 9. Development of Criminal Upper World Markets: Moderate increase 
(45 percent projection). Criminal businesses exist in an underworld 
market and work as a black economy. The movement by the crimi-
nal underworld into upper world markets via legal business enter-
prises holds significant advantages for them; for example, by using 
such enterprises where organized criminals can launder their ille-
gally derived money, as well as reinvest laundered money and also 
facilitate other criminal activities. This can happen through product 
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piracy in the IT area, and construction companies can undertake 
fraudulent contracts and so forth.

 10. Citizens’ Loyalty: Stable (60 percent projection). This factor is con-
sidered as an important crime enabling influence. That is, if citizens 
care little about the financial burden that CMM places on the legit-
imate economy of their country then there will be little incentive 
by politicians and the government of the day to pass new laws and 
aggressively enforce and proactively seek out and prosecute profit-
oriented criminality. It is projected that studies of the current level 
of citizen acceptance of laws and legal regulations related to profit-
oriented crimes will remain relatively stable for the near future at 
around 60 percent.

 11. Influence of Media: Substantive increase (100 percent projection). The 
media is a powerful shaper of opinion and beliefs. Hence, its influ-
ence will continue to be a central and substantive factor for better or 
worse in the field of CMM.

 12. Social Polarization: Substantive increase (100 percent projection). The 
global distribution of income in terms of inequalities between coun-
tries and continents, as well as disparities of income in individual 
countries and regions, is growing significantly. Hence, there is a 
global trend toward an increasing and sharply rising gap between the 
rich and the poor. Such a global bifurcation into rich and poor results 
in social polarization and, as a consequence, opens up substantial 
opportunities for criminal markets to exploit this income gap.

 13. Development of International Standards for Combating CMM: 
Moderate increase (60 percent projection). Further development 
toward internationally accepted and enforceable global standards of a 
high quality and easily understandable nature with regard to national 
and international CMM is expected to continue at a moderate rate 
in the near future. Clearly, the influence of other factors like global 
migration, political perceptions, citizens’ acceptance of the need for 
new CMM-type laws, and the media will affect considerably the pro-
jected rate in terms of the speed of development of this factor.

 14. Digital Development: Substantial increase (80 percent projection). 
The rapid development in the digital world of new technologies in 
relation to money management strategies will offer substantial new 
opportunities for profit-oriented criminality. New electronic means 
of money transfer and management, such as e-payment online sys-
tems (e.g., paypal, e-gold, e-dinar, and mobile transfer systems using 
cell phones and other electronic devices), make it easier, faster, and, 
importantly for criminals, to more anonymously engage in CMM.

 15. Misuse of New Technologies: Significant increase (70 percent projec-
tion). The diversity of new technologies in terms of a wide range of 
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media—computerized word, image, film, and sound files and formats—
will also exponentially open up new opportunities for criminal misuse. 
It is likely that other types and new forms of profit-oriented crime will 
emerge that will involve not just traditional organized crime activities, 
but also white-collar criminality and especially large-scale criminal 
frauds.

 16. National and International Cooperation: Stable (60 percent projec-
tion). The level of information sharing and collaboration between 
national and international law enforcement agencies has consid-
erably increased since the world-changing events of 9/11 and the 
advent of a new wave of extremist terrorism. The EDGE report pre-
dicts this will remain stable for the near future at around a 60 per-
cent projection level. However, given the massive slip-ups by police 
and intelligence agencies prior to 9/11, there is no guarantee that this 
situation of knowledge sharing as opposed to just sharing informa-
tion has substantially increased to match the size of the threat, not 
only from terrorism, but also by the growth of CMM. Clearly, this 
projection may need to be revised in the future.

 17. Management of Natural Disasters: Moderate increase (60 percent 
projection). Natural disasters present profit-oriented criminals with 
evolving situations to exploit donated funding opportunities in a 
range of ways. The Asian tsunami and Hurricane Katrina in New 
Orleans are good examples of how organized criminal groups can 
reap huge amounts of donated money into criminal channels. Hence, 
this projection indicates that a moderate increase should be expected 
in how well criminal groups can get organized to respond to natural 
disaster appeals in respect to CMM strategies for this type of event.

 18. Development of Education: Stagnates (50 percent projection). A lack 
of educational opportunities is often associated with the onset of 
criminal behavior as a person’s future prospects in the legal–eco-
nomic context to earn a reasonable living can be sometimes severely 
curtailed. Therefore, the appeal to engage in profit-oriented crime is 
enhanced for individuals with little future earning capacity.

  Alternately, well-educated professionals can be corrupted through 
greed to use their skills to either engage in or assist in profit-oriented 
crimes. Either way, education plays a vital role in both the quantity 
and quality of future crime, especially crimes to do with CMM.

  Furthermore, training law enforcement agencies to remain edu-
cationally competent in dealing with high-end crimes like sophis-
ticated frauds, cyber crimes, and the like is a constant challenge. 
Hence, the EDGE experts’ projection is that overall education levels 
for countries will remain constant in the medium time for at least 
the next five years. Thus, no significant changes to the status quo 
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are expected in the realm of education for either criminals or law 
enforcement agencies.

 19. Conflicts of Interests: Moderate convergence (45 percent projection). 
The world of finance is full of conflicting interests that manifest 
themselves politically, socially, culturally, as well as economically. 
Thus, it is a substantial challenge to law enforcement agencies work-
ing in the CMM field to establish a holistic, well-integrated, global 
plan of attack on CMM. The multiplicity of interdependences, socio-
cultural and geopolitical, makes a moderate convergence of views 
toward such a holistic global agenda on CMM the only likely out-
come in the foreseeable future.

 20. Nongovernment Organizations (NGOs): Substantive increase (100 
percent projection). The nongovernment sector occupies a central 
location in the global economy, for it is often the case that NGOs are 
able to respond more rapidly and with more flexibility to changes in 
global conditions than the more bureaucratic instruments and agen-
cies of government. Hence, the influence of NGOs is highly likely to 
rise substantially especially when global conditions are in a state of 
flux or suffering from environmental shocks.

To conclude, these 20 influential factors involved in CMM should not be 
considered in isolation. Each is linked in multiple ways and at multiple levels 
and, therefore, will have multiple realizations in how both profit-oriented crim-
inals and law enforcement agencies deal with CMM. Which side is winning in 
this fight about CMM will unfold in the future. But one thing is certain, the role 
of criminal finance will be central in this fight against organized crime.

References
AGIS. 2005. Criminal money management as a cutting edge between profit oriented crime 

and terrorism. A European Interdisciplinary Analysis Project, Landeskriminalamt 
Nordrhein-Westfalen, Germany. Online at: www.lka.nrw.de.

Beare, M.E. and Martens, F.T. 1998. Policing organized crime. Journal of Contemporary 
Criminal Justice 14 (4): 398–427.

Bock, G.W., Zmud, R.W., and Kim, Y.G. 2005. Behavioral intention formation 
in knowledge sharing: Examining the roles of extrinsic motivators, social-
psychological forces, and organizational climate. MIS Quarterly 29 (1): 
87–111.

Chen, H., Schroeder, J., Hauck, R.V., Ridgeway, L., Atabakhsh, H., Gupta, H., Boarman, 
C., Rasmussen, K., and Clements, A.W. 2002. COPLINK connect: Information 
and knowledge management for law enforcement. Decision Support Systems 34: 
271–285.

Earl, M.J. 2001. Knowledge management strategies: Toward a taxonomy. Journal of 
Management Information Systems 18 (1): 215–233.



Policing Criminal Enterprises  233

Fahsing, I., Ask, K., and Granhag, P.A. 2004. The man behind the mask: Accuracy and 
predictors of eyewitness offender descriptions. Journal of Applied Psychology 89 
(4): 722–729.

Garud, R. and Kumaraswamy, A. 2005. Vicious and virtuous circles in the manage-
ment of knowledge: The case of Infosys Technologies. MIS Quarterly 29 (1): 
9–33.

Gottschalk, P. 2007. Knowledge management in law enforcement: Technologies and 
techniques. Hershey, PA: Idea Group Publishing.

Hansen, M.T., Nohria, N., and Tierney, T. 1999. What’s your strategy for managing 
knowledge? Harvard Business Review (March-April) 106–116.

Harfield, C. 2008. Paradigms, pathologies, and practicalities: Policing organized 
crime in England and Wales. Policing 2 (1): 63–73.

Home Office. 2005a. Guidance on statutory performance indicators for policing 
2005/2006. Police Standards Unit, Home Office of the U.K. Government. Online 
at: www.policereform.gov.uk.

Home Office. 2005b. Senior investigating officer development programme. Police 
Standards Unit, Home Office of the U.K. Government. Online at: www.policere 
form.gov.uk.

Home Office. 2008. From the neighbourhood to the national: policing our communities 
together. Home Office, London. Online at: police.homeoffice.gov.uk.

Hughes, V. and Jackson, P. 2004. The influence of technical, social and structural fac-
tors on the effective use of information in a policing environment. ἀ e Electronic 
Journal of Knowledge Management 2 (1): 65–76.

Johnson, S.D., Birks, D.J., McLaughlin, L., Bowers, K.J., and Pease, K. 2007. 
Prospective crime mapping in operational context, Home Office, U.K. Online 
report July 19: www.homeoffice.gov.uk.

Ko, D.G., Kirsch, L.J., and King, W.R. 2005. Antecedents of knowledge transfer from 
consultants to clients in enterprise system implementations. MIS Quarterly 29 
(1): 59–85.

Lin, L., Geng, X., and Whinston, A.B. 2005. A sender-receiver framework for knowl-
edge transfer. MIS Quarterly 29 (2): 197–219.

Lind, H., Hjelm, J., and Lind, M. 2007. Privacy surviving data retention in Europe? 
Paper presented at the W3C Workshop on Languages for Privacy Policy 
Negotiation and Semantics-Driven Enforcement. Online at: www.w3.org.

Poston, R.S. and Speier, C. 2005. Effective use of knowledge management systems: A 
process model of content ratings and credibility indicators. MIS Quarterly 29 
(2): 221–244.

Sheptycki, J. 2002. In search of transnational policing: Towards a sociology of global 
policing, Aldershot, U.K.: Ashgate Publishing.

Spina, A.L. 2008. Recent anti-Mafia strategies: The Italian experience. In Organized 
crime: Culture, markets and policies, Eds. D. Siegel and H. Nelen, 195–206. New 
York: Springer.

Srinivasa, K.G., Venugopal, K.R., and Patnaik, L.M. 2007. A self-adaptive migration 
model genetic algorithm for data mining applications. Information Sciences 177: 
4295–4313.

Wasko, M.M. and Faraj, S. 2005. Why should I share? Examining social capital and 
knowledge contribution in electronic networks of practice. MIS Quarterly 29 
(1): 35–57.



234 Policing Organized Crime: Intelligence Strategy Implementation

Weir, R. and Bangs, M. 2007. The use of geographic information systems by crime 
analysts in England and Wales, U.K. Home Office. Online report July 3: www.
homeoffice.gov.uk.

Xu, J.J. and H. Chen 2004. Fighting organized crimes: Using shortest-path algorithms 
to identify associations in criminal networks. Decision Support Systems 38: 
473–487.



235

Performance 
Management in Policing 

Performance management should enable the police to deliver the level of 
service required by society, so it is an important component of the overall 
approach to policing organized crime. However, it may seem that where per-
formance is poorly managed or where performance management is carried 
out with an insufficient understanding of the ways in which it will impact on 
the practice of enforcing law on criminal organizations, it can have a dys-
functional effect. This can be seen in police organizations where achieving 
performance targets has become the sole objective of many managers. This 
pressure to achieve targets tends to lead to an ever-diminishing intelligence 
capacity. The mechanism by which this happens is not difficult to under-
stand. The need to achieve short-term goals, according to Stelfox (2008), leads 
managers to make choices that favor quick wins, low cost, and simplicity in 
performance management. These choices are carried out even when longer-
term or higher-cost measures would lead to better outcomes. Over time, this 
reduces not only the standards of intelligence and investigation, but also the 
opportunities that investigators have to develop their skills.

Performance Management Standards

Given that performance management is here to stay and that the pressures 
are likely to remain, Stelfox (2008) argues that the police service needs to 
adopt some mechanisms to ensure that its capability to investigate crime is 
not eroded. Four areas seem important:

 1. Development of targets. Targets have to be both short-term and long-
term. They need to include both performance goals and performance 
processes.

 2. Responsibility for targets. Responsibility for targets has to match the 
power to meet targets. Power is present when the responsible manager 
has decision-making authority to allocate resources to meet targets.

 3. Revision of targets. When a target becomes irrelevant or nonachiev-
able, a process of revision should take place.

 4. Achievement of targets. Targets have to be formulated such that it is 
indisputable when a target has been achieved.

12



236 Policing Organized Crime: Intelligence Strategy Implementation

Surveying trends and debates in the measurement of police performance 
since 1970, Neyroud (2008, 345) considered what lessons from the past in 
the United Kingdom should inform how we determine “good” or “success-
ful” policing.

Over the last 30 years there have been some very significant shifts in the way 
that performance information is used and deployed within the police service. In 
the late 1970s and early 1980s, the focus on “doing the numbers” meant that the 
data available to the average Criminal Investigation Department consisted largely 
of the number of crimes recorded by Home Office categories and the number of 
detected crimes (the latter simply presented as “detected” and not divided into 
primary and secondary detections). There was a substantial flexibility within the 
system that allowed serious crimes to be detected through “secondary” means, by 
coding the detections to a series of Home Office classifications or through prison 
visits. Additionally, in the case of minor offences, a decision could be taken to 
“no crime,” and this was particularly common practice in relation to minor crimi-
nal damage where, if the value of the damage was judged to be below £20, an 
incident was not eligible for a crime report. Indeed, the determining factor as to 
whether a reported offence would be “crimed” or not in many forces was whether 
it was likely to result in a detection.

National Crime Recording Standards put an end to such practices in 
2007, which led to improved consistency of crime recording across the United 
Kingdom. Good quality data about levels of crime are essential, not only for 
police performance to be measured externally, but also for use internally by a 
police service that has moved to an intelligence-led approach. Neyroud found 
that the debate about performance targets often neglects to attend to the fact 
that performance data are used by the police service itself to target resources, 
understand problems, and measure local success.

Comparative Statistics in CompStat

It is to this end that CompStat (COMPuter STATistics or COMParative 
STATistics) has been deployed in the United Kingdom. Originally devel-
oped within the New York Police Department under the leadership of Police 
Commissioner William Bratton and his team, CompStat has been described 
as a goal-oriented strategic management process that uses computer tech-
nology, operational strategy, and managerial accountability to structure 
the manner in which a police department provides crime-control services. 
CompStat is a tool for presenting performance data and holding managers to 
account for performance against targets (Neyroud, 2008).

CompStat is a management tool for police departments. It represents 
a dynamic approach to crime reduction, quality of life improvement, and 
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personnel and resource management. CompStat employs geographic infor-
mation systems (GISs) and was intended to map crime and identity prob-
lems. Often on a weekly basis, personnel from different police departments 
in a police district compile a statistical summary of the week’s crime com-
plaints, arrests and summons activity as well as a written report of significant 
cases, crime patterns, and police activities. This information, with specific 
crime and enforcement locations and times, is forwarded to the chief of the 
department’s CompStat unit where information is collated and loaded into 
a district-wide database. The unit runs computer analysis on the data and 
generates a weekly CompStat report.

However, there is a major contrast between the United States and the 
United Kingdom in the deployment of CompStat (Neyroud, 2008, 346).

In the USA, CompStat has been utilized by Chiefs and Mayors to focus local, municipal 
policing on local priorities. In the UK, where its adoption has been patchy, CompStat 
has operated in a framework of national targets and national comparison. 

In the United States, the CompStat program involves weekly crime con-
trol strategy meetings. These gatherings increase information flow between 
the agency’s executives and the commanders of operational units, with par-
ticular emphasis on crime and quality of life enforcement information. In 
the department’s vernacular, these briefings are referred to as CompStat 
(computerized statistics) meetings because many of the discussions are based 
on the statistical analysis and maps contained within the weekly CompStat 
reports. These meetings and the information sharing they generate are an 
important part of Commissioner Bratton’s comprehensive, interactive man-
agement strategy: Enhancing accountability by providing local commanders 
with considerable discretion and resources. The program also ensures that 
precinct commanders remain aware of crime and quality of life conditions 
within their areas of responsibility. By meeting frequently and discussing the 
department’s ten crime and quality of life strategies, the initiatives are fully 
implemented throughout the agency. Precinct and other operational unit 
commanders use this forum to communicate with the agency’s top execu-
tives and other commanders, sharing the problems they face and successful 
crime reduction tactics. The process allows top executives to monitor issues 
and activities within precincts and operational units, evaluating the skills 
and effectiveness of middle managers. By keeping abreast of situations “on 
the ground,” departmental leaders can properly allocate resources to most 
effectively reduce crime and improve police performance (www.wikipedia.
org [search CompStat]).

In contrast, the national approach to CompStat use in the United 
Kingdom is strongly in the direction of top-down performance measures 
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imposed nationally. The emphasis is on a small number of performance indi-
cators, in particular, offenses brought to justice (Neyroud, 2008, 346).

The marked increase in the use of fixed penalty notices as a result of the focus on 
“sanctions detections” is an example of the effects of such a national performance 
management regime and the well-documented lesson that pushing any performance 
indicator beyond a sensible point can potentially have adverse consequences.

Thus, it is argued that in a number of respects, the CompStat framework 
in the United Kingdom has become an obstacle to progress because the focus 
is too strongly in the direction of top-down performance measures imposed 
nationally. At the same time, there are substantial strengths to a national per-
formance framework that seeks to understand the comparative performance 
of different areas and different forces.

William Bratton was chief of the Los Angeles Police Department in 2008 and 
former chief of the New York Police Department. He is best known for leading 
the development and expansion of CompStat, the internationally acclaimed com-
mand accountability system that uses computer-mapping technology and crime 
analysis to target emerging crime patterns and coordinate police response.

In February 1994, Bratton was appointed police commissioner of New 
York City. The odds were against him. The New York Police Department, 
with a $2 billion budget and a workforce of 35,000 police officers, was notori-
ously difficult to manage. Yet, in less than two years and without an increase 
in his budget, Bratton turned New York into the safest large city in the nation, 
according to Kim and Mauborgne (2003).

Research conducted by Kim and Mauborgne led them to conclude that 
Bratton’s turnaround was an example of tipping point leadership. The the-
ory of tipping point hinges on the insight that in any organization, once the 
beliefs and energies of a critical mass of people are engaged, conversion to a 
new idea will spread like an epidemic, bringing about fundamental change 
very quickly. The theory suggests that such a movement can be unleashed 
only by agents who make unforgettable and unarguable calls for change, who 
concentrate their resources on what really matters, who mobilize the com-
mitment of the organization’s key players, and who succeed in silencing the 
most vocal naysayers. Bratton did all of these things.

Kim and Maugorgne find that in many turnarounds, the hardest battle 
is simply getting people to agree on the causes of current problems and the 
need for change. Most CEOs try to make the case for change simply by point-
ing to the numbers and insisting that the company can achieve better ones. 
However, messages communicated through numbers seldom stick. Bratton 
(1998, 310) writes in his own book on the turnaround in New York:
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The system my team and I installed continues to bring success. New York City is a 
much safer place now and will remain so.

Tipping point leaders do not rely on numbers to break through the orga-
nization’s cognitive hurdles. Instead, they put their key managers face-to-
face with the operational problems so that the managers cannot evade reality. 
Poor performance becomes something they witness rather than hear about. 
Communicating in this way means that the message—performance is poor 
and needs to be fixed—sticks with people, which is essential if they are to be 
convinced not only that a turnaround is necessary, but also that it is some-
thing they can achieve.

Leaders like Bratton use a four-step process to bring about rapid, dra-
matic, and lasting change with limited resources. Tipping all four hurdles 
leads to rapid strategy reorientation and execution.

Cognitive Hurdle•	 . Put managers face-to-face with problems and cus-
tomers. Find new ways to communicate.
Resource Hurdle•	 . Focus on the hot spots and bargain with partner 
organizations.
Motivational Hurdle•	 . Put the stage lights on and frame the challenge 
to match the organization’s various levels.
Political•	  Hurdle. Identify and silence internal opponents; isolate 
external ones.

By addressing these hurdles to tipping point change, leaders will stand 
a chance of achieving the same kind of results as Bratton delivered to the 
citizens of New York. Between 1994 and 1996, felony crime fell 39 percent, 
murders 50 percent, and theft 35 percent. Gallup polls reported that public 
confidence in the NYPD jumped from 37 to 73 percent in the 1990s (Kim 
and Mauborgne, 2003).

The tool for Bratton’s success was CompStat. In 2008, he argued for tak-
ing CompStat to the next level after summarizing his experiences in Los 
Angeles so far (Bratton and Malinowski, 2008, 261).

It is important to note, however, that one size does not fit all. The process as it 
played out in New York City was very different from the way it now works in 
Los Angeles. Cultural differences, budget limitations, and bureaucratic constraints 
have caused the process to morph. The CompStat model as employed in Los 
Angeles, although different from its East Coast cousin, has also led to dramatic 
crime reductions over the last five years. Indeed, an inherent strength of CompStat 
and performance management is that they can be modified to direct and control 
significantly different environments.
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A major performance management change in Los Angeles was a man-
agement philosophy that encourages and rewards risk taking and innova-
tion. In this philosophy, vision, goals, and expectations are clearly defined 
from the top, while line managers are given more freedom and resources to 
manage their commands in exchange for results responsive to police depart-
ment goals. This philosophy argues that line managers should have enhanced 
accountability, as accountability brings a capacity to explain what was done 
and why it succeeded or failed (Bratton and Malinowski, 2008).

Taking CompStat to the next level implies the implementation of 
CompStat Plus, which represents an enhanced application of principles of 
inspection and accountability, as well as the use of more in-depth auditing 
methods, mentorship, and close collaboration (Bratton and Malinowski, 
2008, 262).

To proceed with the inspection, we assembled an inspection team composed of 
proven experts in the fields that were the subject of CompStat Plus’ focus (patrol 
and detective operations, the crime analysis section, community-related crime pre-
vention efforts, and management and supervision). The group developed a set of 
inspection protocols to help uncover performance inhibitors with a clear focus on 
helping the area in reducing Part I Crimes. This goal would be achieved by imple-
menting procedural efficiencies and creating an all-encompassing crime-fighting 
blue print designed to bring the various stakeholders together with a clear mission.

The potential effectiveness of CompStat Plus is based on three comple-
mentary approaches (Bratton and Malinowski, 2008):

 1. Under CompStat Plus, a diagnostic exercise is conducted to identify 
accurately the causes for the underperformance. The temptation of 
wanting to provide easy and simple solutions to complex multilay-
ered problems was avoided.

 2. A clearly focused dialog was established among the stakeholders to 
assess the results of the diagnostic inspection and create a universally 
accepted conclusion of what the findings meant. It has been theorized 
that for the next step, the solution step, to be successful key stake-
holders, had to come to an agreement about what the problems were.

 3. The affected commands were given the task of creating their own 
plan of action. We created an environment where key stakeholders 
became full partners in the process. Gascón and his CompStat Plus 
team made it clear that the strategies and the results belonged to 
people doing the work. CompStat Plus is simply a catalyst, a means 
to achieve an end.
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Based on an emphasis on targeted performance management strategies 
and a new and improved version of CompStat, Los Angeles became the sec-
ond-safest large city in the United States in 2008.

Value Shop Performance

In this chapter, we suggest the value shop for performance assessment. The value 
shop is a value configuration that describes how value is created in an organiza-
tion for its stakeholders. A value configuration shows how the most important 
business processes function to create value for its stakeholders. A value con-
figuration represents the way a particular organization conducts business.

In the value shop, activities are scheduled and resources are applied in 
a fashion that is dimensioned and appropriate to the needs of the policing 
problem. The value shop is an organization that creates value by solving 
unique problems for society. Knowledge is the most important resource, and 
reputation is critical to organizational success.

A value shop is characterized by five primary activities: problem finding 
and acquisition, problem solving, choice, execution, and control and evalu-
ation, as illustrated in Figure 12.1. Problem finding and acquisition involves 

Problem finding
and acquisition:

Understanding organized
crime 

Choice of solution
to problem:

Prioritizing policing actions 

Control and
evaluation:

Review of organized crime
and police performance 

Execution of
solution:

Intelligence and
investigation 

Problem 
solving:

Policing organized crime 

Infrastructure: Information systems in policing in terms of stages of growth
Human resources: Knowledge categories and knowledge levels
Technology: Information technology supporting information systems
Procurement: Equipment for transportation and other services

Figure 12.1 Primary and secondary activities in the value shop.
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working with the victims and others to determine the exact nature of the 
problem or need. It involves deciding on the overall plan for approaching 
the problem. Problem solving is the actual generation of ideas and action (or 
treatment) plans.

Choice represents the decision of choosing between alternatives. While 
the least important primary activity of the value shop in terms of time and 
effort, it is also the most important in terms of value. Execution represents 
communicating, organizing, and implementing the decision, or perform-
ing the treatment. Control and evaluation activities involve monitoring and 
measurement of how well the solution solved the original problem or met 
the original need. Evaluation may feed back into the first activity (problem 
finding and acquisition) for two reasons. First, if the proposed solution is 
inadequate or did not work, it feeds back into learning why it was inadequate 
and begins the problem-solving phase anew. Second, if the problem solution 
was successful, the organization might enlarge the scope of the problem-
solving process to solve a bigger problem related to or dependent upon the 
first problem being solved.

Performance management is carried out in the value shop by setting tar-
gets and evaluating goal achievement for each primary activity.

 1. Problem Finding and Acquisition. To what extent do we understand 
the exact nature of organized crime? Do we have “know what” to 
understand what is going on? Do we have “know how” to understand 
how it is going on? Do we have “know why” to understand why it is 
going on? (See Chapter 10.)

 2. Problem Solving. To what extent do we know how to do effective 
policing and enforce law on organized crime? Do we have “know 
what” to understand alternative approaches in policing? Do we have 
“know how” to understand how alternative approaches in policing 
will work? Do we have “know why” to understand how our police 
actions affect and possibly change criminal behaviors?

 3. Choice of Solution to Problem. Here we need criteria, such as risk 
willingness and available resources, to determine what alternative 
actions may seem most appropriate to fight organized crime.

 4. Execution of Solution. Intelligence activities as well as other priori-
tized activities are carried out.

 5. Control and Evaluation. Effects in terms of changes in organized 
crimes are determined.

Performance management implies that the quality of each of these five 
primary activities is measured.
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Detective Thinking Styles

In criminal investigations, detectives apply different thinking styles, such as 
method style, challenge style, skill style, and risk style. In a survey in Norway, 
detectives were asked to list the five most important characteristics of effec-
tive investigators. This was done in a free format, requiring content analysis 
to categorize responses. Responses were categorized according to thinking 
styles. While creativity was the most frequently mentioned characteristic, 
content analysis shows that the skill style of detectives is the most effective 
thinking style. To be effective, detectives need to practice good empathic 
communication, open-minded curiosity, logical reasoning, creative think-
ing, and dogged determination.

Creativity is often mentioned as a characteristic of effective detectives. 
Detectives can be creative in their job by generating new ways to perform 
their work, by coming up with novel procedures and innovative ideas, and 
by reconfiguring known approaches into new alternatives (Perry-Smith and 
Shalley, 2003). Yet, detectives are often told to work by the book, forgetting 
the importance of creative thinking and the importance of creative persons 
(Dean et al., 2008).

We distinguish between four thinking styles in police investigations 
(Dean et al., 2008). The method style is driven by procedural steps and con-
ceptual processes for gathering information. The challenge style is driven by 
intensity of the job, the victim, the criminal, and the crime. The skill style 
is driven by personal qualities and abilities of relating to people at different 
levels. The risk style is driven by creativity in discovering and developing 
information into evidence. All four styles are illustrated in Figure 12.2 along 
the axis of complexity and time.

These four investigative thinking styles were introduced in this research 
to classify characteristics of effective detectives into relevant thinking styles. 
Such classification enables identification of important thinking styles and 
learning (Garcia-Morales et al., 2006).

The study was concerned with how police detectives experience, under-
stand, and think about the process of doing serious and complex criminal 
investigations. In police investigations, the experience of investigation begins 
for detectives when they are given a crime to solve. When handed a case, detec-
tives apply the basics of the procedural method in which they were trained.

There are a variety of procedural steps within the criminal investigation 
training literature for various types of crimes, but, in essence, all such steps 
follow a logical sequence that can be subsumed under a set of basic steps, 
referred to as the “5 Cs” of the police procedural method of investigation. The 
5 Cs are the procedural steps of collecting, checking, considering, connect-
ing, and constructing information into evidence.
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Conceptually, this “procedural method” presents a problem for detec-
tives in that since their formal investigative training only equips them with 
this one way of “thinking” investigation, the question becomes: How do they 
learn to think in any other way or do they when investigating?

Previous empirical research has identified that apart from the above 
mentioned “method” style of investigative thinking there are three other 
qualitatively different ways or styles of thinking that potentially can come 
into play when experienced detectives investigate a serious or complex crime: 
challenge style, the skill style, and the risk style of investigative thinking. 
How each of these other three investigative thinking styles works in conjunc-
tion with the basic method style is briefly outlined below.

As detectives conduct a serious and/or complex investigation, they 
become driven by the intensity of the challenge, which motivates them to 
do the best job they can for the victim(s) by catching the criminal(s) and 
solving the crime through the application of the “basic 5Cs” of the inves-
tigative method style of thinking in which they were trained. This chal-
lenge style of thinking is all about what motivates and drive detectives to 
do the best they can do in a particular investigation. At this level, detectives 
think about the job, the victim, the crime, and the criminal. These four ele-
ments (job–victim–crime–criminal) are the key sources of intensity (Home 
Office, 2005).

Complexity
of the
investigation 

Investigation over time 

Thinking Style 1
Method

Driven by procedural steps
and conceptual processes
for gathering information

Thinking Style 2
Challenge

Driven by intensity of the
job, the victim, the criminal

and the crime

Thinking Style 3
Skill

Driven by personal qualities
and abilities of relating to
people at different levels

Thinking Style 4
Risk

Driven by creativity in
discovering and developing
information into evidence

Figure 12.2 Ways of thinking about the investigation process.
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In meeting this investigative challenge, detectives require skill to relate 
and communicate effectively to a variety of people to obtain information so 
as to establish a workable investigative focus (Kiely and Peek, 2002). Such 
skill also requires detectives to be flexible in the how they approach people 
and the case, while maintaining an appropriate level of emotional involve-
ment toward victims, witnesses, informants, and suspects. With this skill 
style of investigative thinking, detectives are concerned with how they relate 
to people. Detectives must think about how they are going to relate to the vic-
tim, witnesses, possible suspects, the local community, and the wider general 
public in order to get the information they need to make the case.

When exercising their investigative skill, detectives seek to maximize the 
possibilities of a good result by taking legally sanctioned and logically jus-
tifiable risks across a wide latitude of influence. Such justifiable risk taking 
requires detectives to be proactive in applying creativity to how they seek to 
discover new information and, if necessary, how they develop such infor-
mation into evidence. This risk style revolves around how detectives think 
through being proactively creative enough to discover new information and, 
if necessary, develop it into evidence that will stand up to testing in a court 
of law.

Although experienced detectives and investigators intuitively use these 
four levels of thinking in an investigation, it is rare that any one detective will 
give equal weight to all four styles of investigative thinking in a particular 
case because detectives, like everyone else, have a preference for maybe one 
or two particular styles or ways of thinking.

This phenomenon is about the cognitive psychology of police investi-
gators. At its core, investigation is a mind game. When it comes to solving 
a crime, a detective’s ability to think as an investigator is everything. Four 
distinctively different ways of thinking are investigation as method, investi-
gation as challenge, investigation as skill, and investigation as risk. All four 
ways of describing a criminal investigation can be seen as more or less partial 
understandings of the whole phenomenon of investigation.

The four distinctively different ways of thinking (styles) about the inves-
tigation process by detectives are illustrated in Figure 12.2. As can be seen 
in the figure, there is a hierarchical structure to how investigators think. 
Not all cases will require the use of all four investigation-thinking styles 
to solve them. However, as time marches on in an investigation without 
a result, then other styles of investigative thinking will need to come into 
play to increase the likelihood of a successful outcome. In essence, the more 
complex the crime, the higher the investigative thinking style required in 
solving it.
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Performance 
Measurement 
in Policing
In this chapter, we will introduce an empirical study of performance mea-
surement in the police value shop. Also, we will present more results from the 
survey on intelligence strategy implementation.

Empirical Study of Police Investigations

To measure performance in the primary activities of the value shop, a sur-
vey instrument was developed. The questionnaire was e-mailed in 2005 to 
approximately 500 police officers in charge of criminal investigations in 
Norway. A total of 101 questionnaires were returned. This represents an 
approximate response rate of 20 percent. We have to write approximate, as 
police chiefs were asked to distribute the questionnaire link to their police 
investigations managers. The sample consisted of police officers in charge of 
criminal investigations in Norway with personnel, budget, outcome, knowl-
edge, and investigation responsibilities.

The primary activities of the intelligence and investigation value shop 
were all measured on multiple item scales, as listed in Table 13.1. We devel-
oped all items by interviewing senior investigation officers in Norway. 
Therefore, an exploratory factor analysis had to be conducted before the 
confirmatory factor analysis was completed. The exploratory factor analysis 
suggested only three factors rather than five. However, since the statistically 
suggested, three-factor model was found to be without theoretical implica-
tions, a confirmatory factor analysis with five factors was conducted.

All five scales had acceptable reliability in terms of the Cronbach alpha. 
Therefore, means for each item were averaged into means for each primary 
activity. Out of the five primary activities in the value shop, performance in 
police investigations was best in problem understanding (5.0) and alternative 
solutions (5.0), while evaluation achieved the lowest score (4.0).

Empirical Study of Intelligence Work

The national strategy for intelligence and analysis in Norway was to be imple-
mented in 2007. An empirical study of the implementation was carried out 
one year later. As described in Chapter 4, the extent of implementation in 2008 
after one year was approximately one-third of the strategy. The survey indicated 
substantial variation in the extent of implementation among police districts.

13
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Table 13.1 Investigation Performance in Value Shop Activities

Police Investigation Performance in the Value Shop Average Alpha
Understanding the case, what it is all about: problem finding and 
acquisition

5.0 .934

Channel the case to the right investigator 5.1
Assess initial case information and other relevant information 5.2
Collect additional historical information 4.3
Evaluate whether there is suspicion of a criminal offense 5.5
Assess the police task in the case 5.4
Inform parties and stakeholders of the case 4.6
Identifying investigation alternatives; which investigative steps are 
potentially relevant to the case: problem solutions

5.0 .956

Determine the purpose of the investigation 5.1
Assess the extent to which there is experience from similar cases 5.0
Discuss with colleagues what potential investigation schemes are 
appropriate

4.9

Assess the seriousness of the criminal offense 5.1
Find methods for investigative steps 5.0
Plan for alternative investigative steps 4.6
Investigation plan derived from alternatives by use of criteria for 
success: choice of solution to the problem

4.8 .942

Identify criteria for choice of investigation program 4.6
Discuss with colleagues which investigation program is the best 4.8
Check routines and guidelines for police work 4.4
Check resources for investigative actions 4.7
Find a qualified investigation leader 4.8
Determine what the police must do in the case 5.2
Work on the case, carrying out the investigation plan: execution of 
solution to solve problem

4.8 .915

Collect information from files 4.6
Collect information from persons 5.0
Secure leads 4.9
Interrogate potential suspects 5.4
Interrogate potential witnesses 5.3
Inform involved persons (such as relatives) about the future 4.3
Determining how the investigation has progressed so far and possible 
changes in the future: control and evaluation

4.0 .926

Evaluate the quality of police work in the case 4.1
Evaluate the quality of legal work in the case 4.0
Involve in the evaluation everyone who has participated in the 
investigation

3.7
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In the survey research, organization structure and organization culture 
were applied as predictors of implementation extent. In separate regressions, it 
was found that both structure and culture have a significant influence on imple-
mentation, where a knowledge-oriented structure and a knowledge-oriented 
culture lead to more implementation than a bureaucracy-oriented structure 
and bureaucracy-oriented culture. When the two predictors were combined in 
one regression, the explanatory power of structure was stronger than culture, 
making culture a nonsignificant predictor in the regression analysis.

When looking at empirical results concerning intelligence work from this 
study, we can select some items from the questionnaire, as listed in Table 13.2. 
The scale ranges from 1 (completely disagree) to 7 (completely agree). The 
highest score (4.33) can be found for the statement: “We have implemented 

Table 13.1 Investigation Performance in Value Shop Activities (Continued)

Police Investigation Performance in the Value Shop Average Alpha
Assess how the investigation of the case was managed 3.7
Control the use of resources in the case 4.0
Learn from the case 4.6
Average overall performance in the value shop 4.7 .965

Note: Scale from 1 = not clever to 7 = very clever.

Table 13.2 Measurement of Strategy Implementation

No. Statements Concerning Implementation of National Strategy Mean Dev
01 We have implemented intelligence and analysis unit 4.11 1.986
02 We have implemented operational analysis function 3.98 2.099
03 We have implemented operational intelligence function 4.33 1.957
04 We have implemented strategic analysis function 3.99 2.064
05 We have implemented strategic intelligence function 3.70 1.895
06 We now prioritize knowledge-based police work 3.91 1.681
07 We have adapted the strategy to our own strategy 3.74 1.671
08 We have created environment to succeed with the strategy 3.41 1.568
09 A change process according to the strategy is going on 3.90 1.657
10 We have planned when to evaluate the implementation 2.30 1.506
11 Critical success factors for implementation have been identified 2.54 1.500
12 Goals have been set for the implementation process 2.76 1.707
13 Deadlines for implementation have been set 2.42 1.697
14 Resources have been allocated to strategy implementation 2.70 1.634
15 Measurement parameters according to strategy are developed 2.49 1.496

Average 3.33 1.332
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operational intelligence function.” The lowest score (2.30) can be found for 
the statement: “We have planned when to evaluate the implementation.”

On a scale from 1 to 7, the median is 4. All average scores below 4 represent 
disagreement, while all scores above 4 represent agreement. Only two state-
ments have an average score above 4, i.e., “We have implemented intelligence 
and analysis unit” and “We have implemented operational intelligence unit.” 
The average score for all items is 3.33, which indicates slight disagreement.

All statements have a standard deviation above 1, which indicates sub-
stantial variation among respondents. The greatest variation among respon-
dents can be found for the statement: “We have implemented operational 
analysis function,” with a standard deviation of 2.064.

The significant determinant of implementation extent of the national 
strategy for intelligence and analysis was organizational structure. A more 
knowledge-oriented organizational structure leads to a greater extent of 
implementation. A more bureaucratic structure leads to a lower degree 
of implementation. Items measuring organization structure are listed in 
Table 13.3.

The reliability of this scale was not satisfactory with all eighteen items 
included. An acceptable reliability was achieved by eliminating items 1, 2, 5, 

Table 13.3 Measurement of Organization Structure

# Statements Concerning Implementation of National Strategy Mean Dev
01 We do not work sequentially with one case at a time 4.66 1.748
02 We are free to choose how to solve our assignments 3.34 1.748
03 We have good routines for transferring knowledge internally 3.80 1.546
04 We have good routines for transferring knowledge externally 3.53 1.486
05 We do not always follow institutional routines 4.42 1.400
06 We do not always have to follow lines of command 3.87 1.622
07 Program management is important in our organization 3.35 1.325
08 We do not have a bureaucratic decision-making system 3.77 1.746
09 There is not always consistency between authority and 

responsibility
4.64 1.499

10 We are not always dependent on superiors’ decisions 3.85 1.468
11 We change organizational structure in pace with the 

environment
3.68 1.602

12 Our organization is not characterized by hierarchy 3.32 1.594
13 In our organization, is it not always formal authority that counts 3.75 1.674
14 Our organization changes continuously 4.01 1.688
15 We are a knowledge organization 4.31 1.743
16 We have a flexible organization structure 3.54 1.584
17 We have an integrated cooperation internally 3.96 1.526
18 We have an integrated cooperation with partners externally 4.03 1.419

Average 3.76 1.029



Performance Measurement in Policing 251

6, 9, and 10. By eliminating these six items, thirteen items with a reliability 
of 0.885 remained.

Characteristics of Effective Detectives

A survey instrument was applied in this research where respondents filled 
in a space. In the open electronic space, respondents could write five charac-
teristics in their own wording. To classify these responses, content analysis 
was needed. According to Riffe and Freitag (1997), seven features of content 
analysis distinguish poor studies from excellent studies. First, an explicit 
theoretical framework is needed. In this research, the theoretical framework 
of investigative thinking styles as developed by Dean et al. (2008) is applied. 
Second, hypotheses or research questions are needed. In this research, the 
research question “what” is concerned with descriptions of characteristics. 
Third, other research methods should also be applied. In this research, a sur-
vey is supplemented with content analysis. Forth, extra-media data should 
be incorporated. In this research, results from another investigation survey 
were incorporated (Glomseth et al., 2007). Fifth, intercoder reliability should 
be reported. In this research, the characteristics content construct was coded 
by two researchers independently. Sixth, reliability based on a random sam-
ple of coded content was not relevant in this research, as there is a complete 
set of responses. Finally, presentations of only descriptive statistics should be 
avoided. In this research, two independent researchers coded characteristics 
by respondents.

The questionnaire was sent to 325 detectives by e-mail. With 110 
responses returned, this gave a response rate of 34 percent. However, only 
seventy-one detectives filled in the open space for characteristics of effective 
detectives, thereby reducing the response rate to 22 percent. Because each 
detective wrote five characteristics each, a total of 355 characteristics were 
collected, as listed in Table 13.4.

Two raters were involved in the classification of responses. There was no 
need to develop key words in this research (Gottschalk, 2001) because respon-
dents provided responses in terms of key words. Acceptable interrater judg-
ment reliability (IJR) of 0.94 was achieved. Reliability is an assessment of the 
degree of consistency between multiple raters of a variable (Hair et al., 2006).

As can be seen in the table, 55 percent of the respondents wrote creativity 
as one of the five characteristics of effective detectives. The word “creativity” 
comes from the Latin concept creare that means “to make” or “to create.” 
Creative activity appears to be an affectively charged event, one in which 
complex cognitive processes are shaped by, co-occur with, and shape emo-
tional experience (Amabile et al., 2005). Novelty is a key defining criterion of 
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Table 13.4 Characteristics Responses (five characteristics by seventy-one 
respondents)

Objectivity Creativity Involvement Patience Initiative
Professional Systematic Creative Cooperative Motivated
Interested Knowledgeable Hardworking Collegial Organized
Curious Detailed Knowledge of 

law
Human 
intelligence

Not giving up

Patience Good writing 
skills

Creative Involved Overview

Good to 
communicate

Good at 
listening

Open mind Social abilities Some curiosity

Be curious Be positive Update oneself Positive to new 
methods

Ethic attitude

Analytic abilities Simultaneous 
capacity

Good judgment Knowledge Intelligent

Human 
knowledge

Professional Objective Honest Flexible

Curious Human knower Honest Detailed Open mind
Open mind Professional Systematic Respect for 

people
Logic ability

Analytic Creative Structured Empathy Working 
correctly

Intelligent Structured Offensive Listening to 
ideas

Creative

Tactical Creative Offensive Information 
seeking

Objective

Experienced Work 
independent

Motivated Analytic abilities Cooperative

Mature thinking Hardworking Focus on goal Cooperative 
attitude

Empathy

Organized Honest Knowledge Creative Cooperative
Structure Communicative 

skills
Analytic ability Patience Humane

Detailed Persistent Creative Judge of 
character

Cooperative 
abilities

Ability to 
communicate

Systematic Ability to be 
objective

Positive attitude Action oriented

Creative Involved Structure Goal oriented Social
Motivated Detail oriented Analytical Systematic Professional
Holistic Creative Empathetic Involved Good writing 

skills
Creative Offensive Human General 

knowledge
Interested

Correct Organized Objective Effective Hardworking



Performance Measurement in Policing 253

Table 13.4 Characteristics Responses (five characteristics by seventy-one 
respondents) (Continued)

Objectivity Creativity Involvement Patience Initiative
Honest Systematic Thorough Identify 

important 
issues

Empathetic

Good to 
cooperate

Communication Organized Social skills Knowledge of 
task

Good to 
communicate

Goal oriented Creative Good 
cooperative 
skills

Willing to work 
hard

Persistent Thorough Open mind Creativity Communicative
Listening Work in team Curious Think about 

issues
Being present

Taking 
responsibility

High moral Creative Communicative 
skills

Analytic

Initiative Curious Listening Open mind Fair
Creative Engaged Good 

communicator
Structured Positive

Being objective Analytic Systematic Creative Good to 
communicate

Structured Analytic Curious Good to 
formulate

Awake for new 
things

Objective Creative Patient Offensive Honesty
Honest and fair Communicating 

well
Awake and 
creative

Curious and 
interested

Creative

Interested in 
new ideas

Interested in 
knowledge

Concentrated Methodical Creative

Open Organized Detailed Creative Taking initiative
Good in 
communication

Observant Human Smart Tactical

Knowledgeable Open and 
humble

Creative Objective Communicative

Take good 
interviews

Se more options Putting question 
marks

Communicate Creative

Knowledgeable Fair Ambitious Patient Thorough
Professional Patient Curious Good 

cooperative 
skills

Good to 
communicate

Ability to 
socialize

Treat with 
respect

Patience Interested to 
learn

Creative and 
open

Professionally 
interested

Good to 
communicate

Curious Structured Honest

Detailed Trustworthy Create 
confidence

Communicate Creative
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Table 13.4 Characteristics Responses (five characteristics by seventy-one 
respondents) (Continued)

Objectivity Creativity Involvement Patience Initiative
Patience Structured Goal oriented Feel satisfied Feeling 

sympathy
Emphatic Communication 

skills
Good listener Professional Honesty

Creative Analytical Staying ability Results oriented Personal 
integrity

Systematic Analytical Creative Offensive Professional
Independent Socially skilled Team worker Creative Professionally 

updated
Creative Methodological Structured Professional 

competent
Social 
intelligence

Thorough Professional 
ability

Ability to care Moving on Ability to 
cooperate

Communication 
skills

Empathy Conscious ethics Objectivity Thorough

Professional 
knowledge

Thinking 
creatively

Independent Learn new 
things

Critical 
reflection

Honest Creative Good 
cooperative 
skills

Systematically Good 
formulating 
skills

Objective Professionally 
involved

Creative Structured Empathy

Wide mind Objective Patient Can 
communicate

Creative

Open Involved Creative Good 
communicator

Independent

See connections Active 
contributor

Loyal to the case Logic thinking Good 
communication

Creativity Motivating Professional Investigative Social
High integrity Reliable Ability to use 

experience
Cooperative 
skills

Ability to change

Structured Objective Professional Curious Creative
Knowledge Experience Attitude Overview Patience
Personal skills See connections Professional Work in teams Creative 

thinking
Ability to 
communicate

Structured Open mind Decision 
oriented

Persistent

Different 
perspectives

Thoroughly Creativity Empathy Good 
communication

Ability to think 
logically

Ability to see 
pattern

Creative and 
intuitive

Social Hunting instinct

Patient Action driven Communicative Creative Not conclusive
Honesty Respect Loyalty Communication Open mind
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creativity, which means original to the individual or team producing the idea 
or solution (Kaufmann, 2004).

Second to creativity, professionalism was mentioned by 24 percent of the 
investigators. Other characteristics frequently mentioned were objectivity, 
structure, and organization.

Out of 355 characteristics, 60 characteristics were classified by the rat-
ers into the method style of thinking for detectives in police investigations. 
Fifty-five characteristics were classified into the challenge style, 165 into the 
skill style, and 75 into the risk style.

Survey results show that the most important thinking style for effective 
detectives is the skill style. Examples of characteristics classified as skill style 
include objectivity, proficiency in communication, analytic abilities, an open 
mind, and listening skills. At the skill level of investigative thinking, detec-
tives are concerned with how they relate to people while collecting potential 
evidence. Detectives must think how they are going to relate to the victim, 
witnesses, possible suspects, the local community, and the wider general 
public in order to get the information they need to make the case.

Investigation as skill emphasizes the human dimension in investigative 
work, particularly the personal qualities of detectives. Hence, the central 
characteristic in this conception is a detective’s ability to relate skillfully to a 
wide variety of people and, in conformity with prevailing law and regulation, 
collect the information vital to the matter under investigation.

Although experienced detectives and investigators intuitively use all four 
thinking styles in an investigation, it is rare that any one detective will give 
equal weight to all four styles of investigative thinking in a particular case 
because detectives, like everyone else, have a preference for maybe one or two 
particular styles or ways of thinking.

To summarize the findings in our survey in our own words, we will sug-
gest that the five most important characteristics of a good detective are:

 1. Good empathic communication (skill style): A detective should be a 
“people person” or else he/she will not be able to get the most valuable 
information out of a person (witness, victim, suspect, etc.). However, 
at the same time, he or she must know and follow the law in detail so 
that the acquired information is applicable in court.

 2. Open-minded curiosity (skill style and, perhaps, a bit of risk style): A 
detective should have a mind that is curious about things and open to 
new ways of doing things to, not only discover information by mak-
ing connections through being curious, but also to be open enough 
to avoid tunnel vision and conforming to stereotypical ideas.

 3. Creative thinking (risk style): A detective should be able to think cre-
atively about the information/evidence by putting it together in dif-
ferent ways or looking at it from different perspectives. This outlook 
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forms the basis for further creative thought in how to go about getting 
other information/evidence needed to solve a case. Creative thinking 
also correlates highly with curiosity and being open-minded (char-
acteristic 2).

 4. Logical, methodical reasoning (method style): A detective should be 
able to logically derive what piece of evidence is available and useful 
in a particular case/situation and how legally to get hold of it. Hence, 
a detective must think things through in a methodical manner with-
out jumping to unwarranted conclusions or developing tunnel vision 
about a situation or person that cannot be supported with legal and 
logical inferences.

 5. Dogged determination, persistence (challenge style): A detective should 
be able to hang in for the long haul on a difficult and protracted 
investigation as persistence can often crack a case. However, the rea-
son it is the last characteristic is that just being “determined” will not 
in itself necessarily find the information or evidence needed in an 
investigation. Hence, the reason for listing the other characteristics 
in priority order. If a detective has enough of the other characteris-
tics, then determination is more likely to diminish in the long run.

From a management point of view, police investigation units need to be 
managed as knowledge organizations rather than bureaucratic organiza-
tions. When managed as a knowledge organization, the skill style of detec-
tive thinking is more likely to grow and succeed in police investigations.

While the responses to the question of characteristics of good investiga-
tors indicate that the skill style is the most important, responses to another 
question indicate that the risk style is the one they actually apply the most, 
as seen in Table 13.5.

Thus, there seems to be a discrepancy between what detectives practice 
and what they think is a good practice. They practice the risk style most 
extensively, followed by the skill style. At the same time, they argue that 
the skill style is the most important one. This can perhaps be explained by 
research design limitations, assuming that it normally would seem safer to 
define oneself as a skilled rather than a risky detective when performing self 
assessment by responding to an open-ended question. Nevertheless, they are 
able to rate the importance of risk when it is liked to a situation and not to 
their own personality.

The most effective thinking style of detectives as knowledge workers was 
empirically found to be the skill level. While an investigation involves an evi-
dence-gathering enterprise by human beings, the conception of a detective in 
the knowledge organization emphasizes the quality of who is doing the gath-
ering. Surprisingly, the same detectives claim that they apply the risk style 
more than the skill style. Detectives see an investigation as going nowhere 
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unless they are able to extract good quality information out of people and 
their ability to do that depends on the quality of detectives’ relational skill, 
particularly with regard to communicating well with people.

Other Performance Indicators

Police performance is a complicated construct. The police reform in the United 
Kingdom has developed some performance indicators for policing within 
an assessment framework. The policing performance assessment frame-
work is an initiative led by the Home Office (2005), with the support of the 
Association of Chief Police Officers and the Association of Police Authorities. 
Some examples of performance indicators for 2005/2006 include:

Satisfaction of victims of domestic burglary, violent crime, vehicle •	
crime, and road traffic collisions
Using the British Crime Survey, the percentage of people who think •	
their local police do a good job
Satisfaction of victims of racist incidents with respect to the overall •	
service provided
Using the British Crime Survey, the risk of personal crime•	
Domestic burglaries per 1,000 households•	
Number of offenses brought to justice•	
Percentage of notifiable offenses resulting in a sanction detection•	
Percentage of domestic violence incidents with a power of arrest•	

Table 13.5 Response to Thinking Style Items in the Survey

In Police Investigations Mean Deviation

Method style of investigative thinking
When faced with a difficult case, I prefer to figure out how to solve the 
crime by following the basics of police procedure

3.5 0.97

Challenge style of investigative thinking
I get a lot of satisfaction out of helping victims to achieve some sort of 
justice by bringing an alleged offender before a court

4.1 0.92

Skill style of investigative thinking
I keep an open mind when investigating even when certain 
information suggests a possible suspect or course of action

4.6 0.58

Risk style of investigative thinking
I keep an open mind and keep exploring various angles to find 
evidence

4.8 0.53

Note: 1 = completely disagree to 5 = completely agree.
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Number of people killed•	
Using the British Crime Survey, fear of crime•	
Percentage of police officer time spent on frontline duties•	
Delivery of cashable and noncashable efficiency target•	
Average number of working hours lost per annum due to sickness •	
per police officer

The guidance on statutory performance indicators for policing includes 
user satisfaction measures, confidence measures, fairness, equality and diversity 
measures, measures of crime level, offenses brought to justice measures, sanc-
tion detection measures, domestic violence measures, traffic measures, quality 
of life measures, frontline policing measures, and resource use measures.

One of the resource use measures is delivery of cashable and noncash-
able efficiency target. A cashable gain is where a particular level of output of a 
particular quality is achieved for less cost. A noncashable gain is where more 
output and/or output of better quality is achieved for the same cost.

In 1993, there was a debate in the United Kingdom whether to allow 
and stimulate direct entry into police management. According to Leishman 
and Savage (1993), it was a fundamental fact of the British police service 
that everyone had to start at the bottom, at the “lowest” rank of constable, 
in which office all entrants must serve a minimum period of two years. On 
the surface, then, the police service may appear to occupy a unique position 
among public sector organizations, as an apparently egalitarian meritocracy 
in which all confirmed constables could be said to have the opportunity to 
aspire to senior management positions.

At that time, chief constables were the first generation of completely 
self-made chiefs, lacking even the middle-class socialization of a univer-
sity degree, although most went to grammar schools. Leishman and Savage 
(1993) argue that there are two important reasons in favor of direct entry. 
First, direct entry offers potential for the active furtherance of equal oppor-
tunities in the British police service. Whereas in Britain, target attainment 
would depend on the numbers of officers remaining in the service beyond 
their two-year probationary period, and then progressing through the rank 
of sergeant, this was not the case in Holland. Its system of direct entry, cou-
pled with an explicit policy of positive action, allowed the recruitment and 
training of sufficient numbers of women and ethnic minority candidates 
directly into the rank of inspector, to achieve minimum targets within the 
agreed-upon time scale.

A second argument in favor of direct entry followed, in a sense, part 
of the rationale for “civilianization” within the service. While much of this 
process had been driven by the pursuit of economies, behind it also was the 
question of competences and specialist skills. For example, staff with back-
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grounds in personnel management have been appointed to head the person-
nel department in place of police officers (Leishman and Savage, 1993).

According to Jackson and Wade (2005), the understanding of police 
behavior, especially proactive behavior, has been pursued throughout polic-
ing history. Researchers have examined the impact of environmental fac-
tors (i.e., weapons, crime, etc.), individual factors (i.e., attitude, personality, 
etc.), police subculture, and organizational and departmental management 
on police behavior. Despite all of these research efforts, most if not all of 
the authors contributing to this line of research have concluded that the cat-
egorization, understanding, and predicting of police behavior is arduous (if 
not impossible), or that the relationship between police attitudes and their 
behavior is weak at best.

Researchers have examined empirically and conceptually the impact of 
social capital and police sense of responsibility on police behavior. For exam-
ple, community social capital has been identified in the literature as having a 
significant impact on police behavior mainly because social capital serves as 
a measure of the community’s ability to solve its own problems. In communi-
ties with low social capital, police may perceive themselves as the only form 
of social order and, therefore, may develop a higher sense of responsibility 
toward protecting citizens and themselves as well as preventing crime.

Jackson and Wade (2005) suggest that the examination of police sense 
of responsibility toward the community may be important in understanding 
police behavior. This assertion implies that police sense of responsibility may 
serve as an influential variable in explaining why police may demonstrate 
higher levels of proactive policing in communities with low social capital in 
comparison to those with high social capital. Police sense of responsibility 
toward the community seems important for understanding how police func-
tion in areas under their command. In communities where crime is com-
monplace, police can become overwhelmed and, thus, may focus on more 
serious crimes that pose a greater threat to police and citizen safety and 
ignore the lower-level crimes that do not.

Given these arguments, the major purpose of the study conducted by 
Jackson and Wade was to examine the relationship between police officers 
perception of their community’s social capital and their sense of responsibil-
ity toward the provision of public safety, and, in turn, to assess empirically 
the impact of sense of responsibility on their propensity to engage in proac-
tive policing.

By studying police perceptions of social capital and their sense of respon-
sibility, it was possible to not only understand why community policing is or 
is not successful, but, more importantly, it was possible to understand police 
behavior in environments that, by their structural and demographic make-
up, complicate the task of effective policing.
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Jackson and Wade’s findings support the hypothesis that police who 
indicate a more negative perception of community social capital are more 
likely to indicate a higher sense of responsibility toward the community. This 
finding suggests that as the police perception of community social capital 
becomes negative, they are more likely to rely upon their own resources to 
solve community problems. Generally, the only real resources that police 
possess in low social capital communities are their law enforcement powers.

Another finding was police who express a more negative perception of 
community social capital were more likely to indicate higher levels of pro-
active behavior. This finding suggests that, in communities with low social 
capital, police officers may utilize their law enforcement powers more in 
comparison to communities that possess higher levels of social capital.

The data gathered through a questionnaire distributed throughout 
the Kansas City Police Department in the United States suggested that the 
amount of crime occurring within the community is the most important 
variable for the explanation of police proactive behavior. Police proactive 
behavior includes new patrol techniques, increased utilization of technology, 
the organization of specialized units, and the use of criminal profiling. By 
being more proactive, police are conducting more stop-and-frisk contacts, 
requesting proof of identification more frequently, conducting more drug 
sweeps, and dispersing citizens who gather to protest public policies of vari-
ous kinds (Jackson and Wade, 2005).

Proactive policing might perpetuate and exacerbate the social distance 
rift between the police and their community, and it also increases the like-
lihood that an officer may abuse his or her authority. In a time period of 
three years, Prince George’s County, Maryland paid out $8 million dollars 
in jury awards and settlements in lawsuits that involved police misconduct 
and excessive force. The increasing costs resulting from payouts in police 
litigation cases and liability claims, coupled with increased pressure from 
public insurance pools to cut losses, are a few of the reasons that some U.S. 
law enforcement agencies are beginning to implement risk management pro-
grams (Archbold, 2005).

Risk management is a process used to identify and control exposure 
to potential risks and liabilities in both private and public organizations. 
Almost all of the basic duties of police work expose police officers to liability 
incidents on a daily basis. One aspect of police work that makes it unique to 
all other professions is the ability of police officers to use lethal and nonle-
thal force. This unique aspect of police work also contributes to police officer 
exposure to high levels of risk, which could lead to litigation, liability claims, 
or citizen complaints (Archbold, 2005).

Police personnel face some of society’s most serious problems, often 
work in dangerous settings, and are typically expected to react quickly, 
and at the same time correctly. They must adapt to an occupation in which 
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one moment may bring the threat of death, while other extended periods 
bring routine and boredom. They are expected to maintain control in cha-
otic situations involving injustice, public apathy, conflicting roles, injuries, 
and fatalities. Yet they are expected by both the public and their peers to 
approach these situations in an objective and professional manner, and to 
be effective decision makers and independent problems solvers while work-
ing in a system that encourages dependency by its quasimilitary structure 
(Kelley, 2005).

The nature of work in police professions requires optimal mental health. 
When their mental functioning is compromised, police professionals can lose 
touch with the common sense and resilience they need to minimize stress, 
enjoy their work, and operate at peak performance. Over time, Kelley (2005) 
finds that poor mental health can dramatically increase police officers prone-
ness to physical illness, emotional disorders, accidents, marital and family 
problems, excessive drinking and drug use, suicide, and litigation ranging 
from excessive force and false arrest to failure to provide appropriate protec-
tion and services.

Performance Leadership

Although the appropriate measurement of police performance has long per-
plexed police practitioners, Coleman (2008) found that there has been a grow-
ing consensus that the traditional measurement of only “outputs” is insufficient. 
Authorities in Britain, the United States, and Canada have concluded that tra-
ditional police organizations have been focused mainly on the processes and 
outputs achieved through rigid adherence to bureaucratic processes and the 
finite measurement of easily determined performance indicators.

Coleman (2008, 307) phrased the question: “Managing strategic knowl-
edge in policing: Do police leaders have sufficient knowledge about organi-
zational performance to make informed strategic decisions?” He argues that 
there is a need for strategic management and, thus, the strategic performance 
measurements necessary to generate knowledge with which to make strate-
gic decisions. Consequently, his study explored the extent to which Canadian 
police organizations have strategic performance measurement systems in 
place that are congruent with modern policing.

Because the goal of his study was to determine the extent to which 
Canadian police organizations were operating strategically and had imple-
mented SPM (strategic performance measurement), a self-report survey of 
128 questions was derived from the literature. The questions were created to 
identify whether respondents understood the concept of strategic manage-
ment and SPM, whether they designed output measures and outcome mea-
sures to assist in organizational decision making, whether they collected and 
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analyzed the appropriate data so that knowledge can be generated to assist 
strategic decision making, and whether they used this resultant knowledge 
when making strategic decisions.

The resulting comprehensive survey was distributed to leaders—chiefs of 
police, chief constables, or the equivalents—of seventy-five Canadian police 
organizations. All of these organizations, which were selected from the Police 
Resources in Canada 2004 report, were police agencies staffed with fifty or 
more police officers. Of the seventy-five surveys distributed, thirty-nine 
responses were received (52 percent) from police leaders in all provinces.

In order to determine the extent of the implementation of strategic 
management and the establishment of SPM in Canadian policing, the ques-
tions and responses were grouped into categories. Because policing must be 
implemented and managed strategically, the first category that was analyzed 
related to respondents’ perception of what is meant by policing as organiza-
tional strategy. Most respondents did not appear to understand the concept 
of organizational strategy or had only a partial understanding. The second 
category addressed the question of whether the police organization had a 
corporate business plan. According to the literature, organizations that are 
led and managed strategically have a corporate plan or business plan with 
which to communicate the strategy and to guide their achievement of orga-
nizational goals. When respondents were asked to articulate the organiza-
tional strategy of their organization, half of the responding police leaders 
whose organizations reportedly had a corporate business plan suggested that 
they did not understand the concept of an organizational strategy.

Of the twenty-three organizations represented in the study (n = 39) that 
reportedly had a performance measurement system to determine organi-
zational success, twenty-one of these used community surveys to measure 
performance.
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A

Action orientation, 104
Adams, Terrence, case study, 33–35
Administrative approach, 140–141
Administrative knowledge, 225
Agency theory, 5, 12
Alien conspiracy theory, 2, 11–16
Alliance theory, 6, 12
Alternative actions, 58
Analytical knowledge, 225

B

Balance, work, distinguished, 98
Bandidos, 172–176
Behavioral formalization, 76

C

Case analysis, 120
Change, tradition, distinguished, 97
Characteristics of intelligence strategy, 

43–44
Citizens, 116
 loyalty, 230
Closed organization culture, 104
Communication control, 116
Communicators, 8
Comparative case analysis, 120
CompStat comparative statistics, 236–241
 cognitive hurdle, 239
 motivational hurdle, 239
 political hurdle, 239
 resource hurdle, 239
Confirmatory factor analysis, 107
Conflicts of interests, 232
Contingent approach to policing, 203–204
Continuity, 103
Contractual theory, 8, 12
Contribution to organizational 

performance, 85, 100
Control, liberty, distinguished, 98

Control authorities, 117
COPLINK, 218
CORA system, 219
Core competencies theory, 9, 12
Core knowledge, 226
Corruption development, 229
Creative thinking, 104, 255–256
Crime control methods analysis, 119
Crime intelligence analysis, 118–121
 case analysis, 120
 comparative case analysis, 120
 crime control methods analysis, 119
 crime pattern analysis, 119
 criminal business analysis/profile, 120
 demographic/social trends analysis, 119
 general profile analysis, 119
 investigations/operations analysis, 120
 market profile, 120
 network analysis, 120
 offender group analysis, 120
 operational crime analysis, 120
 results analysis, 119
 specific profile analysis, 120
 strategic analysis, 120
Crime pattern analysis, 47, 119
Criminal business analysis/profile, 120
Criminal business profile, 48
Criminal entrepreneurship, 27–31
Criminal intelligence service Alberta, case 

study, 205–207
Criminal money management, case study, 

227–232
Criminal underground markets, 228
Criminal upper world markets, 

development of, 229
Criminology theories, 1–20
 agency theory, 5, 12
 alien conspiracy theory, 2, 11–16
 alliance theory, 6, 12
 communicators, 8
 contractual theory, 8, 12
 crossovers, 8
 cultural deviance theories, 3
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 extenders, 8
 general deterrence theory, 3
 guardians, 8
 insulators, 8
 management theories, 5–11
  formation stage, 6
  operation stage, 7
  outcome stage, 7
  summary of, 12
 monitors, 8
 ἀ e National Intelligence Strategy of the 

United States of America, 16
 neoclassical economic theory, 9, 12
 network theory, 7, 12
 Office of Director of National 

Intelligence, 16
 Organized Crime Control Act in U.S., 14
 organizers, 8
 relational exchange theory, 10, 12
 resource-based theory, 10, 12
 social control theory, 3
 social exchange theory, 11–12
 social network theory, 3
 special deterrence theory, 3
 stakeholder theory, 10, 12
 theories of organized crime, 1–16
  alien conspiracy theory, 11–16
  management theories, 5–11
 theory of core competencies, 9, 12
 theory of firm boundaries, 10, 12
 theory of monopoly, 1
 theory of organizational crime, 2
 transaction cost theory, 12
 Transformation through Integration and 

Innovation, 16
 vision of National Intelligence Strategy 

and mission of, 16
Crossovers, 8
Cultural deviance theories, 3
Current situation description, 58

D

Decision, approaching, 142–143
Decision chart, crime investigation, 

221–222
Decision making, 40
Demographic/social trend analysis, 48, 119
Desired situation description, 58
Detective knowledge work, 131–134
 generic knowledge, 132
 interpersonal skills, 133

 investigative skills, 132
 legal knowledge, 132
 management skills, 132
 personal qualities, 132
 practical knowledge, 132
 theoretical knowledge, 132
Detective thinking styles, 243–245
Detectives, characteristics of, 251–257
 creative thinking, 255–256
 determination, 256
 empathic communication, 255
 methodical reasoning, 256
 open-minded curiosity, 255
Determination, 256
Digital development, 230
Discretion, 93
Documents, 115

E

Economic change, 26
Education, development of, 231–232
Effective detectives, characteristics of, 

251–257
 creative thinking, 255–256
 determination, 256
 empathic communication, 255
 methodical reasoning, 256
 open-minded curiosity, 255
Effectiveness, legality, distinguished, 96
Empathic communication, 255
Empirical study, implementation
 culture, 103–106
 structure, 86–89
Enterprise theory, 139
Entrepreneur, 146
Entrepreneurial capital, 31–33
Entrepreneurship, 21–38
 Adams, Terrence, case study, 33–35
 criminal entrepreneurship, 27–31
 economic change, 26
 entrepreneurial capital, 31–33
 extent of market, 26
 illegal business, 24–27
 Lawry, Frank and Peter, case study, 

35–36
 organized crime, 21–24
 pattern of existing capabilities, 26
Equality, 103
Evaluation, 50
Exchange, 116
Existing capabilities, pattern of, 26
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Extenders, 8
Extent of market, 26
External data storage, 117
Extremism, development of, 229

F

Firm leader, individual creativity, 
distinguished, 98

Flexibility of criminal actors, 229
Flexible fund management models, 57
Forcing accessories, 128
Formalized procedure, 41
Formation stage in management theory, 6
Freedom, 104
Future thinking, 40

G

General deterrence theory, 3
General profile analysis, 119
Generic knowledge, 132
Global mitigation, 228
Goods, services, international movement, 

229
Group orientation, 103
Guardians, 8

H

HAMC. See Hells Angels Motorcycle Club
Hawala Bankers transferring criminal 

proceeds, case study, 155–156
Hells Angels Motorcycle Club, 160–164, 

170–171
 matrix organization, 165
Hierarchy, 103
High finance, 128
Horizontal decentralization, decision-

making systems in, 78
Hypotheses testing, 110

I

Implementation, 55–57, 60
 build and maintain knowledge 

management system, 57
 create flexible fund management models, 

57
 extent, 85, 100
 factors, 64–70

 information technology needed for 
implementation, 68–70

 invest to deliver, 57
 management support for 

implementation, 67–68
 organize centrally to deliver locally, 57
 rate to date, 84, 99
 rate to end, 84, 99
 resources needed for implementation, 65
 responsibility for implementation, 67
 separate research and evaluation from 

program delivery, 57
 solutions to potential resistance during 

implementation, 66–67
 user involvement during 

implementation, 65
Implementation predictors, advanced 

empirical study, 106–111
Implementation research, 70–71
 contribution to organizational 

performance, 71
 implementation extent, 71
 implementation rate to date, 71
 implementation rate to end, 71
Individual creativity, firm leader, 

distinguished, 98
Individualism, 103
Influence, 103
Information technology needed for 

implementation, 68–70
Innovative knowledge, 226
Insulators, 8
Integrated decision making, 41
Intelligence knowledge work, 130–131
Intelligence sources, 113–137
 accusations, 116
 action, 115–116
 citizens, 116
 classification, 114–118
 communication control, 116
 control authorities, 117
 crime intelligence analysis, 118–121
  case analysis, 120
  comparative case analysis, 120
  crime control methods analysis, 119
  crime pattern analysis, 119
  criminal business analysis/profile, 

120
  demographic/social trends analysis, 

119
  general profile analysis, 119
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  investigations/operations analysis, 
120

  market profile, 120
  network analysis, 120
  offender group analysis, 120
  operational crime analysis, 120
  results analysis, 119
  specific profile analysis, 120
  strategic analysis, 120
 detective knowledge work, 131–134
  generic knowledge, 132
  interpersonal skills, 133
  investigative skills, 132
  legal knowledge, 132
  management skills, 132
  personal qualities, 132
  practical knowledge, 132
  theoretical knowledge, 132
 documents, 115
 exchange, 116
 external data storage, 117
 intelligence knowledge work, 130–131
 Internet, 116
 interview, 115
 lawyers as information sources, 134–135
 location, 115
 market intelligence analysis, 121–130
  forcing accessories, 128
  high finance, 128
  parts pushing, 128
  service gouging, 128
  used car markups, 128
 media, 117
 network, 115
 observation, 115
 physical material, 116
 policing systems, 116
 surveillance, 116
Intelligence strategy, 39–53, 55–74
 action plan, 60
 alternative actions, 58
 controlling future, 40
 current situation description, 58
 decision making, 40
 desired situation description, 58
 evaluation, 50
 formalized procedure, 41
 future thinking, 40
 implementation factors, 64–70
  information technology needed for 

implementation, 68–70

  management support for 
implementation, 67–68

  resources needed for implementation, 
65

  responsibility for implementation, 67
  solutions to potential resistance 

during implementation, 66–67
  user involvement during 

implementation, 65
 implementation of plan, 60
 implementation process, 55–57
  build and maintain knowledge 

management system, 57
  create flexible fund management 

models, 57
  invest to deliver, 57
  organize centrally to deliver locally, 

57
  separate research and evaluation 

from program delivery, 57
 implementation research, 70–71
  contribution to organizational 

performance, 71
  implementation extent, 71
  implementation rate to date, 71
  implementation rate to end, 71
 integrated decision making, 41
 intelligence strategy characteristics, 

43–44
 internal communication, 57
 management responsibilities, 49
 measurement criteria, 49
 National Intelligence Model, 47–48
  crime pattern analysis, 47
  criminal business profile, 48
  demographic/social trend analysis, 

48
  market profile, 48
  network analysis, 48
  operational intelligence assessment, 

48
  results analysis, 48
  risk analysis, 48
  target profile analysis, 48
 national strategy for intelligence, 

analysis, Norway, 49–50
 National Strategy for Police Intelligence, 

46
 National Strategy for Police Intelligence 

and Analysis, 51
 needs for change, 58
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 New York State Intelligence Strategy, 
50–52

 Norway, national strategy for 
intelligence, analysis, 72

 plan implementation, 62–64
 professional values, 50
 publicity, 57
 results evaluation, 60
 strategic planning process, 40
 strategy, 44–47
  action, 45
  change, 45
  finance, 45
  forecast, 45
  goal, 45
  time, 45
 Sweden, police intelligence model in, 73
 training, 57
 United Kingdom, national intelligence 

model in, 71–72
 Y model, 58–60
  implementation at end of, 60–62
Intelligence work, empirical study of, 

247–251
Internal communication, 57
Internet, 116
Interpersonal skills, 133
Interviews, 115
Investigation approaches, 142
Investigation implementation, 143
Investigation value shop, 141–143
Investigations/operations analysis, 120
Investigative ability, 144
Investigative skills, 132

J

Job specialization, 76

K

Knowledge application, 185–209
 contingent approach to policing, 

203–204
 criminal intelligence service Alberta, 

case study, 205–207
 data, 193
 information, 193
 knowledge, 193
 operational knowledge sectors, 196–203
  advanced knowledge, 198
  competitive policing, 202–203

  core knowledge, 196–198
  disadvantaged policing, 201–202
  innovative knowledge, 199
  knowledge depth, 199–203
  random policing, 201
  targeted policing, 202
 police knowledge organization, 186–191
 police knowledge resources, 191–194
 police vs. criminal knowledge, 195–196
 social intelligence, investigation service, 

case study, 204–205
 wisdom, 194
Knowledge-based systems, 226–227
Knowledge depth, 199–203
 competitive policing, 202–203
 disadvantaged policing, 201–202
 random policing, 201
 targeted policing, 202
Knowledge levels, 144
Knowledge matrix, 225–226
 administrative knowledge, 225
 advanced knowledge, 226
 analytical knowledge, 225
 core knowledge, 226
 innovative knowledge, 226
 legal knowledge, 225
 policing knowledge, 225
 procedural knowledge, 225
Knowledge support systems, 211–221
 COPLINK, 218
 CORA system, 219
 improving knowledge support, 220–221
 office-to-information systems, 216–219
 office-to-officer systems, 215–216
 office-to-technology systems, 213–215
 officer-to-application systems, 219–220
Kristiansen, Leif, HAMC Norway 

President, 165–170

L

Law enforcement, 139–157
 administrative approach, 140–141
 approach decision, 142–143
 enterprise theory, 139
 entrepreneur, 146
 Hawala Bankers transferring criminal 

proceeds, 155–156
 investigation approaches, 142
 investigation implementation, 143
 investigation value shop, 141–143
 investigative ability, 144
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 knowledge levels, 144
 liaison, 146–147
 management skills, 145
 monitor, 147
 performance evaluation, 143
 personnel leader, 146
 priorities, 139
 problem definition, 142
 resource allocator, 146
 road map, 222–225
 senior investigating officer, 143–155
  administration management, 149
  management roles, 154
  organized crime economics, 155
  person management, 149
  strategy management, 149
  task management, 149
 spokesperson, 146
Lawry, Frank and Peter, case study, 35–36
Lawyers as information sources, 134–135
Legal knowledge, 132, 225
Legality, effectiveness, distinguished, 96
Liaison, 146–147
 devices, lateral linkages in, 77
Liberty, control, distinguished, 98
Long term, short term, distinguished, 99
Long-term focus, 103

M

Management responsibilities, 49
Management skills, 132, 145
Management support for implementation, 

67–68
Management theories, 5–11
 formation stage, 6
 operation stage, 7
 outcome stage, 7
 summary of, 12
Market intelligence analysis, 121–130
 forcing accessories, 128
 high finance, 128
 parts pushing, 128
 service gouging, 128
 used car markups, 128
Market profile, 48, 120
Measurement criteria, 49
Media, 117
 influence of, 230
Methodical reasoning, 256
Monitors, 8, 147
Monopoly theory, 1

Motorcycle club organized crime, 159–183
 alternative knowledge matrix, 181
 bandidos, 172–176
 Hells Angels Motorcycle Club, 160–164, 

170–171
  matrix organization, 165
 knowledge matrix, 177–181
  knowledge requirements, 180, 226
 Kristiansen, Leif, HAMC Norway 

President, 165–170
 Norway, 164–165
 outlaws, 172–176
 research model, 181–183
 theories, 176–177

N

National, international cooperation, 231
National Intelligence Model, 47–48
 crime pattern analysis, 47
 criminal business profile, 48
 demographic/social trend analysis, 48
 market profile, 48
 network analysis, 48
 operational intelligence assessment, 48
 results analysis, 48
 risk analysis, 48
 target profile analysis, 48
ἀ e National Intelligence Strategy of the 

United States of America, 16
National Strategy for Police Intelligence and 

Analysis, 46, 51
Natural disasters, management of, 231
Needs for change, 58
Neoclassical economic theory, 9, 12
Network analysis, 48, 120
Network theory, 7, 12
Networking, 115
New technologies, misuse of, 230–231
New York State Intelligence Strategy, 50–52
NIM. See National Intelligence Model
Nongovernment organizations, 232
Norway
 motorcycle clubs, 164–165
 national strategy for intelligence, 

analysis, 49–50, 72

O

ODNI. See Office of Director of National 
Intelligence

Offender group analysis, 120



Index 271

Office of Director of National Intelligence, 
16

Office-to-information systems, 216–219
Office-to-officer systems, 215–216
Office-to-technology systems, 213–215
Officer-to-application systems, 219–220
Open-minded curiosity, 255
Openness, 104
 privacy, distinguished, 98
Operation stage in management theory, 7
Operational crime analysis, 120
Operational intelligence assessment, 48
Operational knowledge sectors, 196–203
 advanced knowledge, 198
 core knowledge, 196–198
 innovative knowledge, 199
 knowledge depth, 199–203
  competitive policing, 202–203
  disadvantaged policing, 201–202
  random policing, 201
  targeted policing, 202
Organization building, 83–84
 capacity for work, 83
 communication, 83
 emotion, 83
 information processing, 83
 interaction, 83
 memory performance, 83
Organization structure, 250
Organizational architecture, 80–83
 acceptability, 81
 constrained-based compliance, 82
 economy, 81
 flexibility, 81
 instrumental compliance and prudential 

compliance, 82
 normative compliance, 82
 reliability, 81
 simplicity, 81
Organizational configuration, 79–80
Organizational culture, 91–112
 action orientation, 104
 authority, 103
 change, 103
 closed organization culture, 104
 confirmatory factor analysis, 107
 continuity, 103
 contribution to organizational 

performance, 100
 creativity, 104
 discretion, 93

 empirical study, implementation, 
culture, 103–106

 equality, 103
 freedom, 104
 group orientation, 103
 hierarchy, 103
 hypotheses testing, 110
 implementation extent, 100
 implementation predictors, advanced 

empirical study, 106–111
 implementation rate to date, 99
 implementation rate to end, 99
 individualism, 103
 influence, 103
 long-term focus, 103
 openness, 104
 philosophical orientation, 104
 planning orientation, 104
 police personnel cultures, 91–94
 practical orientation, 104
 pragmatic orientation, 104
 relational orientation, 103
 shared occupational values, 94–95
 short-term focus, 103
 strategy implementation, culture as 

determinant of, 95–103
 task orientation, 103
 theoretical orientation, 104
 tradition, 103
 visible management, 104
 weights, loadings of measures, 109
Organizational design, 75–79
Organizational structure, 75–90
 behavioral formalization, 76
 contribution to organizational 

performance, 85
 empirical study, implementation, 

structure, 86–89
 horizontal decentralization, decision-

making systems in, 78
 implementation extent, 85
 implementation rate to date, 84
 implementation rate to end, 84
 job specialization, 76
 liaison devices, lateral linkages in, 77
 organization building, 83–84
  capacity for work, 83
  communication, 83
  emotion, 83
  information processing, 83
  interaction, 83
  memory performance, 83
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 organizational architecture, 80–83
  acceptability, 81
  constrained-based compliance, 82
  economy, 81
  flexibility, 81
  instrumental compliance and 

prudential compliance, 82
  normative compliance, 82
  reliability, 81
  simplicity, 81
 organizational configuration, 79–80
 organizational design, 75–79
 planning and control systems, lateral 

linkages in, 77
 structure as determinant of strategy 

implementation, 84–86
 training positions, 76
 unit grouping, superstructure in, 76–77
 unit size, superstructure in, 77
 vertical decentralization, decision-

making systems in, 77–78
Organized Crime Control Act in U.S., 14
Outcome stage in management theory, 7
Outlaws, 172–176

P

Parts pushing, 128
Pattern of existing capabilities, 26
Performance evaluation, 143
Performance leadership, 261–262
Performance management, 235–246
 CompStat comparative statistics, 

236–241
  cognitive hurdle, 239
  motivational hurdle, 239
  political hurdle, 239
  resource hurdle, 239
 detective thinking styles, 243–245
 standards, 235–236
 targets
  achievement of, 235
  development of, 235
  responsibility for, 235
  revision of, 235
 value shop performance, 241–242
Performance measurement, 247–263
 effective detectives, characteristics of, 

251–257
  creative thinking, 255–256
  determination, 256
  empathic communication, 255

  methodical reasoning, 256
  open-minded curiosity, 255
 intelligence work, empirical study of, 

247–251
 organization structure, 250
 performance leadership, 261–262
 police investigations, empirical study of, 

247
 strategy implementation, 249
 value shop activities, investigation 

performance in, 248–249
Personal qualities, 132
Personnel leader, 146
Philosophical orientation, 104
Physical material, 116
Plan implementation, 62–64
Planning and control systems, lateral 

linkages in, 77
Planning orientation, 104
Police knowledge organization, 186–191
Police knowledge resources, 191–194
Police personnel cultures, 91–94
Police vs. criminal knowledge, 195–196
Policing, 211–234
 citizen loyalty, 230
 conflicts of interests, 232
 corruption development, 229
 criminal money management, case 

study, 227–232
 criminal underground markets, 228
 criminal upper world markets, 

development of, 229
 decision chart, crime investigation, 

221–222
 digital development, 230
 education, development of, 231–232
 extremism, development of, 229
 flexibility of criminal actors, 229
 global mitigation, 228
 goods, services, international movement, 

229
 knowledge, 225
 knowledge-based systems, 226–227
 knowledge matrix, 225–226
  administrative knowledge, 225
  advanced knowledge, 226
  analytical knowledge, 225
  core knowledge, 226
  innovative knowledge, 226
  legal knowledge, 225
  policing knowledge, 225
  procedural knowledge, 225
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 knowledge support systems, 211–221
  COPLINK, 218
  CORA system, 219
  GIS-based ComputerStatistics, 212
  improving knowledge support, 

220–221
  office-to-information systems, 

216–219
  office-to-officer systems, 215–216
  office-to-technology systems, 

213–215
  officer-to-application systems, 

219–220
 law enforcement road map, 222–225
 media, influence of, 230
 national, international cooperation, 231
 natural disasters, management of, 231
 new technologies, misuse of, 230–231
 nongovernment organizations, 232
 political perceptions, 228
 profit-oriented crime, 228
 Serious Organized Crime Agency, 211
 social polarization, 230
 systems, 116
 world economy, 228
Political perceptions, 228
Practical knowledge, 132
Practical orientation, 104
Pragmatic orientation, 104
Privacy, openness, distinguished, 98
Problem definition, 142
Procedural knowledge, 225
Professional values, 50
Profit-oriented crime, 228
Publicity, 57

R

Relational exchange theory, 10, 12
Relational orientation, 103
Relationship, task, distinguished, 98
Resource allocator, 146
Resource-based theory, 10, 12
Resources needed for implementation, 65
Responsibility for implementation, 67
Results analysis, 48, 60, 119

S

Senior investigating officer, 143–155
 administration management, 149
 management roles, 154

 organized crime economics, 155
 person management, 149
 strategy management, 149
 task management, 149
Serious Organized Crime Agency, 211
Service gouging, 128
Shared occupational values, 94–95
Short term, long term, distinguished, 99
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